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[bookmark: _Toc532836861][bookmark: _Toc27559695][bookmark: _Toc36039440][bookmark: _Toc178154595]4.4	URI structure
[bookmark: _Toc178154596]4.4.1	Introduction
[bookmark: OLE_LINK5]MnS producers can be divided into two categories. The first category exposes MnS(s) to manipulate resources representing managed object instances. In this case the URI structure is governed by the mapping rules defined in clause 4.2.3. The second category exposes MnS(s) to manipulate resources not representing managed object instances. In this case the DN concept is not relevant. The URI structure for both categories is different.

[bookmark: _Toc178154597]4.4.2	URI structure for resources representing managed object instances
URIs identifying resources representing managed object instances shall follow, when being used as a target URI in HTTP requests, the structure given by
{scheme}://{URI-DN-prefix}/{root}/{MnSName}/{MnSVersion}/{URI-LDN}
with:
{scheme}		Scheme component "http" or "https"
{URI-DN-prefix}		Authority component (host identifier and optional TCP port), the host name is constructed from the DN prefix as defined in clause 4.2.3.
{root}		Part of the path component, allows specifying one or more optional path segments for structuring the resource hierarchy on a HTTP server. The DN or parts thereof shall not be mapped to this path component.
{MnSName}		Part of the path component, allows specifying an optional MnS name in a single path segment.
{MnSVersion}		Part of the path component, allows specifying an optional MnS API version in a single path segment.
{URI-LDN}		Part of the path component, constructed from the LDN as defined in clause 4.2.3, containing zero, one or more path segments.

As seen above, to construct the URI from a DN, it is necessary to map the "DNPrefixPlusRDNSeparator" as defined in clause 7.3 of TS 32.300 [3], the “LocalDN” as defined in clause 7.3 of TS 32.300 [3], and to add the additional optional path segments  "/{root}/{MnSName}/{MnSVersion}".
To allow for a predictive mapping from an URI to the original DN it is necessary to specify "/{MnSName}/{MnSVersion}" in such a way that the beginning of the "LocalDN" can be unambigously identified.
Note it may be required when specifying a MnS to clearly identify the last RDN of "{URI-LDN}" and to use the following instead of "{URI-LDN}" 
{URI-LDN-first-part}/{RDN}
or
{URI-LDN-first-part}/{className}={id}.
For the sake of brevity, "MnSRoot" is introduced that includes the "{scheme}" part, the colon (":"), the two slash characters ("//"), the "{authority}" part, a single slash character ("/") and the "{root}" part.
{MnSRoot} := {scheme}://{URI-DN-prefix}/{root}

When using "{MnSRoot}" the abbreviated URI structure is given by
{MnSRoot}/{MnSName}/{MnSVersion}/{URI-LDN}
or
{MnSRoot}/{MnSName}/{MnSVersion}/{URI-LDN-first-part}/{className}={id}
It is recommended to use this abbreviated form of the URI structure when defining Management Services.
The path segment "MnSVersion" allows access to resources with different MnS API versions.  As defined in [x] clause 5.X the “MnSVersion” comprises several components.  F, for example, “:19.0.0+vendorX.2025-01”.  
It is recommended that the first field of “MnSVersion” be used to differentiate between API releases, for example:
http://operatorA.com/ProvMnS/v1500v18/SubNetwork=south/.../Cell=1
http://operatorA.com/ProvMnS/v1600v19/SubNetwork=south/.../Cell=1

Additional fields of “MnSVersion” such as vendor build information can be included in “MnSRoot” to further differentiate between API releases, for example:
http://operatorA.com/vendorX/ProvMnS/v18/SubNetwork=south/.../Cell=1
http://operatorA.com/vendorX/ProvMnS/v19/SubNetwork=south/.../Cell=1

Note that both URIs, though different as to the path segment indicating the API version number of the ProvMnS, identify the same resource that is identified by the canonical URI:
http://operatorA.com/SubNetwork=south/.../Cell=1
and whose DN is:
DC=operatorA.com,SubNetwork=south,...,Cell=1
The optional path component "/{root}" may be used to separate the name space for 3GPP management from the name space for other domains:
http://operatorA.com/3gppManagement/ProvMnS/v1600/SubNetwork=south/.../Cell=1
or to provide dedicated URIs on the same host for different tasks:
http://operatorA.com/3gppManagement/cm/ProvMnS/v1600/SubNetwork=south/.../Cell=1
http://operatorA.com/3gppManagement/fm/ProvMnS/v1600/SubNetwork=south/.../Cell=1
Note that when different hosts are used for different management tasks, like in
http://cm.operatorA.com/3gppManagement/ProvMnS/v1600/SubNetwork=south/.../Cell=1
http://fm.operatorA.com/3gppManagement/ProvMnS/v1600/SubNetwork=south/.../Cell=1
then also the resources are different and identifierd by the canonical URIs
http://cm.operatorA.com/SubNetwork=south/.../Cell=1
http://fm.operatorA.com/SubNetwork=south/.../Cell=1
or the DNs
DC=cm.operatorA.com,SubNetwork=south,...,Cell=1
DC=fm.operatorA.com,SubNetwork=south,...,Cell=1

In the example above, it is assumed that both resources represent the same cell in the network. This information cannot be derived from the DN or canonical URI, though.
[bookmark: _Toc178154598]4.4.3	URI structure for resources not representing managed object instances 
URIs identifying other resources shall follow, when being used as a target URI in HTTP requests, the structure given by
{scheme}://{authority}/{root}/{MnSName}/{MnSVersion}/{MnSResourcePath}
with:
{scheme}		Scheme component "http" or "https"
{authority}	Authority component (host identifier and optional TCP port)
{root}		Part of the path component, allows specifying optional path segments for structuring the resource hierarchy on a HTTP server.
{MnSName}		Part of the path component, specifies the mandatory MnS name in a single path segment.
{MnSVersion}		Part of the path component, specifies the mandatory MnS API version in a single path segment.
{MnSResourcePath}		Part of the path component, one or more path segments, specifies a resource of the MnS
For the sake of brevity, {MnSRoot} is introduced that includes the "{scheme}" part, the two slash characters ("//"), the "{authority}" part, a single slash character ("/") and the "{root}" part. When using "{MnSRoot}" the abbreviated URI structure is given by
{MnSRoot}/{MnSName}/{MnSVersion}/{MnSResourcePath}
It is recommended to use this abbreviated form of the URI structure when defining Management Services.
[bookmark: _Toc178154599]4.4.4	Resource "../{MnSName}/{MnSVersion}"
The resource identified by "../{MnSName}/{MnSVersion}" is called NRM root. It represents the conceptual parent of the top-level managed object instances. It is created by the MnS Producer. A MnS Consumer cannot create or delete this resource.
The resource is the target resource for many HTTP requests, such as requests to retrieve all top-level managed object instances in case there are multiple top-level managed object instances, or for requests to create objects in case there are no manged object instances yet and the creation request needs to be directed to the parent of the resource to be created.
Attempts to read the NRM root only shall return "204 No Content".

