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1
Decision/action requested

The group is asked to discuss and approve the proposal..
2
References

[1]
3GPP TS 28.533: "Management and orchestration; Architecture framework"
3
Rationale

This pCR proposes permission rule for network management capability exposure in order to solve the issue on how does the 3GPP management system conditionally expose MnSs to enable certain types of externals, e.g. verticals and service providers, to manage (e.g. monitor, optionally provision). The permission rule configured for certain MnS defines optionally under what condition, this MnS is suitable to expose to what types of MnS consumers (verticals and service providers).
4
Detailed proposal

	Start of 1st Change


7
Possible solutions for network management capability exposure
7.X
Permission rules for network management capability exposure
7.X.1
Introduction
This is a solution for solving the issue of how does the 3GPP management system conditionally expose MnSs to enable certain types of externals, e.g. verticals and service providers. The solution proposes a permission rule which can be configured for certain MnS within the 3GPP management system. The permission rule can be used for deciding whether certain eMnS consumer has the permission for accessing certain MnS upon the receipt of a request regarding the MnS coming from the corresponding eMnS consumer.
7.X.2
PermissionRule <<dataType>>
This data type represents the permission for certain MnS exposure service consumer for the access of certain IOC. The permission rule includes meta-data and permission information regarding each attributes of an IOC.
This data type represents the properties of network slice related requirement that should be supported by the  NetworkSlice instance in 5G network
	Meta-data of PermissionRule
	Attribute 1
	Attribute 2
	Attribute 3
	Attribute 4

	
	eMnS ProducerID
	eMnS ConsumerType
	eMnS ConsumerID
	NameofIOC


	Meta-data Attributes
	Documentation and Allowed Values
	Properties

	eMnSProducerID
	It indicates the identifier of the MnS exposure service producer that exposes MnSs to the MnS exposure service consumer.
The format of the MnS exposure service Producer ID can use FQDN (See TS 21.003 clause 19.4.2.1).

	type: string
multiplicity: 1

isOrdered: N/A

isUnique: N/A

defaultValue: None

allowedValues: N/A 
isNullable: False


	eMnSConsumerType
	It indicates the type of MnS exposure service consumer that requests for the exposure of the MnSs provided by MnS exposure service producer. The type of MnS exposure service consumer can be the external depending on the location of MnS exposure service consumer. In terms of the MnS exposure service consumer, it can also be categorized as CAT1, CAT2, CAT3, each of the catergory can represents a set of MnSs that are allowed to be exposed to MnS exposure service consumer.
allowedValue: EXTERNAL,

                       CAT1, CAT2, CAT3……

	type: ENUM
multiplicity: 1
isOrdered: N/A

isUnique: N/A

defaultValue: None

allowedValues: N/A

isNullable: False


	eMnSConsumerID
	It indicates the Identifier of the MnS exposure service consumer that requests MnSs from the MnS exposure service producer.
The format of the MnS exposure service consumer ID can use FQDN (See TS 21.003 clause 19.4.2.1).

	type: string
multiplicity: 1
isOrdered: N/A

isUnique: N/A

defaultValue: None

allowedValues: N/A

isNullable: False


	NameofIOC
	This parameter specifies the permission rule apples to which targeted IOC. Depending on contract between MnS exposure service consumer and the Operator, there can be multiple NameofIOC within each permission rule.
 
	type: DN
multiplicity: 1…n
isOrdered: N/A

isUnique: N/A

defaultValue: None

allowedValues: N/A

isNullable: False



NOTE:
The eMnSConsumerType may also has the value of INTERNAL. However,  this solution only focus on the external consumer and related permission rule. The permission rule for internal consumer is FFS and out of the scope of this SID.

The permission rule for certain IOC can be expressed as follows:
	Permission rule

	Attribute
	Read
	Write
	Alarm
	Notification

	<<Attribute1>>
	<<BOOLEAN>>
	<<BOOLEAN>>
	<<BOOLEAN>>
	<<BOOLEAN>>

	<<Attribute>>
	<<BOOLEAN>>
	<<BOOLEAN>>
	<<BOOLEAN>>
	<<BOOLEAN>>

	…
	…
	…
	…
	…


The Boolean value stands for certain permission for each attribute of the IOC. For example, if the Boolean value for the “Read” permission is 1, it indicates that the corresponding MnS exposure service consumer or MnS exposure service consumer type can have the permission to read this attribute.
For certain attribute within the IOC which has the complex datatype that contains attributes, the permission rule can be used to express whether the attributes within certain attribute of IOC can be exposed to MnS exposure service consumer.
	End of Change


