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1. Rapporteur calls plan before SA5#137e 
Confirmed topics:

· Clarification of MnS component typeA and type B in TS 28.532 (Olaf)
· Model management functions (e.g. MDAF, NWDAF, data collection function etc.)  (2088/2089) (Olaf)
· 5GDMS, Discussion on IOC for 5GDMS (GROUP#2 (S5-212223/S5-212224) Add operations for discovery of management services) (Brendan)
· S5-212129 Discussion paper on Use Case template/S5-212131 Rel-17 CR TS 32.160 Update on template for requirement specifications (Zou Lan)

· Access control (Ping Jing)

· Clarification towards SA5 solutions’ readability and steps towards documentation, discuss it together with eCOSLA (Ishan)

· MANS, GROUP#2 (S5-212195/S5-212197/S5-212270) NRM enhancement to support NG-RAN network sharing (Xu Ruiyue)
· S5-212121 Rel-17 Input to draftCR TS 28.536 Add assurance policy for closed control loop (Zhang Jian)

· S5-212122 Rel-17 Input to draftCR TS 28.536 Add assurance report for closed control loop (Zhang Jian)
· Clarification relation between WIs/Sis (eMEMTANE, FS_NSMEN, FS_MNSAC, ‘New SID on management aspects of network slice capability exposure’ from Alibaba) wrt. 5G exposure. (Jean-Michel)
2. Schedule for rapporteur calls:
	Rapporteur calls
	Date Time
	Potential Topics

	#136e.1
	Mar.25th 14:00 CET~16:00 CET 
	1. Clarification of MnS component typeA and type B in TS 28.532
25 Mar Conf Call:

N: issues in 28.532:

1) notifyThresholdCrossing has no relation with PM file format in section 11.3,
2) The terms MnS component A/B/C are not reflected in 28.532.

3) There is no component B in PM assurance MnS
4) Provision – correct

S: relation between 28.550 defined PM operation and 28.532. there is no description about how to use control fragments, propose to add some explantion.
N: there are too many combinations with different IOCs.

S: need to find a way to describe the combination.

N: R15 SA5 adopted using CRUD with model driven approach. The current fault management is using another IRP-like approach.
S: the IRP-like approach is more easier to be understood. The model-driven approach is not well documented in our specifications. 

C: model-driven approach should be decribed, contributions are welcome to 28.532/28.533. (Action for Deepanshu/Olaf to better describe model-driven approach).
HW: The cause of the problem is 28.533 is defined compnent A/B/C, but not well used in other MnS specifications. Suggest to update 28.532 to reflect the compnent A/B/C concepts.
O: what is component B for notifyThresholdCrossing?
HW: suggest to use 28.550 Table 7.6-1: MnS components used for configurable performance measurement control as starting point. 
Fault supervision- check component B? Whehter we use NR NRM etc. as component B or take AlarmInformation as component B? 

HW: alarminformation is taken as component C in 28.533. 

N: alarminformation should belong to component A.

HW: PM assurance MnS has two options: (1) file based approach (2) Job based appraoch in 28.550. File based apparoch could reuse the 11.6 generic file handling service as component A.
N: suggest to move notifythresholdcrossing/heartbeat to other sections.  
O: clarify why notifythresholdcrossing/heartbeat can’t belong to MnS section. 
S: We take the approach in 28.622. Take out all notification is a seperate section and then refer to them appropiately from the section 11.
E: proper analysis on SBMA is needed. Put the discussion into the new architecture discusion. Hope to get some quick conclusion. The conclusion could be used without need to wait until the end of the study. 
E: not blocking the discovery work item. Need to agree on some minimal acount of data exposed for discovery.  

2. Model management functions (e.g. MDAF, NWDAF, data collection function etc.)  
Modeling Managed Management Functions

25 Mar Conf call:
N: NWDAF and MDAF should have the same model as NF.
HW: clarify the relation between entity/management node.

NEC: clarification on MnSAgent. Is this to allow implementing MDAF into a NF (e.g. NWDAF)? 
N: this is to model management function, NWDAF is already modeled.

S: We should have different modelling of MnF and NF provided by other groups. Modeling in the same way is confusing. 
N: need more thinking about it. 
I: is it management of management function?  Are they just generic MnF or specific MnF? 
N: yes. Some new MnF are introduced. E.g. MADCOL to store management data. MDAF.COSLA etc. Those functions are not management network functions. 
O: The model should allow, I think, that NWDAF (as a ManagedFunction) and MDAF (ManagementFunction) are the same entity.
NEC: agree with Orange.


	#136e.2
	Apr.8th 15:00 CET~17:00 CET 
	1. 5GDMS, Discussion on IOC for 5GDMS (GROUP#2 (S5-212223/S5-212224) Add operations for discovery of management services) (Brendan)  (30min)
a. Discussion on data requirements for MNSRegistry IOC 
a. Presented by Brendan – focusing on the Conclusion
b. E: This is very specific to OpenAPI. It looks OK for that. But what is needed for Netconf/Yang is a bit different.
c. H: Agree it is specific to OpenAPI, and I appreciate help with input to make it more applicable to both. So some attributes for addressing for Yang (from earlier comments on an SA5 DP) which have been discussed offline could be (re-)introduced.
d. E: So  the DP and the CR to next meeting should cover both SSs. 

e. H: Agree

f. N: In the Conclusions, agree that we need the “MnSRoot” and the Version number of the MnS, as well as the Relative path. But should the path include the URI to each IOC?
g. H: No, each MnS is normally represented by one IOC/MOI (as defined in the TS for that service, the MOI which you can perform CRUD operations on). E.g. a request to create a PM job.

h. N: How can I discover which provisioning MnS to use?
i. H: Note that exploring the NRM is different from discovering the provisioning service. In general we need to identify a MnS and how to discover it, what else do we need to define?

j. O: Is all this about MnS registry and discovery, or is the discovery of the MnS producers? 
k. H: It is the former.
l. N: We need to understand a bit more exactly what we want to discover. A prov. MnS will probably have many instances in a real deployment. So there may be many MnS producers in a deployment, all with different URIs.
m. N: We need to find a balance between what info is kept locally or centrally.
n. H: We should also add a “scope” for each service provider which supports a combination of Component Type A+B.
o. E: But we need to be careful that the registry doesn’t become huge, if it has to store some unnecessary info.
p. N: This question again touches the balance between local and central info. We probably need some use cases for this.
q. E: Of the 6 services described in 28.532 today, maybe we only need a smaller set of more generic services (like fault, provisioning/PM mgmt service)?
r. H: I think there are some use cases and requirements for this in 28.537 already, so please identify if you think some use cases are missing there.
s. E: I don’t think we have an agreement of what constitutes a MnS yet. For now, 28.532 for the reader represents the set of MnS that we have.

t. N: We have a clear definition of what it is, but we just need to apply it correctly and consistently to 28.532, so some clean-up is needed.
u. H: Everybody who has some input to this WI, please share it with Brendan asap as the target date for this WI is Sept.

2. Clarification relation between WIs/Sis (eMEMTANE, FS_NSMEN, FS_MNSAC, ‘New SID on management aspects of network slice capability exposure’ from Alibaba) wrt. 5G exposure. (Jean-Michel/Ping Jing/Brendan/Xiaobo Yu)
O: In all these related work items, we need to make sure we are talking about the same thing when we talk about exposure. Compare with “TMF SID”. What can be exposed and to whom?
H: In an ideal world we should focus on services. But we often focus on NRM fragments, ie component B.

N: In the MnS access control WI, we have internal and external exposure. The latter means that we have a MnS exposure requirement. Then we could have the exposure from an operator to a Vertical, e.g with a NSaaS. So we need to define what kind of MnS can be exposed to what consumer, and with what policy. But for the operator to Vertical case, maybe a contract is needed, for the SLA. So I believe that the MnS access control WI should define “what can be exposed and to whom”.
NEC: Very good paper from Orange, with valid questions. What Nokia addressed here is a solution, which is not ready yet. We need a dedicated WI to define the exposure properly, especially as other groups are looking for that. The existing ones only cover a subset of that, so I think we would need a new dedicated work item for that.
O: I tend to think that it is a good idea, to have an entry point for external readers who are interesting in this.
A: For the exposure, we have pretty much the definitions/resources needed (e.g. MnS and NRM). But we need to study how to define the roles, and mgmt aspects of the roles, policies etc., and use cases.
DT: There are several other groups in 3GPP which deal with this topic. SA6 is one example. We need to check that we go in the right direction and are aligned with all groups, and to avoid overlaps. The management definitions are SA5’s responsibility. Further, it would be good to have a centralized work item to coordinate all work in the WGs, but it could be very complicated.
N: Re: the new WID proposal from NEC; is it better to create a new WID for that purpose, or revising the scope of an existing WID?
NEC: I think that could also be possible if the group agrees to that, and if we can add a dedicated TS such as 28.537 to capture a dedicated description of exposure.

H: First we need to align what exposure means. E.g we need to differentiate different consumer types (e.g. NEP/NOP) depending on internal/external, and then the content will also be different in the different cases. We need a good list to indicate what we plan to do, what is exposure and what are the related functions. I think it’s better to select one of the existing Wis to be the lead for this topic, instead of creating a new one. So this is what I think we need to do:

1. Differentiate different consumer types (internal / external), different consumer roles.
2. Access right for different IOCs according to different consumer types
3. Access right for different attributes inside a IOC according to different consumer types
4. Management aspects of policies
5. Relation with SA6/SA2 on exposure
6. Exposure related use cases
TEF: we should coordinate all discussion with the SA6 SI on ‘network slice capability exposure’ which is about to start.

A: On the relation with SA6, the scope of the SA6 SID is the vertical platform which has some interface to call for the exposure capability from either SA2 or SA5. We don’t have any overlap right now, or not too much.

N: The SA6 issue is maybe bigger than what we addressed so far. They “feel responsible” whenever some external application is talking with 3GPP entities (e.g. defining an abstraction layer that all verticals need to go through). So there seems to be an overlap in the SA5 and SA6 work.
O: We should not forget our model of roles in 28.530. It is probably also valid for SA2 and SA6. We are exposing mgmt services or mgmt fragments, which are under the responsibility of a 3GPP mgmt system. So we need to consider the contract needed between the CSP and their customers (CSC), and maybe SA5 has a role to play here to define this instead of SA2 / SA6.
H: SA5 has the best position to define what to expose and to whom. If we do that, we can identify if there is an overlap with SA2/SA6 or not, and inform them.
VC/Chair: How to proceed? How to avoid overlap between our related WI/SI? We probably need to define a common set of use cases related to exposure, in the 3 studies.
N: there are some use cases in FS_MNSAC already related to exposure.
O: A very simple use case (which we addressed already in the past is RAN sharing, where the master Operator exposes management information and capabilities to Participating Operators.
H: The obvious place where to put this is the study on network slice capability exposure.
N: We have a wider concept for exposure, not only for network slice.
VC: Proposal for way forward:

1. shared set of use cases on exposure
2. roles related to exposure and different exposure options (which can be shared with other WGs)
3. list of topics (e.g. the 6 points listed above, and the key issues in this DP) related to exposure (related rapporteurs could help to identify what you plan to do in your work/study items, more detailed than in the WID/SIDs).
VC: If needed we could check the status again at the 4th call the 22 April.


	#136e.3
	Apr. 15th 15:00 CET~17:00 CET   
	1. Clarification towards SA5 solutions’ readability and steps towards documentation, discuss it together with eCOSLA (Ishan)
N: Non-normative part can be provided with discussion paper. 28.533 captured the deployment scenarios in annex. Document in the annxe of some specification. We could have supporting material with background information in the CR (on pages following the cover page, but before any concrete changes)
I: like to force high level discussion, e.g. the NRM is difficult to be understood without procedure on how to use it.
N: The issue of 28.535 is there are many use cases, procedures are not the main problems. 
The 28.541 description of IOC is almost empty, this needs to be improved. 28.622 is better example with elaborated description. Need to provide description on how to bring pieces together. 
I: 1. Link between use case and NRM is not direct clear. How to track IOC is to satisfy which requirement? 
-> link can be found in the CR cover page. 

-> consider mentioning list of satisfied requirement in the description of IOC, but not with the procedure diagram.
S: agree with putting the rationale in. some requirements are satisfied by set of IOCs, there are some other requirements are satisfied by the same set of IOCs. But we can try. 
E: welcome contribution to eCOSLA if there is gap. 
Chair: we have the linkage in the tag label in the template TS 32.160 in section W4.3.a.1 definition. 
NEC: but the problem seems to me not just mapping requirements to IoCs. it is the description between requirements and IoC that is missing - right?
Chair: this could be captured in the comment column/box in the requirements tracking table in the IOC description which I showed (from 32.160). 
Question for leadership: whether we can put text description below CR cover page? 

Chair: you could put in the rationale of the cover page. The rationale of cover page could be long enough for capturing the information.
2. MANS, GROUP#2 (S5-212195/S5-212197/S5-212270) NRM enhancement to support NG-RAN network sharing (Xu Ruiyue)
Discussion paper for requirements and NRM solution support 5G MOCN network sharing scenarios :

Z: where requirement comes from? These are issues to be considered for network sharing. There are some other issues. E.g. 

the impact on F1 interfaces? 

The support for the mixed sharing scenarios.
The consistency between gNB-DU function and gNB-CUCP, gNB-CUUP function. 
Mixed carrier mode scenario. 

Management of participating operator and the isolation between operators.
HW: identify the requirements for each scenario. 

CU:
N: MOCN-SameCellId-Cfg-Req1. PLMNid and S-NSSAI can be used to diferentiate the operators traffic. Prefer to make it more general. 
HW: agree with using generic datatype to differentiate trafffic flow.
N: MOCN-SameCellId-Cfg-Req3.  RAN and SA uses broadcast for cell identity for the same cell. Minimize the NRM change, thee change should be driven by RAN/SA. Not mature to make the change.
HW: need to check with RAN. We could exchange opinon with RAN when we have some requirements availble. 
E: we could not conclude we should have new attributes. We could consider using existing atttributes with associating with the IOCs. Suggest to check S5-212270. Good comparions on showing what impact to the NRM in annex A. 
O: What is 'mixed' sharing scenario, pls?
N: perhaps, we need a formal study on "5G network sharing" - otherwise it may be challenging to demonstrate that the requirements do exist already... or explain "mixed" scenarios.
O: need a study TR to capture the discussion from scenario, requirements. Top down approach. 
Z: we can capture the information in 32.130 annex.
O: The TS can’t catpure the history.  32.130 is IRP bases approach.
N: 32.130 is LTE related. We need find other better specification to capture 5G and beyond. 
N: Curretly, there is just a small part of the cell which is operator’s specific and that is broadcasted PLMN, TAC, CellIdentity, what's more scenarios could be implied?
If just to support broadcast operator specific PLMN, TAC, CellIdentity, is operator specific cell MOI needed? Is operator specific DU MOI needed? Is operator specific CU MOI needed, then F1 and Xn need to be replicated?
N: propose to provide a study to capture all the related discussion. 
O: agree. 
E: Requirement for 5G sharing scenario, business level requirements/solution agnostic requirements, potential solutions need to be captured in the TR. 
N: should not agree on solution before we have common understanding on problems to solve.
Wayforward:
1. Identify the scenarios first and then derive requirements and solutions. 
2. Identify where is the best place to capture 5G RAN sharing. 
3. Whether a new study is needed? Whether to consider to capture all the related discussion in a TR.  Or consider to update the existing WID. 
Discussion paper for NRM solution support  network sharing scenarios
CU: like to combine the two options together.
N: what’s the logical DU? Difference between gNBDUFunction and logicalDU? All the IOCs are logical function.

E: logicalDU are operators specific IOC. 
N: leverage what we design for network slicing. Propose to make offline.
Z: prefer to move logicalDU to under ME. Need more discussion. 
O: whether leadership will object if a new study is proposed?

VC/C: the recommendation from last meeting is leaders’ recommendation. Leaders can’t force to object new study. It’s up to the group to decide. 
N: it would be good to capture the information. 

VC: maybe consider to put the discussion under the existing network sharing workitem.
Stop.


	#136e.4
	Apr.22nd 15:00 CET~17:00 CET 
	1. S5-212236 Discussion paper on Use Case template/S5-212239 Rel-17 CR TS 32.160 Update on template for requirement specifications (Zou Lan)

2. S5-212121 Rel-17 Input to draftCR TS 28.536 Add assurance policy for closed control loop (Zhang Jian)
3. S5-212122 Rel-17 Input to draftCR TS 28.536 Add assurance report for closed control loop (Zhang Jian)



