

	
	
	



Time: 31st, July, 2024

1. Discuss the contributions on certificate check test cases which have been delayed for several times. 
- S3-24xxxx: Vendor certificate checking at gNB/S3-24xxxx: Peer certificate checking at gNB
Nokia: Requirements could be reformulated a little bit. For example, building these “requirements” for the test case according to what is currently available in 33.310.

Huawei: can work offline to improve this requirement description. 

Ericsson: Test name should be updated as well, the original name is local certificate, if it’s now vendor certificate, this should be modified accordingly. Expected results, e.g. document is not clear. Local certificate checking overlaps with the expired checking, seems local certificate is unnecessary. Prefer the test cases on expired certificate checking and think it makes sense. 

MITRE: Peer certificate check test is reasonable. The intention is good. The result needs to be concrete.

BSI: These test cases are very important, support. The meaning of “valid” should be clarified for repeatability of test cases. 

-S3-24xxxx: Expired certificate checking at gNB
Ericsson: raising alarm or request a new certificate from the CA is depending on different implementations, and the expected result should be clarified. Expected results, e.g. document is not clear.

Huawei: this could leave more space to vendors and testers. They can negotiate during test phase. 

2. SMSF SCAS documents
This is not under the agenda of R19 SCAS. It should be discussed in agenda SMSF SCAS specifically. 

3. Actions after the conference call
Documents have to be improved before August SA3 meeting. 
[bookmark: _GoBack]There might be some documents also provided for R19 WID SCAS on Web server testing based on GSMA feedback. 




