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[bookmark: _Toc27846729][bookmark: _Toc36187860][bookmark: _Toc45183764][bookmark: _Toc47342606][bookmark: _Toc51769307][bookmark: _Toc59095659][bookmark: _Toc27846418][bookmark: _Toc36187542][bookmark: _Toc45183446][bookmark: _Toc47342288][bookmark: _Toc51768986][bookmark: _Toc59095336][bookmark: _Toc45193659][bookmark: _Toc47593291][bookmark: _Toc51835378][bookmark: _Toc59101204]5.15.11	Network Slice-Specific Access Control
The network may perform Network Slice-Specific Access Control(NSSAC) for the network slices which are subject to it when the UE accesses the network slice. The following network slice access control are supported by the network.
a. During the UE registration the network checks whether the current number of UE registered in the network slice exceed the Maximum number of UE in the network slice and determines whether to accept the UE registration to the network slice. 
b. During PDU Session Establishment procedure the network checks whether the current number of PDU Session in the network slice exceeds the Maximum number of PDU Session in the network slice and determine whether to accept the PDU Session establishment associated with the network slice.
Whether the S-NSSAI is subject to network slice access control is local configured in NSSACF and in the AMF. The NSSACF is also configured with Maximum number of UE in the network slice and/or Maximum number of PDU Session in the network slice. When the S-NSSAI is configured with NSSAC, the AMF invokes event subscriptions towards the NSSACF so the NSSACF can send network slice specific status notification to the AMF. 
In order to perform access control the NSSACF collects current number of UE registered in the network slice and current number of PDU Session successfully established in the network slice from the AMFs within the network slice by invoking subscriptions on the current number of UEs/PDU Sessions from all AMFs in the network slice. The AMF considers the UE is registered within the network slice when the associated S-NSSAI is within the Allowed NSSAI. When the subscribed event is detected the AMF notifies the NSSACF on the current number of UE registered in the network slice or current number of PDU Session associated with the network slice.
When the NSSACF determines that the current number of UE or PDU session in the network slice exceed the Maximum value, the NSSACF may sends the status notification to the AMF. When the AMF determines to reject the UE registration or PDU Session establishment on the S-NSSAI, the AMF provides a rejection cause and optionally with a back-off timer to the UE.
Per subscription request the NSSACF may exposure the network slice access control status and up-to-data number of UE/PDU Sessions to third party AFs.
The NSSACF can be deployed as standalone or co-located within existing NF(e.g. PCF or NSSF). The NSSACF may be deployed single NSSACF per PLMN, or one NSSACF per slice, or multiple NSSACF per slice.
When this feature is deployed for a network slice, it is expected that all of the AMFs within this network slice support this feature.
Editor's note:	It is FFS how to apply NSSAC for roaming case.
Editor's note:	It is FFS how to apply NSSAC when multiple NSSACF are deployed within the slice.
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