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**\* \* \* \* start of 1st change \* \* \* \***

#### 4.2.11.5 Network Slice Admission Control Support for Roaming

##### 4.2.11.5.1 NSACF Support for Roaming by VPLMN

For Network Slice Admission Control of roaming UEs, a maximum number of allowed UEs per mapped S-NSSAI in HPLMN and/or a maximum number of allowed PDU Sessions in LBO mode per mapped S-NSSAI in HPLMN is allocated to the VPLMN for each S-NSSAI in HPLMN and stored in one NSCAF in the VPLMN responsible for Network Slice Admission Control for the S-NSSAI in the HPLMN, subject to NSAC.

Editor's note: Whether it is required to interact V-NSACF and H-NSACF for the NSAC of roaming UEs managed by the HPLMN for 'maximum number of UEs per network slice' is FFS.

The maximum number of UEs registered with a network slice monitoring and enforcement is done in the VPLMN by the NSACF in the VPLMN as per the description in Figure 4.2.11.2-1 with the following differences:

- Step 2, in the Nnsacf\_NSAC\_NumOfUEsUpdate\_Request service operation the AMF provides both the S-NSSAI in VPLMN, and the corresponding mapped S-NSSAI in HPLMN to the NSACF in the VPLMN.

- Step 3, the NSACF in the VPLMN performs NSAC for both the S-NSSAI in VPLMN and the corresponding mapped S-NSSAI in HPLMN based on the SLA between VPLMN and HPLMN.

For LBO, enforcement of the maximum number of PDU Sessions established for an S-NSSAI is performed in the VPLMN by the NSACF in the VPLMN as per the description in Figure 4.2.11.4-1 with the following differences:

- Step 2, in the Nnsacf\_NSAC\_NumOfPDUsUpdate\_Request service operation the V-SMF provides both the S-NSSAI in VPLMN, and the corresponding mapped S-NSSAI in HPLMN to the NSACF in the VPLMN.

- Step 3, the NSACF in the VPLMN performs NSAC for both the S-NSSAI in VPLMN and the corresponding mapped S-NSSAI in HPLMN based on the SLA between VPLMN and HPLMN.

##### 4.2.11.5.2 NSACF Support for Roaming by HPLMN

For PDU sessions in the home-routed roaming case, the SMF in HPLMN performs Network Slice Admission Control for the S-NSSAI(s) subject to NSAC.

**\* \* \* \* End of 1st change \* \* \* \***

**\* \* \* \* Start of 2nd change \* \* \* \***

### 5.2.21 NSACF services

#### 5.2.21.1 General

The following table illustrates the NSACF services.

Table 5.2.21.1-1: List of NSACF services

|  |  |  |  |
| --- | --- | --- | --- |
| Service Name | Service Operations | Operation Semantics | Example Consumer(s) |
| Nnsacf\_NSAC | NumOfUEsUpdate | Request/Response | AMF, SMF (NOTE 1) |
|  | NumOfPDUsUpdate |  | SMF |
|  | EACNotify |  | AMF |
| Nnsacf\_SliceEventExposure | Subscribe | Subscribe/Notify | NEF, AF (NOTE 2) |
|  | Unsubscribe |  | NEF, AF |
|  | Notify |  | NEF, AF |
| Nnsacf\_SliceStatus | Retrieval | Request/Response | NEF, AF |
| NOTE 1: If EPS counting is required for the S-NSSAI, the SMF+PGW-C uses the Nnsacf\_NumberOfUEsUpdate services operation and Nnsacf\_NumberOfPDUsUpdate at PDN connection establishment procedure.  NOTE 2: The AF can access NSACF services either via NEF to NSACF in case of untrusted AF or directly in case of trusted AF. | | | |

**\* \* \* \* end of 2nd change \* \* \* \***