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The 
Proposal

It is proposed to approve the following changes to the TR 23.700-07 "Study on enhanced support of Non-Public Networks".
*** Start of changes ***
6
Solutions
6.X
Solution #<X>: simultaneous connection with NPN and PLMN with QoS consideration for VIAPA
6.X.1
Introduction

The solution addresses key issue #2 basing on the use case and requirements from VIAPA (TS22.263).

“

Study means to enable a UE to receive data services from one network (e.g. NPN), and paging as well as data services from another network (e.g. PLMN) simultaneously. 

NOTE 1:
The data service from NPN can be the low latency and high data rate service while serving massive number of UEs in a small area, e.g. the integrated audience multicast service in large live production events, such as music festivals (such as those listed in TS 22.263 [3] Table 6.3.1-1: Performance requirements for low latency deterministic periodic traffic with multicast service). It is assumed that the FS_IIoT covers aspects to enable low latency data services, and that FS_5MBS will cover aspects to enable low latency multicast downlink services, while the scope of the FS_eNPN is to enable these services while the UE is using two networks e.g. NPN and PLMN.
 “
This section first analyzes the gap between the existing release 16 technologies and the needs of the KI, then proposed the new solutions to address the gaps. 
6.X.2   Functional Description

The gap analysis and solution proposal are conducted basing on different UE deployments: 1Tx/1Rx, 2Tx/1Rx, 2Tx/2Rx 

Note: This solution follows the same architecture principle of “Untrusted non-3GPP access” that is defined in release 16 for SNPN. But the concept can be applied for “Trusted non-3GPP access” for SNPN when it’s supported. 

6.X.2.1
1Tx/1Rx radio


Because of this physical limitation, the UE can only connect and send/receive data from the one of NG-RAN from either network (PLMN or NPN) at any given time. Release 16 already defines solutions which allow UE to camp on one network (either PLMN or NPN) with their 1Tx/1Rx radio, while using IPsec tunnel via N3IWF in the other network to send/receive data from the other network. 

In the case of  Live production with integrated audience services, because the majority of the NPN traffic are downlink multicast without much UL traffic, at the same time,  massive number of NPN UEs are concentrated in a very small area of NPN, therefore it may be desirable for NPN to not providing dedicated UL connectivity for the massive number of UEs but rather focus on DL multicast traffic. Therefore, for this VIAPA application, there is option that for single radio UE to use its radio interface to camp on PLMN which it can establish UP/DL data session for its PLMN services, while UE can register into SNPN and receive SNPN service via N3IWF through those secure tunnels( as demonstrated in the following figure 6.X.2.1-1).
In this figure, the thin arrows represent the different bearers that can be established for the UE, and the arrows box represent the IPsec tunnel between the UE and the NPN. In the Single Radio UE case. This SNPN connectivity via PLMN capability is already supported in release 16. 
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Figure 6.X.2.1-1: Architectural overview of a single radio UE simultaneously connected to a SNPN and a PLMN
Although release 16 has addressed the basic connectivity for the single radio UE for this key issue, the following new enhancements need to be considered in order to support this VIAPA Key issue:

1. N3IWF functionality support for non-3GPP credentials and authentication methods: Per release 16, N3IWF terminates the 3GPP IKEv2/IPsec protocol which only supports 3GPP credentials and authentication mechanism, however, in this case, the N3IWF is hosted in SNPN and many SNPNs operated by verticals may prefer to use other non-3GPP credential and authentication mechanisms for UE registration. Therefore, the N3IWF shall be able to support non-3GPP credential and authentication mechanism on Rel. 17. 

Note: Further detail solutions will be addressed in SA3. SA2 need to enhance the functional description of N3IWF to enable the support to non-3GPP credential and authentication mechanism. 
2. QoS degradation notification between PLMN and SNPN are needed while one network carries the other network’s IPsec traffic. Considering the special traffic characteristics of the VIAPA applications, such as listed in the KI, those massive number of IPsec unicast tunnels each of which has high 5QI in a concentrated area can dramatically impact the underlay network, and lead to significant performance impact not only to those over-the-top users but also other users of the underlay network in this area. In the case of VIAPA, those services are tied to strict SLA, it’s important for NPN operators to be notified about the coming service degradation in advanced and justify the QoS configuration if the traffic are going through PLMN. 
NOTE:  How to transfer those massive lower latency multicast traffic from NPN to PLMN more efficiently will not be addressed in this study and this release. Other WI, such as IIoT and 5MBS may be able to address this performance issue.  
       Editor NOTE: QoS negotiation and modification basing on negotiation may need to be considered.   
A QoS degradation and downgrade notification on those IPsec connection between PLMN to NPN is introduced, as described in 6.x.2.3
6.X.2.2
Dual Radio UE

For dual radio UEs, normally there are 2 types of popular implementations: UE with 2Rx/2Tx and UE with 2Rx/1Tx. For the first case, a 2Rx/2Tx UE can simultaneously connect to both NPN and PLMN and receive/transmit data independently from/to those two networks. For the latter case, a 2Rx/1Tx UE can simultaneously receive data independently from those two networks, but only be able to send data for one network (NPN or PLMN) at any given time (as illustrated in Figure 6.X.2.2-1). 
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Figure 6.X.2.2-1: Architectural overview of a 2Rx/1Tx dual radio UE simultaneously connected to a SNPN and a PLMN using option 2
Regarding responding the paging or transmitting the data from the UE, there will be no issue for 2Rx/2Tx UE because data can be sent to both networks simultaneously with its 2Tx channels. For 2Rx/1Tx UE, there can be 2 options, and option 2 will be desired:
· Option 1: Following current Multi-SIM solution, which suspend the transmission of one network, and use the 1Tx to transmit the data to the other network (e.g. response to the paging message from that network). 

· Option 2: UE always use the 1Tx channel to one network, while create IPsec tunnel over that network to the other network via N3IWF. In the case of VIAPA, if NPN already has N3IWF for the single radio UE, UE can establish IPsec tunnel over PLMN to connect to N3IWF for the UL traffic while using 1Rx to receive traffic from SNPN directly. The other way around is also possible that UE use its 1Tx to connect to the SNPN and send data to PLMN over the NPN via N3IWF in the PLMN. By splitting the traffic between going through RAN (DL) and N3IWF (UL), UE can simultaneously send data to both network at the same time without suspending transmission in any network. 
If the UL data UE sent to the network via N3IWF is the paging response or other NAS message, the data shall be transmitted via the signalling IPSec SA. If the UL data are normal use plane data, those can be transmitted via the other IPsec child SA. 
6.X.2.3
 QoS degradation notification between PLMN and SNPN
This notification mechanism will be used when one network is carrying the IPsec tunnel for another network who host the N3IWF. The notification mechanism is based on the existing notification between AF and NEF as defined in TS23.288 with enhancement. SNPN can have AF to interact with NEF in PLMN if SNPN UE connects SNPN via PLMN. 
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The QoS notification and report mechanism is based on the data analytic service defined TS23.228, with the enhancement to allow the some information of PLMN network and the PDU session which carries the IPsec (e.g. network area, PDU session ID) be forwarded to SNPN during UE SNPN registration phase via N3IWF, then SNPN can use those information to subscribe the notification and report from PLMN.
NOTE: To support QoS differentiation in the PLMN with network-initiated QoS, the mapping rules between the PLMN and the SNPN are assumed to be governed by an SLA between PLMN and NPN. 
6.X.3
Procedures

6.x.3.1  QoS degradation notification and reporting between PLMN and SNPN
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This procedure demonstrates the case where SNPN receive “QoS sustainability” information from PLMN. If UE connect PLMN through SNPN via the N3IWF in PLMN, the similar procedure can also be applied. 

NOTE: SNPN can collect other QoS information from PLMN using the defined procedures in TS22.228. Here is one example procedure.  
Step 0: UE connected to SNPN via it N3IWF. During the UE registration with SNPN via N3IWF, SNPN identify the PLMN which provide the PDU session for the IPsec tunnel. UE may also provide other PLMN connectivity information during the registration to help SNPN to acquire the QoS information from PLMN, such as TA or Cell ID which the UE is associated with in the PLMN. 
Step 1: SNPN’s AF can subscribe “QoS sustainability” notification to the PLMN with the location information of the area of SNPN. This subscription can include the QoS threshold for triggering the notification. SNPN’s AF can also send request to PLMN to collect the QoS performance data after detecting the performance degradation via those IPsec tunnels.  The granularity of SNPN AF’s subscription and request can be per UE or per network. 
Step 3-4, follow the existing procedure defined in TS22.283. 

6.x.3.2  2Rx/1Tx UE exchanges data with two networks simultaneously (with paging consideration)
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Step 1. UE uses its 1Tx/1Rx to camp on the SNPN’s RAN to conduct initial registration to allow SNPN RAN to be configured with N2 (RAN – AMF) for this UE, as well as allow UE to synchronize with RAN for receiving data. (assume UE already registered in PLMN, so UE can suspend the traffic with PLMN and using the Tx to communicate with SNPN as defined in MUSIM).  
1a.  During the UE interaction with AMF (SNPN), UE sends traffic split indication to indicate to network that it will split the UL/DL traffic via different path after the network registration. In this phase, AMF may allocate a pairing code for UE, which is used as quick anchor index for the association of different traffic paths for this UE or used to correlate the two different phases of registration. 
1b.  AMF may provide this split indication to RAN, so SNPN RAN can be prepared for DL only traffic if needed. (optional) 
Editor Note: Whether step 1b is needed is FFS. 
Step 2:  After UE completes initial registration with SNPN, UE switch its only 1Tx to PLMN and resume data transmission with PLMN.  
Step 3:  UE creates new or re-uses one existing PDU session in PLMN to start second registration with SNPN’s AMF via N3IWF. In this step, UE provides AMF with traffic split indication, as well as the previous allocated pairing code. With this code, AMF can associate this registration with the previous registration in order to skip some registration procedures. After this step, AMF and UE establish NAS connection via N3IWF.  
Step 4: UE initiates PDU session establishment procedure with AMF for the data services, including DL/UL. This procedure re-uses the existing defined procedure in 23.502, except, because AMF has traffic split information of the UE, AMF forwards the split information to SMF which later also forward to UPF. Basing on the split information, SMF may select the right UPF (e.g. if UE’s UL and DL may belong to two DNN, UE’s DL and UL path may be associated two different UPFs). 
Note: Single PDU is assumed in this procedure example.
It’s possible that different PDU sessions are created basing on the direction (DL/UL), or within one bi-directional PDU session, there can be different QoS flows which are direction specific. UPF maps those flows or PDU sessions into different path basing on traffic split indication information from SMF.           
4b: basing traffic split information, AMF sends N2 PDU session establish request to RAN and N3IWF to send up DL N2 with RAN, and UL with N3IWF. 
4c: (optional), AMF may send some N2 control message to AN to remove any UL configuration in RAN during the initial registration if needed. 
Editor Note: Whether step 4c is needed is FFS. 
Step 5: if there is no NPN traffic to UE for a while, UE goes into idle mode and triggers the SNPN PDU session release as defined in TS22.502.
Step 6: When there is SNPN DL data for the UE, SNPN 5G AMF starts paging procedure and send paging request to the SNPN RAN, subsequently SNPN RAN broadcasts the paging. 
Step 7: After receiving the paging via SNPN RAN, UE starts service request procedure with SNPN via N3IWF over PLMN network. In this step, UE put “response to paging” as reason code. N3IWF forward the paging response to AMF in SNPN. 
Step 8& 9: After the PDU session in SNPN is established, as well as IPsec tunnel between UE and N3IWF, SNPN’s UPF starts to forward the data to UE via SNPN’s RAN (step 8) basing on the traffic split association information, while UE transmit the data via the over-the-top IPsec tunnel through PLMN. During this whole period, UE can still exchange data with PLMN freely without interruptions.     
6.X.4
Impacts on existing entities and interfaces
Editor's Note: This clause lists impacts to existing entities and interfaces.

*** End of changes ***
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