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Abstract of the contribution: This contribution proposes text to clarify the transport method to be used for distributing policies to UE.
1.
Discussion on Distribution of UE Policies
In SA2#123, it was agreed that the UE access selection and PDU session selection policy is delivered by the PCF to the UE transparently via the AMF. However, the exact transport mechanism for the AMF to distributing these policies to the UE was not agreed yet.
In TS 23.502, there are two main procedures related to the UE Policy. The first is the UE Context Establishment during registration as in clause 4.16.1.2
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Figure 4.16.1.2-1: UE Context Establishment during registration

The second is the UE Context Modification for UE Policy and Access Network Selection Policy as in clause 4.16.2.2. 
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Figure 4.16.2.2-1: UE Context Modification-UE policy and access network selection policy

In SA2#123, two possible transport mechanisms were discussed for the transport of UE Policies from the AMF to the UE, i.e. the UE Configuration Update procedure as defined in clause 4.2.4, or a generic NAS transport mechanism similar to that used for SMS or LCS, etc. 
One of the main principles agreed in SA2#123 discussion was that the UE Policy delivery shall not require AMF to understand the policy contents. This is to ensure that when new UE policy enhancements are introduced, AMF does not need to be modified to support it. Therefore, the UE Policy coming from the PCF should be delivered as a transparent container without AMF processing to the UE.    

In the approved stage 3 message design (clause 8.6.23.1 of TR24.890), the UE Configuration Update message contents is defined as below:
Table 8.6.23.1.1: CONFIGURATION UPDATE COMMAND message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
6.6.6.2
	M
	V
	1

	
	Security header type
	Security header type

6.6.6.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

6.6.6.4
	M
	V
	1/2

	
	Configuration update command message type
	Message type

6.6.6.6
	M
	V
	1

	
	Configuration update indication
	Configuration update indication

8.7.15
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

6.6.6.4
	M
	V
	1/2

	a
	5G-GUTI
	5GS mobile identity

87.16
	O
	TLV
	TBD

	b
	TAI list
	Tracking area identity list

8.7.17
	O
	TLV
	8-98

	
	Allowed NSSAI
	Allowed NSSAI

8.7.28
	O
	TBD
	TBD

	c
	Mobility restrictions
	Mobility restrictions

8.7.18
	O
	TLV
	TBD

	d
	Full name for network
	Network name

8.7.19
	O
	TLV
	3-n

	e
	Short name for network
	Network name

8.7.20
	O
	TLV
	3-n

	f
	Local time zone
	Time zone

8.7.21
	O
	TV
	2

	g
	Universal time and local time zone
	Time zone and time

8.7.22
	O
	TV
	8

	h
	Network daylight saving time
	Daylight saving time

8.7.23
	O
	TLV
	3

	i
	LADN DNN
	DNN

8.7.8
	O
	TLV
	3-TBD

	j
	LADN service area
	Tracking area identity list

8.7.17
	O
	TLV
	8-98


Obviously, the current UE Configuration Update command does not allow the transparent delivery of the UE Policy as a container. In this sense, new NAS messages design need to be worked out by stage 3 for the UE Policy delivery. 
Observation 1: Existing UE Configuration Update message design does not support the required transparent UE Policy delivery capability. 

In addition, UE Configuration Update procedure as defined in clause 4.2.4.2 was meant to update parameters and identifiers that are intrinsic to MM and decided by the AMF. Forcefully overloading the procedure to transparently carry messages from other NFs has no value, as the logic at the AMF to decide if/when to trigger such procedures are different. For example, another NF (e.g. PCF) requesting AMF to deliver a transparent container to UE is similar to delivery of SMS or LCS protocols transparently via NAS (C1-174600), rather than triggering UE NAS parameter updates due to reasons listed in the current 4.2.4.2. 
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Figure 4.2.4.2-1 UE Configuration Update procedure

Observation 2: Existing UE Configuration Update procedure is designed for MM related parameter updates, and a new procedure should be defined for UE Policy delivery, which requires different AMF logic. 

In the previous meeting, there were also discussion regarding the acknowledgement of the UE Policy delivery. It was noted that the UE Configuration Update procedure allows the UE to acknowledge the receipt of the policy. However, it should be noted that the such acknowledgement is just at the NAS transport level. It doesn’t inform the requesting NF, i.e. PCF, regarding the actual policy delivery status. There were similar discussions regarding the reliable delivery within the CIOT study, and that led to the design of RDS protocol. In addition, such transport level acknowledgement does not provide any upper layer indication on whether the received policy is usable/correct. So, if PCF needs to have such information, or support feedback from UE regarding policy delivery decision (or handle the large policy split, etc.), uplink message from the UE needs to be supported. In this sense, the generic NAS transport is more suitable than the UE Configuration Update, which does not allow negotiation as stated in 4.2.4.1.  
Observation 3: Existing UE Configuration Update procedure does not provide end to end reliable delivery of the policy. 

In view of the above, it is proposed that a new procedure to be defined for the transparent delivery of the UE Policy to the UE. In case that people view this policy also as a sort of UE configuration, this new procedure can be grouped under the UE Configuration Update. However, it should be differentiated from the current procedure in 4.2.4.2, as explained above because they are for different purposes. Therefore, the title of the existing procedure in 4.2.4.2 is modified to reflect that as well.

It should be noted that at stage 2, SA2 only need to provide the procedure description, ensuring that the signalling flow and logic are properly in place. The exact NAS message to use for this new procedure should be evaluated and decided by stage 3.  

Proposal: Introduce a new sub procedure for UE Policy delivery under UE Configuration Update, and allow stage 3 to decide on the exact NAS message to use. 

2.
Proposal

It is proposed to adopt following text in TS 23.502. 
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Next Change

4.2.4
UE Configuration Update

4.2.4.1
General

UE configuration may be updated by the network at any time using UE Configuration Update procedure. UE configuration includes:

· Mobility Management related parameters decided and provided by the AMF.
· UE Policy provided by the PCF.
When AMF wants to change the UE configuration for Mobility Management related parameters the AMF initiates the procedure defined in clause 4.2.4.2. When the PCF wants to change or provide new UE Policies in the UE, the PCF initiates the procedure defined in clause 4.2.4.3. 
4.2.4.2
UE Configuration Update procedure for MM related parameters

This procedure is initiated by the AMF when the AMF wants to update MM related parameters in the UE configuration. 
The procedure applies only to information in the UE that does not require negotiation between the UE and the network.

This procedure is also used to trigger UE Registration Update procedure to modify parameters that require negotiation (e.g. MICO mode) or to request the UE to perform Registration Update procedure (e.g. for changes to Allowed NSSAI that require re-registration).

If the AMF wants to update NAS parameters in the UE which require UE acknowledgement, then the AMF provides an indication to the UE of whether the UE shall acknowledge the command or not. The AMF should not request acknowledgement of the NITZ command. The AMF shall request acknowledgement for NSSAI information (e.g. Allowed NSSAI), 5G-GUTI, TAI List, and Mobility Restrictions.
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Figure 4.2.4.2-1 UE Configuration Update procedure for MM related parameters
· 0. AMF determines the necessity of UE configuration change due to various reasons (e.g. UE mobility change, NW policy, UE subscription change) or that the UE needs to perform a Registration Procedure. If a UE is in CM-IDLE, the AMF triggers Network Triggered Service Request (in clause 4.2.3.4).

· 
The AMF may include Handover Restriction List in N2 message that delivers UE Configuration Update command to the UE if the service area restriction for the UE is updated.

· 1.
The AMF sends UE Configuration Update command containing UE parameter (5G-GUTI, TAI List, Allowed NSSAI, NITZ, Mobility Restrictions, LADN Information, UE Configuration Update cause) to UE.

· 
The AMF includes only one or more of 5G-GUTI, TAI List, Allowed NSSAI, NITZ (Network Identity and Time Zone),Mobility Restrictions parameters or  LADN Information if the AMF wants to update these NAS parameters without triggering UE re-registration.

· 
The AMF includes in the UE Configuration Update Command also a UE Configuration Update cause indicating whether the UE shall acknowledge the command or, in case the command is sent to trigger re-registration, containing Registration Update Request parameter, which indicates the cause for the re-registration and related information on UE behaviour (e.g. wait for CM-IDLE to perform re-registration).
· 2.
If the UE Configuration Update cause requires acknowledgement of the UE Configuration Update Command, then the UE shall send a UE Configuration Update complete message to the AMF. The AMF should request acknowledgement for all UE Configuration Updates, except for NITZ.
NOTE:
Receiving UE Configuration Update command without a cause indicating the need to perform re-registration, can still trigger Registration Update procedure by the UE for other reasons.

4.2.4.3
UE Configuration Update procedure for transparent UE Policy delivery
This procedure is initiated when the PCF wants to update UE policy in the UE configuration.
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Figure 4.2.4.3-1 UE Configuration Update procedure for transparent UE Policy delivery
0. As defined in clauses 4.16.1.2 and 4.16.2.2, AMF receives the UE Policy information from the PCF that needs to be delivered transparently to the UE over NAS.

1.
The AMF sends the UE Policy received from PCF as a transparent container in the NAS Transport for UE Policy to the UE. 

NOTE:
The NAS message used for this procedure is decided by stage 3 as specified in TS 24.501 [x].


Next Change

4.16.1.2
UE Context Establishment during Registration
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Figure 4.16.1.2-1: UE Context Establishment during Registration

This procedure concerns both roaming and non-roaming scenarios.
In the non-roaming case the V-PCF is not involved and the role of the H-PCF is performed by the PCF. For the roaming scenarios, the V-PCF interacts with the AMF:

· 1.
Based on local policies, the AMF decides to establish UE Context with the (V-)PCF during Registration procedure then steps 2 to 3 are performed under the conditions described below.
· 2.
[Conditional] The AMF sends Npcf_AMPolicyControl_Get to the (V-)PCF to retrieve the access and mobility control policy. The request includes the following information: SUPI, subscription notification indication and, if available, Service Area Restrictions, RFSP index, GPSI which are retrieved from the UDM during the update location procedure, and may include Access Type and RAT, PEI, ULI, UE time zone, Serving Network. In roaming scenario, the V-PCF contacts the H-PCF.

· 3.
The (H-)PCF gets policy subscription related information if not available from the UDR using Nudr_User_Data_Management query service operation and makes a policy decision. In roaming scenario, the H-PCF responds to the V-PCF, then the (V-)PCF responds to the Npcf_AMPolicyControl_Get service operation, and provides Access and mobility related policy information and UE access selection and PDU Session selection related policy information. The AMF is implicitly subscribed in the PCF to be notified of changes in the policies.
Editor's note:
For Service Area Restrictions adjusted by the V-PCF in roaming case, whether the V-PCF acknowledges the UE Context Establishment Request directly or combines them with the other polices from the H-PCF is FFS.

· 4.
[Conditional] The AMF deploys the Access and mobility related policy information which includes storing the Service Area Restrictions, provisioning the UE access selection and PDU Session selection related policy information and Service Area Restrictions to the UE and provisioning the RFSP index and Service Area Restrictions to the RAN as defined in TS 23.501 [2].
[Conditional] If the UE Policy (UE access selection and PDU Session selection related policy information) is provided by the PCF, the AMF delivers the UE Policy to the UE transparently using procedure defined in clause 4.2.4.3. 
· 5.
The PCF may subscribe to events detected and triggered by the AMF sending the Namf_EventExposure_Subscribe operation. The PCF provides the list of event triggers to report. The PCF determines the AMF instance form information received in Npcf_AMPolicyControl_Get service operation.

· 6.
The AMF acknowledges the subscription from the PCF.


Next Change

4.16.2.2
UE Context Modification for UE Policy and Access and Mobility control

This procedure is applicable to UE context modification due to change of access network selection policy.
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Figure 4.16.2.2-1: UE Context Modification-UE policy and access network selection policy

This procedure concerns both roaming and non-roaming scenarios.
In the non-roaming case the V-PCF is not involved and the role of the H-PCF is performed by the PCF. In the roaming case, it is the H-PCF to make a final policy decision, and provide the policy to the AMF via V-PCF, the V-PCF may provide AMF access and mobility policy control to the AMF based on roaming agreements, i.e. operator policies in V-PCF are configured for roamers.

Steps 1a and 1b below may triggers a UE Context Modification procedure, other events may also trigger a UE Context Modification procedure, e.g. any input for a policy decision defined in TS 23.503 [20].

· 1a.
[Conditional] If (H-)PCF subscribed to notification of subscriber´s policy data change and a change is detected, the UDR detects that the subscriber´s policy data of a UE has been changed.
· 1b.
[Conditional] If the (V-)PCF (if subscribed to) receives the Namf_EventExposure_Notify service operation that triggers the change of access and mobility control policy.

· 2a.
[Conditional] The UDR notifies the (H-)PCF of the updated subscriber profile via Nudr_User_Data_Management_Notify service operation service operation including SUPI and the updated subscriber policy data. This is applicable to case 1a.
· 3.
The (H-)PCF makes the policy decision, the H-PCF interacts with the V-PCF.

· 4.
[Conditional] The (V-)PCF sends the Npcf_AMPolicyControl_UpdateNotify service operation including Access and mobility related policy information and UE access selection and PDU Session selection related policy information to the AMF. The AMF sends Acknowledgement to the (V-)PCF.

· 5.
[Conditional] The AMF deploys the Access and mobility related policy information, which includes storing the Service Area Restrictions, provisioning of the Service Area Restrictions and provisioning the RFSP index and Service Area Restrictions to the NG-RAN. 
[Conditional] If the UE Policy (UE access selection and PDU Session selection related policy information) is included, the AMF uses the procedure defined in clause 4.2.4.3 to deliver the UE Policy transparently to the UE. 

End of Changes
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