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Background
RAN#106 approved WI for Ambient IoT in [1]. One of the objectives for RAN2 is listed as follows:
	· Specify the necessary functions and procedures for an Ambient IoT compact protocol stack and lightweight signalling procedure to enable DO-DTT and DT data transmission:
· A-IoT Paging, including subsequent paging for the same service. Support the options that a paging message contains one identifier, and that a paging message contains no identifier. Temporary identifier is not supported, unless required by SA WGs.
Note: RAN2 aims to design a paging message format such that multiple identifiers can be contained in one paging message, for forward compatibility purposes.



RAN2#129 discussed on paging aspects and made some agreements, and to discuss further, RAN2#129 allocated following email discussion:
· [POST129][035][AIoT] Paging (Qualcomm)
	Intended outcome: Discuss and address the remaining paging FFSs considering the agreements this meeting: FFS device behaviour if multiple requests are received in parallel (if needed), FFS how reader will generate “transaction ID”, FFS the size of transaction ID.
	Deadline:  Long

Below is the list of RAN2#129 agreements with yellow highlights added to the FFSes:
Agreements
1. Parallel service requests by the same reader is not supported.    
2. The device is expected to only perform one procedure at a time.   FFS device behaviour if multiple requests are received in parallel (if needed).  
3. The “transaction ID” can be generated by reader based on CN corelation ID.  FFS how reader will generate “transaction ID”.  FFS the size of transaction ID
4. [bookmark: _Hlk191643120]1 bit solution is excluded.   FFS the size.  Aim to have a reasonable size.
5. RAN2 acknowledges that multi-reader scenario may exist but we will not specify something specific for this purpose.  We can rely on transaction ID and implementation to handle it.    

Agreements on paging ID
1. The “one identifier” in the paging message includes both the case of “one single device identifier” and “one group identifier”/”filtering criteria”, while the exact format of latter is supposed to be designed by SA2.
2. The current assumption is that the paging identifier is transparent to the A-IoT MAC Layer and carried by upper layer.   FFS if there is really a need for visibility in the MAC layer

	Agreements 
1. The A-IoT paging message can include a number of msg1 resources
2. From RAN2 perspective, after initial paging message, the R2D transmission which determines the Msg1 resource(s), can be achieved by one of the below two ways, unless RAN1 concludes to use L1 signaling later:
Way-1: introducing new R2D message other than the paging message, e.g., QueryRep-like; or
Way-2: reusing the same paging message, using field(s) to indicate it is only to determine the Msg1 resource(s) and omitting the paging identifier (device ID/group ID) field
3.  The service type of A-IoT (e.g., inventory only, inventory + command) is not included in paging message.



This document is the report of the email discussion [POST129][035][AIoT] Paging.
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Discussion on device behaviour if multiple requests are received in parallel
Multiple paging for Different Service Requests
Note that following is already agreed which anticipates a device should not expect to receive another service request from the same reader while there is one ongoing procedure. 
1. Parallel service requests by the same reader is not supported.    
2. The device is expected to only perform one procedure at a time.   

However, not expect to receive does not guarantee it will not happen. What would be the device behaviour if another service request is received from the same reader while there is one ongoing procedure? Thus, RAN2 has captured the FFS on device behaviour if multiple requests are received in parallel (if needed).  
In addition, the above agreement #1 only covers the same reader case, i.e. different reader case is still open. However, an agreement relevant to this scenario is the following:
5. RAN2 acknowledges that multi-reader scenario may exist but we will not specify something specific for this purpose.  We can rely on transaction ID and implementation to handle it.    

Q1: Should it be possible for the device to distinguish between whether the another (different) service request is received from the same reader vs the another (different) service request is received from a different reader?
	Company
	Yes/No
	Comment

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	



Summary: TBD

Q2: If answer to Q1 is yes, would the device behavior be different between: another (different) service request is received from the same reader vs another (different) service request is received from a different reader while there is one ongoing procedure?
	Company
	Yes/No
	Comment

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	



Summary: TBD

Q3: What would be the device behavior if another (different) service request is received from the same reader while there is one ongoing procedure?
	Company
	Comment

	
	

	
	

	
	

	
	

	
	

	
	



Summary: TBD

Q4: What would be the device behavior if another (different) service request is received from a different reader while there is one ongoing procedure?
	Company
	Comment

	
	

	
	

	
	

	
	

	
	

	
	



Summary: TBD


The above questions deal with ‘different’ service requests while a procedure is already ongoing at the device. However, the same service request may be transmitted again in R2D direction (and this could be from the same or a different reader). 
Multiple paging for Same Service Request
Some companies have assumed that ‘transaction ID’ would be used by the device to detect repeated paging for the same service request, while others have indicated transaction ID may not be sufficient, especially if there is no coordination between the readers and the transaction ID is not large enough. Different views on reader ID, service ID etc. has been brough up before. 

Q5: Should it be possible for the device to distinguish between whether the same service request is received from the same reader vs the same service request is received from a different reader?
	Company
	Yes/No
	Comment

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	



Summary: TBD

Now let’s go to the device’s expected behaviour for the same service request received again.
Q6: If answer to Q5 is yes, would the device behavior be different between: the same service request is received from the same reader vs the same service request is received from a different reader after the device has previously responded to the same service request?
	Company
	Yes/No
	Comment

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	



Summary: TBD

Q7: What would be the device behavior if same service request is received from the same reader after device has previously responded to the same service request?
	Company
	Comment

	
	

	
	

	
	

	
	

	
	

	
	



Summary: TBD

Q8: What would be the device behavior if same service request is received from a different reader after device has previously responded to the same service request?
	Company
	Comment

	
	

	
	

	
	

	
	

	
	

	
	



Summary: TBD

Discussion on transaction ID
Note that RAN2 has agreed the following:
5. RAN2 acknowledges that multi-reader scenario may exist but we will not specify something specific for this purpose.  We can rely on transaction ID and implementation to handle it.    

Following question is to confirm the companies understanding on use of the transaction ID.
Q9: Is transaction ID sufficient for the device to confirm that the received service request is the same service request from the same/different reader that the device has already received/responded to?
	Company
	Yes/No
	Comment

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	



Summary: TBD

Q10: If your answer to Q9 is no, what else is needed for the device to confirm that the received service request is the same service request from the same/different reader that the device has already received/responded to?
	Company
	Comment

	
	

	
	

	
	

	
	

	
	

	
	



Summary: TBD

Generation of Transaction ID
RAN2 has agreed that the transaction ID can be generated by reader based on CN correlation ID. However exact details have not been discussed. Furthermore, whether there is a standard-specified coordination mechanism between the readers is more relevant for RAN3. Following questions are to understand from RAN2 point of view, how do companies envision the transaction ID being generated by the readers.

Q11: Is there a need for coordination between the readers when generating transaction ID?
	Company
	Yes/No
	Comment

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	



Summary: TBD

Q12: How is the transaction ID generated by the Reader based on CN correlation ID?
	Company
	Comment

	
	

	
	

	
	

	
	

	
	

	
	



Summary: TBD

Size of Transaction ID
RAN2 has captured the following regarding the size of Transaction ID:
4. 1 bit solution is excluded.   FFS the size.  Aim to have a reasonable size.

Q13: What should be the size of the ‘transaction ID’? (Note that 1 bit is already excluded and RAN2 aim is to have a reasonable size. So, please clarify why/how more/less bits are needed/sufficient.)
	Company
	Comment

	
	

	
	

	
	

	
	

	
	

	
	



Summary: TBD

Discussion on visibility of paging identifier to the MAC layer
The relevant agreement from RAN2#129 is copied again:
1. The “one identifier” in the paging message includes both the case of “one single device identifier” and “one group identifier”/”filtering criteria”, while the exact format of latter is supposed to be designed by SA2.
2. The current assumption is that the paging identifier is transparent to the A-IoT MAC Layer and carried by upper layer.   FFS if there is really a need for visibility in the MAC layer

Separately, the reply LS from SA3 in R2-2501502 indicates the following SA3 conclusions captured in S3-251048:
	The following aspects and principles are agreed for the conclusion on KI#3
-	A mechanism to protect AIoT device ID based on the use of temporary ID shall be supported.
-	Mechanism shall allow unambiguous identification of the AIoT device
-	A mechanism to re-synchronize de-synchronized temporary IDs shall be supported.
Editor’s Note: Additional conclusions on solution are FFS



The above seems to imply that the temporary ID, instead of the AIoT device ID, is to be used as AIoT paging identifier. However, RAN2 has not discussed this in detail. 

Q14: Please provide your view one whether the paging identifier needs to be visible to the MAC layer. If yes, why?
	Company
	Yes/No
	Comment

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	



Summary: TBD

Misc/Other
Q15: Please list below if there are other open issues which should be addressed in this email discussion.
	Company
	Issue/Question
	Comment/Details

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	



Summary: TBD

Summary 
TBD
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