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1
Introduction

This document is for summary of the following discussions:

[Post116bis-e][053][UDC] CRs and LS out (CATT)


Scope: Take agreements into account. Review updated CRs. Endorse if possible (technical endorsement). LS out to RAN3 according to agreement. 


Intended outcome: CRs (Endorsed if possible), Approved LS out 



Deadline: Short
The participants are invited to leave their contact information in the following table. 

	Company
	Contact: Name (E-mail)

	Samsung
	Donggun Kim (s_dg.kim@samsung.com)

	Huawei, HiSilicon
	Jun Chen (jun.chen@huawei.com)

	Apple
	Ralf Rossbach (rrossbach@apple.com)

	LG
	San (Geumsan.jo@lge.com)

	
	

	
	

	
	

	
	

	
	

	
	

	
	


2
Review of the updated draft CRs
The draft CRs [1]-[5] have been updated (available in the server folder), taking into account the AT-meeting discussions (see R2-2201914), as well as agreements as shown in the Appendix. 

Please provide your comments if any in the following tables. 
2.1 draft CR for TS 38.300

Rapporteur’s note: The only change of this version of 38.300 CR than [1] is addition of one more so-sourcing company. 
Question 1
Please provide your comments if any to the updated draft CR of 38.300
	Company
	Comments if any

	Huawei, HiSilicon
	No comments for now.

	ZTE
	No Comments

	
	

	
	

	
	

	
	

	
	

	
	


2.2 draft CR for TS 38.331
Question 2
Please provide your comments if any to the updated draft CR of 38.331
	Company
	Comments if any

	Huawei, HiSilicon
	We have two comments.

(1) The following editorial correction may be left to TS 38.331 Rapporteur.

Ehc-Uplink

Indicates the configurations that apply for only uplink. If the field is configured, then Ethernet header compression is configured for uplink. Otherwise, it is not configured for uplink.

Rapporteur: it is ok to remove this modification.
(2) for the following change for inter-node message, we think it is better to use INTEGER (0..2) so that the MN can indicate at most 0, 1 or 2 UDC DRBs for the SN. If the MN indicates value 0 for the SN, it means SN should not configure UDC for the UE, and it is clear for the network side.

maxNumberUDC-DRB-r17             INTEGER(1..2)                                                    OPTIONAL
Rapporteur: Since there is OPTIONAL bit here, if it is not present, our understanding is the SN should not configure any UDC DRB to the UE. But it is ok for us to use (0..2) for now.

	Apple
	1) Since maxNumberUDC-DRB-r17 is an optional parameter the addition of value 0 (as proposed by Huawei) is not necessarily required, but no strong view.

2) For the following part it seems that the last OPTIONAL (in red) is not needed, we propose to delete it.

    udc-r17                         SEQUENCE {
        standardDictionary-r17          ENUMERATED {supported}      OPTIONAL,
        operatorDictionary-r17          SEQUENCE {
            versionOfDictionary-r17         INTEGER (0..15),
            associatedPLMN-ID-r17           PLMN-Identity
        }                                                           OPTIONAL,
        continueUDC-Context-r17         ENUMERATED {supported}      OPTIONAL
    }                                                               OPTIONAL

[Huawei2] We think this “OPTIONAL” should be kept because it can be used like:

· The UE only includes udc-r17 but all the fields inside are not included, which means the UE only supports basic UDC functionality

In LTE TS 36.331, we also have the “OPTIONAL” design for supportedUDC-r15.
PDCP-Parameters-v1530 ::=


SEQUENCE {


supportedUDC-r15




SupportedUDC-r15



OPTIONAL,


pdcp-Duplication-r15



ENUMERATED {supported}

OPTIONAL

}

SupportedUDC-r15 ::=



SEQUENCE {


supportedStandardDic-r15


ENUMERATED {supported}

OPTIONAL,


supportedOperatorDic-r15


SupportedOperatorDic-r15
OPTIONAL

}

[Apple2] We only meant the 4th OPTIONAL, not all of them. You are right, it’s actually same as in LTE. Thanks for the clarification.
Rapporteur: We think the OPTIONAL should be kept. It indicates whether the UDC is supported, if supported, it will go into the detailed capabilities.

	ZTE
	Regarding the apples comments, we agree with HW2, optional shall be kept as it is, otherwise, a UE who supports the UDC compression without any predefined dictionary or drb-Continuity (i.e basic function) won’t be configured with UDC by NW. 
Furthermore, in the case of UE only support basic UDC operation, it cannot be found in any place to describe what is the UE behavior when the dictionary-r17 is absent in PDCP-Config in case of PDCP establishment (i.e DRB addition). For keeping alignment between NW and UE, we suggest in NR specification to capture this:

dictionary
This field indicates which pre-defined dictionary is used for UDC as specified in TS 38.323 [5]. The value sip-SDP means that UE shall prefill the buffer with standard dictionary for SIP and SDP defined in TS 38.323 [5], and the value operator means that UE shall prefill the buffer with operator-defined dictionary. If dictionary is absent, UE shall prefill the buffer with ‘0’.
Rapporteur: Agree with OPPO comments below that this is already clear in TS38.323 CR, so maybe no more changes are needed here. 

	OPPO
	Regarding Apple’s comments(OPTIONAL for udc-r17), we share a similar view as [Huawei2].

Regarding the ZTE’s second comments, we already have the following text in TS 38.323 CR, 

5.X.2
Configuration of UDC

The PDCP entities associated with DRBs can be configured by upper layers, see TS 38.331 [3], to use UDC. If UDC is configured, the UE shall apply UDC compression function (details see subclause X.1) to process the received PDCP SDU from upper layers corresponding to the configured DRB. The size of compression buffer is configured by upper layer via bufferSize. If pre-defined dictionary is configured by upper layers, the UE shall first set the compression buffer to all zeros and then prefill the configured pre-defined dictionary in the compression buffer upon configuration of UDC. If pre-defined dictionary is not configured by upper layers, UE shall set the compression buffer to all zeros.
Is it sufficient for this case?

	
	

	
	

	
	

	
	

	
	


2.3 draft CR for TS 38.323
Question 3
Please provide your comments if any to the updated draft CR of 38.323
	Company
	Comments if any

	Samsung
	Regarding PDCP re-establishment procedure, to avoid decompression failure resulted from mismatch, the UE should continue to apply UDC only to the PDCP SDU which has not been compressed before, as in normal scenario if UDC continuation is configured, i.e. UE should not apply UDC compression to the PDCP SDU which has been compressed before. Note that ciphering and integrity protection should be applied to UDC data block again with new security key. However, UE can apply UDC to the PDCP SDU as in LTE if UDC continuation is not configured, because the compression buffer is reset as follows:

-
for AM DRBs whose PDCP entities were not suspended, from the first PDCP SDU for which the successful delivery of the corresponding PDCP Data PDU has not been confirmed by lower layers, perform retransmission or transmission of all the PDCP SDUs already associated with PDCP SNs in ascending order of the COUNT values associated to the PDCP SDU prior to the PDCP entity re-establishment as specified below:

-
perform header compression of the PDCP SDU using ROHC as specified in the clause 5.7.4 and/or using EHC as specified in the clause 5.12.4;
-
perform uplink data compression of the PDCP SDU if drb-ContinueUDC is not configured, as specified in the subclause 5.X.4;
-
perform uplink data compression of the PDCP SDU which has not been compressed before and if drb-ContinueUDC is configured, as specified in the subclause 5.X.4;
NOTE:
If drb-ContinueUDC is configured and if the PDCP SDU has been compressed before, UE performs integrity protection and ciphering of UDC data block using the COUNT value associated with this PDCP SDU as specified in the clause 5.9 and 5.8, .
-
perform integrity protection and ciphering of the PDCP SDU using the COUNT value associated with this PDCP SDU as specified in the clause 5.9 and 5.8;

-
submit the resulting PDCP Data PDU to lower layer, as specified in clause 5.2.1.

	Huawei, HiSilicon
	We are basically fine with Samsung’s text, and we have further comments as below:

(1) We think the note should be moved to normative text because it is a requirement for UE behaviour

(2) We have a small suggestion on the wording for the Note, i.e. UE performs integrity protection and ciphering of UDC data block is changed into UE performs integrity protection and ciphering of the PDCP SDU (containing UDC header and UDC data block)

	Qualcomm
	We basically agree with Samsung’s proposal. But we are not sure whether the Note is needed. If go through the spec text line by line, after performing uplink data compression of the PDCP SDU, there is already one step to specify that 

· perform integrity protection and ciphering of the PDCP SDU using the COUNT value associated with this PDCP SDU as specified in the clause 5.9 and 5.8;

UE anyway needs to perform IP and ciphering again for the compressed data PDU



	Apple
	Regarding the update for drb-ContinueUDC proposed by Samsung, we support the principle of performing uplink data compression for the PDCP SDU with has not been compressed before if drb-ContinueUDC is configured. However, we think it can be specified in a slightly more direct way.

-
for AM DRBs whose PDCP entities were not suspended, from the first PDCP SDU for which the successful delivery of the corresponding PDCP Data PDU has not been confirmed by lower layers, perform retransmission or transmission of all the PDCP SDUs already associated with PDCP SNs in ascending order of the COUNT values associated to the PDCP SDU prior to the PDCP entity re-establishment as specified below:

-
perform header compression of the PDCP SDU using ROHC as specified in the clause 5.7.4 and/or using EHC as specified in the clause 5.12.4;
-
if drb-ContinueUDC is not configured; or

-
if drb-ContinueUDC is configured and the PDCP SDU has not been compressed before:
-
perform uplink data compression of the PDCP SDU as specified in the subclause 5.X.4;

-
perform integrity protection and ciphering of the PDCP SDU using the COUNT value associated with this PDCP SDU as specified in the clause 5.9 and 5.8;

-
submit the resulting PDCP Data PDU to lower layer, as specified in clause 5.2.1.

This way no NOTE needs to be added. 

Remark: The very part of “drb-ContinueUDC is configured and” is not strictly required by the logic and could be taken out; it is preferred to aid readability.

	Samsung
	The reason why we proposed NOTE is that it may be misleading that integrity protection and ciphering is applied to original PDCP SDU (i.e. not compressed one) if it has been compressed before, given that the legacy PDCP re-establishment re-generates PDCP PDU from PDCP SDU, i.e. by re-compression, re-integrity protection, and re-ciphering. In this regard, NOTE clarifies that PDCP SDU compressed by UDC before should be reused for (re)transmission at PDCP re-establishment if drb-ContinueUDC is configured.

We are fine with Huawei’s suggestion clarifying “PDCP SDU (containing UDC header and UDC data block)”

[Apple2] We are okay with a note to add clarity if companies prefer. Just to spell it as two separate steps may not be obvious as this is anyway a loop. Our understanding of the intended behaviour is that redoing compression is skipped (if the SDU had been compressed before) but redoing integrity/ciphering is not. 

	LG
	We do not think that the Samsung’s proposed text is not sufficient. This is because even if the PDCP entity does not compress the PDCP SDU which has not been compressed before, the context mismatch can happen. 

For example, the PDCP entity in UE compresses and transmits the PDCP SDU 0, 1, 2, 3, 4, 5, 6, and 7 to the network. In addition, the PDCP entity in the network receives the PDCP SDU 0, 1, 2, and 3. In this case, the UDC context is different between the UE and the network. This is because the PDCP entity in UE updates the UDC context based on PDCP SDU 7 but the PDCP entity in the network updates the UDC context based on PDCP SDU 3. After that, if the PDCP entity in UE receives an indication for the re-establishment, the PDCP entity in UE receives the PDCP status report containing the FMC 4. Then, the PDCP entity in UE does not perform the compression to the PDCP SDU 4, 5, 6, and 7 and the PDCP entity in UE performs the compression to PDCP SDU 8 using the UDC context which has been updated based on PDCP SDU 7. And then, the PDCP entity in UE performs the retransmission of PDCP SDUs. However, the decompression failure in the PDCP entity in the network happens. This is because the network tries to the decompression to the PDCP SDU 8 using the UDC context updated based on PDCP SDU 3. Considering this example, the UDC reset procedure would frequently happen if the UDC continuity is applied. 
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In order to prevent the above case, we think two options can be considered. The first option is that two UDC contexts are managed in one PDCP entity. The second option is that the PDCP entity resets the UDC context to all zero when the FMC in the PDCP status report is not the same as the PDCP COUNT value associated with the PDCP SDU that the UDC context was lastly updated. 

Currently, there is no time to solve this issue for supporting the UDC continuity. Thus, we propose that this issue should be discussed with above two options at the next meeting.

	Samsung
	Regarding LG’s comments, it seems that LG misunderstands the proposed solution. The proposed solution is that UE performs UDC compression as if PDCP re-establishment is not triggered, but UE performs security protection as if PDCP re-establishment is triggered. 

In LG’s examples, the followings should be fixed.

“For example, the PDCP entity in UE compresses and transmits the PDCP SDU 0, 1, 2, 3, 4, 5, 6, and 7 to the network. In addition, the PDCP entity in the network receives the PDCP SDU 0, 1, 2, and 3. In this case, the UDC context is different between the UE and the network. This is because the PDCP entity in UE updates the UDC context based on PDCP SDU 7 but the PDCP entity in the network updates the UDC context based on PDCP SDU 3. After that, if the PDCP entity in UE receives an indication for the re-establishment, the PDCP entity in UE receives the PDCP status report containing the FMC 4. Then, the PDCP entity in UE does not perform the compression to the PDCP SDU 4, 5, 6, and 7 and the PDCP entity in UE performs the compression to PDCP SDU 8 using the UDC context which has been updated based on PDCP SDU 7. 
In this example, the UE transmits PDCP SDU 4, 5, 6, 7, and 8. Upon the reception of these PDCP SDUs, after PDCP re-ordering, the network decompresses PDCP SDU4 using the UDC context updated based on PDCP SDU3 and PDCP SDU 5, 6, 7, and 8. Finally, the network ends up with decompression for PDCP SDU 8 using the UDC context updated based on 7, i.e. There is no decompression failure. 
”

	CATT
	Considering above comments, we rewording this part as:

-
perform uplink data compression of the PDCP SDU if drb-ContinueUDC is not configured, as specified in the subclause 5.X.4;
-
perform uplink data compression of the PDCP SDU which has not been compressed before and if drb-ContinueUDC is configured, as specified in the subclause 5.X.4;
-
If drb-ContinueUDC is configured and if the PDCP SDU has been compressed before:

-
perform integrity protection and ciphering of PDCP SDU (containing UDC header and UDC data block) using the COUNT value associated with this PDCP SDU as specified in the clause 5.9 and 5.8;
-
else:
-
perform integrity protection and ciphering of the PDCP SDU using the COUNT value associated with this PDCP SDU as specified in the clause 5.9 and 5.8;


	LG
	Regarding Samsung’s comments, we do not understand what it means that “UE performs UDC compression as if PDCP re-establishment is not triggered but UE performs security protection as if PDCP re-establishment is triggered”. We think Samsung’s understanding is that the contents of the PDCP SDU are changed if the PDCP SDU is compressed once. However, in our understanding, the contents of the PDCP SDU are not be changed regardless of whether the PDCP SDU has been compressed or not, i.e., the PDCP entity does not store the compressed PDCP SDU and the PDCP entity stores the original PDCP SDU. We think this principle is inherited from the LTE. Thus, the PDCP entity always re-compresses the PDCP SDU using the latest updated UDC context.

Considering the above, we need to clarify the example. 

Since the UDC context is always changed after compressing the PDCP SDU, the network cannot successfully decompress the PDCP SDU4. This is because the network decompresses the PDCP SDU 4 using the UDC context updated based on the PDCP SDU 3. However, the UE compresses the PDCP SDU 4 based on the UDC context updated based on the PDCP SDU 7. In this case, how the network can successfully decompress the PDCP SDU 4 using the UDC context updated based on the PDCP SDU 3? 

We think that it does not ensure the successful decompression for PDCP SDU 4 on the network side. In the example, the PDCP SDU 4 is compressed using the UDC context updated based on the PDCP SDU 7, not PDCP SDU 3. Thus, even if the PDCP entity in the network performs the re-ordering for PDCP SDU 5, 6, 7, and 8, the PDCP SDU 5, 6, 7, and 8 will be discarded after decompressing the PDCP SDU 4 due to decompression failure. 

Please provide any comments if I have a wrong understanding.

	Samsung
	If UE follows the principle from LG’s comments, “the PDCP entity always re-compresses the PDCP SDU using the latest updated UDC context.”, then the decompression failure would be inevitable as explained in our contributions because the network cannot know up to which PDCP SDU UE already compressed. We think LG’s proposal is more like Option 1in our contribution. 

Regarding LG’s example again, the followings should be fixed. 

Since the UDC context is always changed after compressing the PDCP SDU, the network cannot successfully decompress the PDCP SDU4. This is because the network decompresses the PDCP SDU 4 using the UDC context updated based on the PDCP SDU 3.  The UE compresses the PDCP SDU 4 based on the UDC context updated based on the PDCP SDU 3. This is the proposed text proposal as you can see above. In this case, how the network can successfully decompress the PDCP SDU 4 using the UDC context updated based on the PDCP SDU 3? The network will decompress PDCP SDU 4 based on the UDC context updated based on the PDCP SDU 3 as usual because UE behaviour is the same as fixed above, i.e. no decompression failure.
The proposed solution means that the PDCP SDU 4 is compressed using the UDC context updated based on the PDCP SDU 3, not PDCP SDU 7. 

If LG assumes that the PDCP SDU 4 is compressed using the UDC context updated based on the PDCP SDU 7, then it is neither our solution nor the proposed text proposal. 

	ZTE
	We are fine with the Samsung’s proposal but cannot fully understand why we need this note 

Basically, we share the same view with Qualcomm, assuming in rel-16, one PDCP entity is not configured with either ROHC and EHC in Rel-16, no PDCP SDU shall be compressed, but the common understanding is that the PDCP SDU in such PDCP entity for either transmission or re-transmission is for sure to be IP and ciphered. No ambiguities are existing, the Note seems not needed.


	LG
	According to the specification, the PDCP entity manages only one UDC context. Thus, we do not think that the PDCP SDU 4 is compressed using the UDC context updated based on the PDCP SDU 3. With this reason, the decompression failure can happen at handover. 

In addition, considering that the UDC can be de-configured at handover, the PDCP entity should store the original PDCP SDU in the SDU buffer regardless of whether the PDCP SDU has been compressed or not. 

Since there is a different understanding of this issue and there is no time to discuss it, we propose that any solution should not be captured in this email discussion and we should discuss this issue at the next meeting.

	Samsung
	Apple’s comments may be helpful to make LG understood about the text proposal as copied and pasted below

“[Apple2] We are okay with a note to add clarity if companies prefer. Just to spell it as two separate steps may not be obvious as this is anyway a loop. Our understanding of the intended behaviour is that redoing compression is skipped (if the SDU had been compressed before) but redoing integrity/ciphering is not.” 

Note that the proposed text proposal assumes only one UDC context, which is not deviated from LG’s understanding. 

Based on companies’ input, Samsung, Huawei, Qualcomm, Apple, CATT, and ZTE seems fine with the proposed solution. There is no reason to postpone this CR to the next meeting because no technical issue would be foreseen and any alternative solution many companies are supporting has not been proposed so far. Hope to proceed this given that no TU may be allocated anymore.

The text proposal is just a matter of taste. We are fine with editorial things if the intended behaviour is the same as we discussed, which can be up to Rapporteur.

	LG
	We still have some concerns as follows.

· The proposed solution assume that the PDCP entity stores the compressed PDCP SDU instead of the original PDCP SDU in the SDU buffer. If yes, how the PDCP entity performs the retransmission at handover if the UDC is de-configured? 

· It is still ambiguous how to compress the PDCP SDU 4 using the UDC context updated based on the PDCP SDU 3 if the PDCP entity manages one UDC context and the PDCP entity has already updated the UDC context based on the PDCP SDU 7. Is it up to UE implementation? If yes, we do not need to specify normative text and we need to specify the NOTE such as “It is up to UE implementation to ensure the successful data decompression at re-establishment.”



	OPPO
	We are fine with Samsung’s proposal, and we share a similar view as Qualcomm and ZTE, we do not fully understand the necessity of this NOTE.

	Samsung
	LG’s concerns can be resolved as follows: 

· The proposed solution assume that the PDCP entity stores the compressed PDCP SDU instead of the original PDCP SDU in the SDU buffer. If yes, how the PDCP entity performs the retransmission at handover if the UDC is de-configured? 

[Samsung] Note that nobody says that the PDCP entity stores the compressed PDCP SDU instead of the original PDU SDU in the SDU buffer. UE can have both. The proposed change is only about the case that UDC is configured. If UDC is de-configured, then the legacy procedure would be applied, i.e. there would be no issue.
· It is still ambiguous how to compress the PDCP SDU 4 using the UDC context updated based on the PDCP SDU 3 if the PDCP entity manages one UDC context and the PDCP entity has already updated the UDC context based on the PDCP SDU 7. Is it up to UE implementation? If yes, we do not need to specify normative text and we need to specify the NOTE such as “It is up to UE implementation to ensure the successful data decompression at re-establishment.”

[Samsung] Please see the comments above again. UE does not compress PDCP SDU 4 again at PDCP re-establishment if drb-ContinueUDC is configured and if it has been compressed before. Therefore, UE doesn’t have to consider “how to compress the PDCP SDU 4 using the UDC context updated based on the PDCP SDU 3 if the PDCP entity manages one UDC context and the PDCP entity has already updated the UDC context based on the PDCP SDU 7” because such case does not exist.


	Rapporteur
	Given that these are still different views, we’d suggest to put an editor note in the CR for now, i.e., 
Editor Note: FFS whether or how to reflect if drb-ContinueUDC is configured and if the PDCP SDU has been compressed before, UE performs integrity protection and ciphering of PDCP SDU (containing UDC header and UDC data block) using the COUNT value associated with this PDCP SDU as specified in the clause 5.9 and 5.8.



2.4 draft CR for TS 38.306
Question 4 
Please provide your comments if any to the updated draft CR of 38.306
	Company
	Comments if any

	Huawei, HiSilicon
	The wording “continueUDC-Context” can be improved, i.e. change it into “continueUDC-Buffer” or “continueUDC”. The wording “context” has not been used for UDC functionality, and instead, we are using “UDC buffer” instead of “UDC context” in the latest TS 38.323 CR (see a text as below).
UDC works on the condition that compression buffer and de-compression buffer are synchronized. UDC buffer reset mechanism is to resynchronize buffer when error is detected. For resynchronization, UE shall reset the compression buffer to all zeros. 

For other “context” (e.g. UDC context), we also suggest to replace “context” with “buffer”.

[Huawei2] After double check, we think “continueUDC” may be better, because the latest TS 38.331 CR is using “drb-ContinueUDC” and “… the uplink data compression protocol during PDCP re-establishment”. So it seems that we not have to mention about “context” or “buffer” in this UE capability naming.

drb-ContinueUDC

Indicates whether the PDCP entity continues or resets the uplink data compression protocol during PDCP re-establishment, as specified in TS 38.323 [5]. The field is configured only in case of resuming an RRC connection or reconfiguration with sync, where the PDCP termination point is not changed and the fullConfig is not indicated.
For the following change, we have a small suggestion:

If UE supports operator defined dictionary, the UE shall report versionofDictionary-17 and associatedPLMN-ID-r17 of the stored operator defined dictionary as defined in TS 38.331 [3]. This parameter is not required to be present if the UE is in VPLMN. The associatedPLMN-ID-r17 is only associated to the operator defined dictionary which has no relationship with UE’s HPLMN ID.


	Qualcomm
	Regarding the naming ‘continueUDC-Context’, it is indeed nowhere mentioning ‘context’ of UDC so far. However, we also not prefer to use ‘buffer’. Because in 38.331, the behaviour description of ‘drb-ContinueUDC’ only states whether the PDCP entity continues or resets the uplink data compression protocol during PDCP re-establishment. Thus, we think ‘continueUDC’ is already good enough for now. 

For the capability description, we have similar comments with Huawei. In addition, we are wondering why we have this sentence. ‘The associatedPLMN-ID-r17 is only associated to the operator defined dictionary which has no relationship with UE’s HPLMN ID.’ And should we just copy the similar from LTE UDC which is ‘In this release of specification, UE can only support one operator defined dictionary.’.

	Apple
	We are OK to keep ‘context’ in the name but have no strong view to remove it either. Potential update to the capability description: 

continueUDC-r17
Defines whether the UE supports continuation of uplink data compression protocol operation where the UE does not reset the current UDC buffer upon PDCP re-establishment, as specified in TS 38.323 [16].

	CATT
	‘The associatedPLMN-ID-r17 is only associated to the operator defined dictionary which has no relationship with UE’s HPLMN ID.’ and ‘In this release of specification, UE can only support one operator defined dictionary.’ are copied from LTE 36.331. If we want to change and extend the capability, we can discuss it in next meeting. Currently, it just follows LTE mechanism.

We are ok to use continue-UDC without the word “context”.

	Rapporteur
	Reflected in the updated CR.

	
	

	
	

	
	


2.5 draft CR for TS 37.340
Question 5 
Please provide your comments if any to the updated draft CR of 37.340
	Company
	Comments if any

	Samsung
	The change seems OK but it may be misleading that UDC can be configured for all the bearer types, regardless of the association with RLC AM entities, given that the text proposal is almost the same as that of ROHC and EHC. As you know, ROHC and EHC can be configured for all bearer types, regardless of RLC modes.

Even if 38.331 has a restriction that RLC AM is mandated when UDC is configured, the same text as that ROHC and EHC should be avoided. For example, we can clarify this as follows: 

In MR-DC, RoHC and EHC (as described in TS 36.323 [15] and TS 38.323 [16]) can be configured for all the bearer types. In MR-DC with 5GC, UDC (as described in TS 38.323 [16]) can be configured for all the bearer types using RLC AM.


	Huawei, HiSilicon
	We are Ok with Samsung’s suggestions.

	Apple
	The restriction on RLC AM suggested by Samsung may not be specific to MR-DC and is already captured in 38.331. But no strong view to keep it.

	CATT
	We also agree with Apple that 38.331 already restricts UDC can be configured only for RLC AM DRB. So we are not sure if this must be clarified duplicated here.

	ZTE
	Agree with apple, there is some restriction somewhere, no strong view on keeping it or not.

	OPPO
	Agree with Apple. Such restrictions are already captured in RRC running CR. But we can follow the majority view.

	Rapporteur
	Seems no need to change for now.

	
	


3
Discussions on LS draft to RAN3
Following the agreement below, a LS draft has been prepared, for which companies’ comments are invited. 

· Send an LS to RAN3 to inform of NR UDC potential impact to CU-CP/UP splitting scenario. R2 understands that decisions as well as the required specification work are up to RAN3.
Question 6 
Please share your comments if any on the LS draft to RAN3
	Company
	Yes or no
	Comments if any

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	


Summary for section 3
No comments received in this document. Rapporteur has provided final LS based on comments received from the server folder document. The final LS has been uploaded in R2-xxx
4
Conclusion
Based on discussions in section 2 and 3, the following were summarized. 

Review of the CRs
Rapporteur has provided response and proposed handling of companies’ comments in the tables in section 2.1-2.5. The CRs have been uploaded accordingly in the documents [6]-[10].

LS draft to RAN3
No comments received in this document. Rapporteur has provided final LS based on comments received from the server folder document. The final LS has been uploaded in R2-220xxxx. 
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· Can Use these CRs as a baseline for further work (except 37340 CR which may not be needed dependent on further agreements)

On email summary in R2-2200039
· The parts without TBD in Table 1 are assumed to directly follow LTE UDC mechanism.

· UDC is not applied to the SDAP header and SDAP control PDU.
· The UDC header is located after SDAP header in the UDC PDU format.

· UDC is not applied to DAPS in NR.
· NR UDC is not applied to sidelink DRBs.
· With Figure 4.2.2-1, there is no need to further clarify UDC decompression being performed after PDCP re-ordering in the specification.
· UE shall support number of UDC DRBs 2. FFS if we need to support some additional UE capability. 

· Continue by email, can include tech proposals from tdocs below (proponents are expected to request), continue on the non-agreed parts, review CRs.

On offline summary R2-2201914

[Change the UE cap FFS into: FFS whether UE data rate limitation with UDC need to be provided as a UE capability.] Chair: The FFS for the UE cap agreement above is removed, and the below is agreed instead. 

· FFS whether UE data rate limitation with UDC need to be supported with a UE capability.

· UDC continuity can be configured for the same cases as ROHC continuity

· Assume that P2 and P5 can be supported, CRs for review to next meeting anyway. If issues are found R2 can revert this assumption (at next meeting). 

P2: UDC is supported for non-split bearer type in NR-DC. It is supported that MN sends to SN the maximum number of UDC DRBs that can be configured by SN. FFS if any other coordination is needed.

P5: Support NR UDC for MR-DC and split bearer type, with the following restrictions

- Only include NR-DC, NGEN-DC, and NE-DC (i.e., EN-DC is not supported)

- No enhancements supported for potential data loss for split bearer case.

· Send an LS to RAN3 to inform of NR UDC potential impact to CU-CP/UP splitting scenario. R2 understands that decisions as well as the required specification work are up to RAN3.

· Update CRs taking into acct all agreements, review in an offline discussion, tech. endorse if possible. 

PDCP SDU0~3
UE
NW
PDCP SDU4~7
Reconfiguration with sync
UDC buffer is updated based on the PDCP SDU7
UDC buffer is updated based on the PDCP SDU3
PDCP SDU4~7 without compression
PDCP SDU8
Decompress PDCP SDU8 using UDC buffer updated by the PDCP SDU3
UDC buffer is updated based on the PDCP SDU8
Decompression failure
UDC feedback for buffer reset
PDCP status report (FMS = 4)



