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*<Start of modification>*

### 6.3.3 Data

Length: Variable

The Data field may include either one of the following:

- Uncompressed PDCP SDU (user plane data, or control plane data); or

- Compressed PDCP SDU (user plane data only); or

- UDC header and UDC Data Block if UDC is configured.

NOTE: All fields other than PDCP PDU header and MAC-I belong to Data field.‎
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