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3 Definitions of terms, symbols and abbreviations

3.1 Terms

For the purposes of the present document, the terms given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

**BH RLC channel:** an RLC channel between two nodes, which is used to transport backhaul packets, as defined in TS 38.300 [2]**.**

**Boundary IAB-node**: an IAB-node with one RRC interface terminating at a different IAB-donor-CU than the F1 interface.

**Egress BH RLC channel:** a BH RLC channel on which a packet is transmitted by a node.

**Egress link**: a radio link on which a packet is transmitted by a node.

**IAB-donor**: as defined in TS 38.300 [2].

**IAB-donor-DU**: as defined in TS 38.401 [6].

**IAB-node**: as defined in TS 38.300 [2].

**Ingress BH RLC channel:** a BH RLC channel on which a packet is received by a node.

**Ingress link**: a radio link on which a packet is received by a node.

3.2 Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

BH Backhaul

DSCP Differentiated Services Code Point

IAB Integrated Access and Backhaul

MT Mobile Termination

TEID Tunnel Endpoint Identifier

4 General

4.1 Introduction

The present document describes the functionalities of BAP.

4.2 Architecture

4.2.1 BAP structure

Figure 4.2.1-1 represents one possible structure for the BAP sublayer; it should not restrict implementation. The figure is based on the radio interface protocol architecture defined in TS 38.300 [2].

****

**Figure 4.2.1-1: BAP layer, structure view**

The BAP sublayer is configured by upper layers TS 38.331 [3] and TS 38.473 [5].

4.2.2 BAP entities

On the IAB-node, the BAP sublayer contains one BAP entity at the MT function and a separate collocated BAP entity at the DU function. On the IAB-donor-DU, the BAP sublayer contains only one BAP entity. Each BAP entity has a transmitting part and a receiving part.

NOTE: The modelling of BAP entities does not restrict internal implementation of IAB-nodes, i.e. the exact modelling of BAP sublayer may vary for different IAB-node implementations.

The transmitting part of the BAP entity has a corresponding receiving part of a BAP entity at the IAB-node or IAB-donor-DU across the BH link.

Figure 4.2.2-1 shows one example of the functional view of the BAP sublayer. This functional view should not restrict implementation. The figure is based on the radio interface protocol architecture defined in TS 38.300 [2].

In the example of Figure 4.2.2-1, the receiving part on the BAP entity delivers BAP PDUs to the transmitting part on the collocated BAP entity. Alternatively, the receiving part may deliver BAP SDUs to the collocated transmitting part. When passing BAP SDUs, the receiving part removes the BAP header and the transmitting part adds the BAP header with the same BAP header content as carried on the BAP PDU header prior to removal. Passing BAP SDUs in this manner is therefore functionally equivalent to passing BAP PDUs, in implementation. The following specification therefore refers to the passing of BAP Data Packets.

Besides, BAP entity generates, delivers/receives BAP Control PDU(s) as described in clause 6.1.2. BAP Control PDU can only be exchanged between peer BAP entities across the BH link.



**Figure 4.2.2-1. Example of functional view of BAP sublayer**

Editor's Note: FFS how to capture the BAP header rewriting in the figure.

4.3 Services

4.3.1 Services provided to upper layers

The following services are provided by the BAP sublayer to upper layers:

- data transfer.

4.3.2 Services expected from lower layers

A BAP sublayer expects the following services from lower layers per RLC entity (for a detailed description see TS 38.322 [4]):

- acknowledged data transfer service;

- unacknowledged data transfer service.

4.4 Functions

The BAP sublayer supports the following functions:

- Data transfer;

- Determination of BAP destination and path for packets from upper layers;

- Determination of egress BH RLC channels for packets routed to next hop;

- Routing of packets to next hop;

- BAP header rewriting;

- Differentiating traffic to be delivered to upper layers from traffic to be delivered to egress link;

- Flow control feedback and polling signalling;

- BH RLF related indications;

4.5 Configurations

The configuration of the BAP entity includes:

- The IAB-node's BAP address via RRC.

- The IAB-donor-DU's BAP address via F1AP.

- Mapping from next hop BAP address to downstream egress link via F1AP.

- Mapping from next hop BAP address to upstream egress link via RRC.

- Mapping from upper layer traffic to BAP routing ID in BAP header via F1AP and RRC.

- The BAP routing entries via F1AP.

- Mapping to egress BH RLC channels via F1AP and RRC.

- Flow control feedback type(s) to be provided, if any, via RRC.

BH RLC channels are configured via RRC on the IAB-MT, and via F1AP on the IAB-DU/IAB-donor-DU.

For F1AP configurations, the following mapping, which are derived from the original F1AP signaling, are used in procedure:

- Uplink Traffic to Routing ID Mapping Configuration.

- Downlink Traffic to Routing ID Mapping Configuration.

- BH Routing Configuration.

- BH RLC Channel Mapping Configuration.

- Uplink Traffic to BH RLC Channel Mapping Configuration.

- Downlink Traffic to BH RLC Channel Mapping Configuration.

Editor's Note: Further new configuration is to be added (e.g. Header Rewrittign Configuration)

5 Procedures

5.1 BAP entity handling

5.1.1 BAP entity establishment

When upper layers request establishment of a BAP entity, the node shall:

- establish a BAP entity;

- follow the procedures in clause 5.

5.1.2 BAP entity release

When upper layers request release of a BAP entity, the node shall:

- release the BAP entity and the related BAP configurations.

5.2 Data transfer

5.2.1 Transmitting operation

5.2.1.1 General

The transmitting part of the BAP entity on the IAB-MT can receive BAP SDUs from upper layers and BAP Data Packets from the receiving part of the BAP entity on the IAB-DU of the same IAB-node, and construct BAP Data PDUs as needed (see clause 4.2.2). The transmitting part of the BAP entity on the IAB-DU can receive BAP Data Packets from the receiving part of the BAP entity on the IAB-MT of the same IAB-node, and construct BAP Data PDUs as needed (see clause 4.2.2). The transmitting part of the BAP entity on the IAB-donor-DU can receive BAP SDUs from upper layers, and construct BAP Data PDUs as needed (see clause 4.2.2).

Upon receiving a BAP SDU from upper layers, the transmitting part of the BAP entity shall:

- select a BAP address and a BAP path identity for this BAP SDU in accordance with clause 5.2.1.2;

- construct a BAP Data PDU by adding a BAP header to the BAP SDU, where the DESTINATION field is set to the selected BAP address and the PATH field is set to the selected BAP path identity, in accordance with clause 6.2.2;

When the BAP entity has a BAP Data PDU to transmit, the transmitting part of the BAP entity shall:

- perform the BAP header rewriting operation in accordance with clause 5.2.x, if the data is considered as to be BAP header rewritten by the receiving part of the collocated BAP entity;

- perform routing to determine the egress link in accordance with clause 5.2.1.3;

- determine the egress BH RLC channel in accordance with clause 5.2.1.4;

- submit this BAP Data PDU to the selected egress BH RLC channel of the selected egress link.

NOTE: Data buffering on the transmitting part of the BAP entity, e.g., until RLC-AM entity has received an acknowledgement, is up to implementation. In case of BH RLF, the transmitting part of the BAP entity may reroute the BAP Data PDUs, which has not been acknowledged by lower layer before the BH RLF, to an alternative path in accordance with clause 5.2.1.3.

5.2.1.2 BAP routing ID selection

5.2.1.2.1 BAP routing ID selection at IAB-node

At an IAB-node, for a BAP SDU received from upper layers and to be transmitted in upstream direction, the BAP entity performs mapping to a BAP address and BAP path identity based on:

- Uplink Traffic to Routing ID Mapping Configuration, which is derived from F1AP on the IAB-node in TS 38.473 [5],

- *defaultUL-BAP-RoutingID*, which is configured by RRC on the IAB-node in TS 38.331[3].

Each entry of the Uplink Traffic to Routing ID Mapping Configurationcontains:

- a traffic type specifier, which is indicated by *UL UP TNL Information* IE for F1-U packets and *Non-UP Traffic Type* IE for non-F1-U packets in TS 38.473 [5], and

- a BAP routing ID, which includes a BAP address and a BAP path identity, indicated by *BAP Routing ID* IE in *BH Information* IE in TS 38.473 [5].

At the IAB-node, for a BAP SDU received from upper layers and to be transmitted in upstream direction, the BAP entity shall:

- if the Uplink Traffic to Routing ID Mapping Configuration has not been (re)configured by F1AP after the last (re)configuration of *defaultUL-BAP-RoutingID* by RRC:

- select the BAP address and the BAP path identity as configured by *defaultUL-BAP-RoutingID* in TS 38.331 [3] for non-F1-U packets;

- else:

- for the BAP SDU encapsulating an F1-U packet:

- select an entry from the Uplink Traffic to Routing ID Mapping Configuration with its traffic type specifier corresponds to the destination IP address and TEID of this BAP SDU;

- for the BAP SDU encapsulating a non-F1-U packet:

- select an entry from the Uplink Traffic to Routing ID Mapping Configuration with its traffic type specifier corresponds to the traffic type of this BAP SDU;

- select the BAP address and the BAP path identity from the BAP routing ID in the entry selected above;

NOTE: Uplink Traffic to Routing ID Mapping Configuration may contain multiple entries for F1-C traffic. It is up to IAB node's implementation to decide which entry is selected.

5.2.1.2.2 BAP routing ID selection at IAB-donor-DU

For a BAP SDU received from upper layer at the IAB-donor-DU, the BAP entity performs mapping to a BAP address and a BAP Path identity based on:

- Downlink Traffic to Routing ID Mapping Configuration, which is derived from *IP-to-layer-2 traffic mapping Information List* IE configured on the IAB-donor-DU in TS 38.473 [5].

Each entry of the Downlink Traffic to Routing ID Mapping Configuration contains:

- a destination IP address, which is indicated by *Destination IAB TNL Address* IE in *IP header information* IE, including an IPv4 address or IPv6 address or an IPv6 address prefix,

- an IPv6 flow label, if configured, which is indicated by *IPv6 Flow Label* IE in *IP header information* IE,

- a DSCP, if configured, which is indicated by *DSCP* IE in *DS Information List* IE in *IP header information* IE, and

- a BAP routing ID, which is indicated by *BAP Routing ID* IE in *BH Information* IE in TS 38.473 [5].

At the IAB-donor-DU, for a BAP SDU received from upper layers and to be transmitted in downstream direction, the BAP entity shall:

- for the BAP SDU encapsulating an IPv6 packet:

- select an entry from the Downlink Traffic to Routing ID Mapping Configuration which fulfils the following conditions:

- the Destination IP address of this BAP SDU matches the destination IP address in this entry; and

- the IPv6 Flow Label of this BAP SDU matches IPv6 flow label in this entry if configured; and

- the DSCP of this BAP SDU matches DSCP in this entry if configured;

- for the BAP SDU encapsulating an IPv4 packet:

- select an entry from the Downlink Traffic to Routing ID Mapping Configuration which fulfils the following conditions:

- the Destination IP address of this BAP SDU matches the destination IP address in this entry; and

- the DSCP of this BAP SDU matchesDSCP in this entry if configured;

- select the BAP address and the BAP path identity from the BAP routing ID in the entry selected above;

5.2.1.3 Routing

The BAP entity performs routing based on:

- the BH Routing Configuration derived from an F1AP message as specified in TS 38.473 [5].

Each entry of the BH Routing Configuration contains:

- a BAP Routing ID consisting of a BAP address and a BAP path identity, which is indicated by *BAP Routing ID* IE, and

- a Next Hop BAP Address which is indicated by *Next-Hop BAP Address* IE.

For a BAP Data PDU to be transmitted, BAP entity shall:

- if the BAP Data PDU corresponds to a BAP SDU received from the upper layer, and

- if the BH Routing Configuration has not been (re)configured by F1AP after the last (re)configuration of *defaultUL-BH-RLC-Channel* by RRC:

- select the egress link on which the egress BH RLC channel corresponding to *defaultUL-BH-RLC-Channel* is configured as specified in TS 38.331 [3] for non-F1-U packets;

- else if there is an entry in the BH Routing Configuration whose BAP address matches the DESTINATION field, whose BAP path identity is the same as the PATH field, and whose egress link corresponding to the Next Hop BAP Address is available:

- select the egress link corresponding to the Next Hop BAP Address of the entry;

NOTE 1: An egress link is not considered to be available if the link is in BH RLF.

NOTE 2: For each combination of a BAP address and a BAP path identity, there should be at most one entry in the BH Routing Configuration. There could be multiple entries of the same BAP address in the BH Routing Configuration.

- else if there is at least one entry in the BH Routing Configuration whose BAP address matches the DESTINATION field, and whose egress link corresponding to the Next Hop BAP Address is available:

- select an entry from the BH Routing Configuration whose BAP address is the same as the DESTINATION field, and whose egress link corresponding to the Next Hop BAP Address is available;

- select the egress link corresponding to the Next Hop BAP Address of the entry selected above;

- else if the Header Rewriting Configuration is configured and at least one egress link is available:

- perform the BAP header rewriting operation in accordance with clause 5.2.x;

- perform routing to determine the egress link in accordance with clause 5.2.1.3;

Editor's Note: FFS if anything needs to be added/modified to ensure the header rewriting is only performed once for inter-donor-DU re-routing. For upstream at the boundary node, it is FFS on whether to merge the BAP header rewriting operations/steps for inter-topology routing and inter-topology re-routing.

Editor's Note: FFS if anything additional is required for inter-CU re-routing and inter-CU routing. The above is to be confirmed/revised after RAN2 make clear agreements for all the cases for header rewriting.

Editor's Note: FFS if it should be added like “NOTE x: An egress link is not considered to be available [for a BAP routing ID], upon receiving BH recovering indication on the link." or other decriptions to implemeant the local re-routing triggred by type2 indciation.

Editor's Note: FFS if BAP routing ID granularity is supported for local rerouting triggered by type2 indciation.

Editor's Note: FFS if it should be added like “NOTE y: An egress link may be not considered to be available for a [BAP routing ID and/or BH RLC channel], if it is determined as congested based on the received flow control feedback, as defined in sub-clause 5.3.1.” or other decriptions to implemeant the local re-routing triggred by flow control feedback.

Editor's Note: FFS on granularity for local rerouting triggered by flow control feedback.

5.2.1.4 Mapping to BH RLC Channel

5.2.1.4.1 Mapping to BH RLC Channel for BAP Data Packets from collocated BAP entity at IAB-node

For a BAP Data Packet received from the collocated BAP entity, the transmitting part of the BAP entity performs mapping to an egress BH RLC channel based on:

- BH RLC Channel Mapping Configuration, which is derived from *BAP layer BH RLC channel mapping Information List* IE, and optionally together with the *Configured BAP address* IE and the *BH RLC Channel to be Setup/Modified List* IE, as configured on the IAB-node in TS 38.473 [5],

Each entry of the BH RLC Channel Mapping Configuration contains:

- an ingress link ID, which is indicated by *Prior-Hop BAP Address* IE, or by the *Configured BAP address* IE in UE-associated F1AP message for upstream,

- an egress link ID, which is indicated by *Next-Hop BAP Address* IE, or by the *Configured BAP address* IE in UE-associated F1AP message for downstream,

- an ingress BH RLC channel ID, which is indicated by *Ingress BH RLC CH ID* IE, or by the *BH RLC CH ID* IE in UE-associated F1AP message for upstream, and,

- an egress BH RLC channel ID, which is indicated by *Egress BH RLC CH ID* IE, or by the *BH RLC CH ID* IE in UE-associated F1AP message for downstream.

For a BAP Data PDU received from an ingress BH RLC channel of an ingress link and for which the egress link has been selected as specified in clause 5.2.1.3:

- if there is an entry in the BH RLC Channel Mapping Configuration, whose ingress BH RLC channel ID matches the BAP Data PDU's ingress BH RLC channel, whose ingress link ID matches the BAP Data PDU's ingress link, and whose egress link ID corresponds to the selected egress link;

- select the egress BH RLC channel corresponding to egress BH RLC channel ID of this entry;

- else:

- select any egress BH RLC channel on the selected egress link;

Editor's Note: FFS how to capture the bearer mapping at the boundary IAB-node (also FFS if the current spec already support the bearer mapping at boundary IAB-node for inter-CU routing).

5.2.1.4.2 Mapping to BH RLC Channel for BAP SDUs from upper layers at IAB-node

For a BAP SDU received from upper layers at the IAB-node, the BAP entity performs mapping to an egress BH RLC channel based on:

- Uplink Traffic to BH RLC Channel Mapping Configuration, which is derived from F1AP message, configured on the IAB-node in TS 38.473 [5],

- *defaultUL-BH-RLC-Channel*, which is configured by RRC on the IAB-node in TS 38.331[3].

Each entry of the Uplink Traffic to BH RLC Channel Mapping Configuration contains:

- a traffic type specifier, which is indicated by *UL UP TNL Information* IE for F1-U packets or *Non-UP Traffic Type* IE for non-F1-U packets in TS 38.473 [5],

- an egress link ID, which is indicated by *Next-Hop BAP address* IE in *BH Information* IE in TS 38.473 [5], and

- an egress BH RLC channel ID, which is indicated by *BH RLC CH ID* IE in *BH Information* IE in TS 38.473 [5].

For a BAP SDU received from upper layers at the IAB-node and to be transmitted in upstream direction, whose egress link has been selected as specified in clause 5.2.1.3, the BAP entity shall:

- if the Uplink Traffic to BH RLC Channel Mapping Configurationhas not been (re)configured by F1AP after the last (re)configuration of *defaultUL-BH-RLC-Channel* by RRC:

- select the egress BH RLC channel corresponding to *defaultUL-BH-RLC-Channel* configured in TS 38.331 [3] for non-F1-U packets;

- else:

- for the BAP SDU encapsulating an F1-U packet:

- if there is an entry in the Uplink Traffic to BH RLC Channel Mapping Configuration with its traffic type specifier corresponds to the destination IP address and TEID of this BAP SDU and its egress link ID corresponding to the selected egress link;

- select the egress BH RLC channel corresponding to the egress BH RLC channel ID of this entry;

- else:

- select any egress BH RLC channel on the selected egress link;

- for the BAP SDU encapsulating a non-F1-U packet:

- if there is an entry from the Uplink Traffic to BH RLC Channel Mapping Configuration with its traffic type specifier corresponds to the traffic type of this BAP SDU and its egress link ID corresponding to the selected egress link;

- select the egress BH RLC channel corresponding to the egress BH RLC channel ID of this entry;

- else:

- select any egress BH RLC channel on the selected egress link;

NOTE: Uplink Traffic to BH RLC Channel Mapping Configuration may contain multiple entries for F1-C traffic. It is up to IAB node's implementation to decide which entry is selected, but the selected entry has to match the BAP routing ID selected in 5.2.1.2.1, i.e. BAP routing ID and BH RLC channel must be derived from the same *BH Information* IE.

5.2.1.4.3 Mapping to BH RLC Channel at IAB-donor-DU

For a BAP SDU received from upper layers at the IAB-donor-DU, the BAP entity performs mapping to an egress BH RLC channel based on:

- Downlink Traffic to BH RLC Channel Mapping Configuration, which is derived from *IP-to-layer-2 traffic mapping Information List* IE , and optionally together with the *Configured BAP address IE and* the *BH RLC Channel to be Setup/Modified List* IE, as configured on the IAB-donor-DU in TS 38.473 [5].

Each entry of the Downlink Traffic to BH RLC Channel Mapping Configuration contains:

- a destination IP address, which is indicated by *Destination IAB TNL Address* IE in *IP header information* IE including an IPv4 address or IPv6 address or an IPv6 address prefix,

- an IPv6 flow label, if configured, which is indicated by *IPv6 Flow Label* IE in *IP header information* IE,

- a DSCP, if configured, which is indicated by *DSCP* IE in *DS Information List* IE in *IP header information* IE,

- an egress link ID, which is indicated by *Next-Hop BAP Address* IE in *BH Information* IE, or by the *Configured BAP address* IE in UE-associated F1AP message, and

- an egress BH RLC channel ID, which is indicated by *Egress BH RLC CH ID* IE in *BH Information* IE, or by the *BH RLC CH ID* IE in UE-associated F1AP message.

At the IAB-donor-DU, for a BAP SDU received from upper layers and to be transmitted in downstream direction, whose egress link has been selected as specified in clause 5.2.1.3, the BAP entity shall:

- for the BAP SDU encapsulating an IPv6 packet:

- if there is an entry in the Downlink Traffic to BH RLC Channel Mapping Configuration with its egress link ID corresponding to the selected egress link, and the entry fulfils the following conditions:

- the Destination IP address of this BAP SDU matches the destination IP address in this entry; and

- the IPv6 Flow Label of this BAP SDU matches IPv6 flow label in this entry if configured; and

- the DSCP of this BAP SDU matches DSCP in this entry if configured:

- select the egress BH RLC channel corresponding to egress BH RLC channel ID of this entry;

- else:

- select any egress BH RLC channel on the selected egress link;

- for the BAP SDU encapsulating an IPv4 packet:

- if there is an entry in the Downlink Traffic to BH RLC Channel Mapping Configuration with its egress link ID corresponding to the selected egress link, and the entry fulfils the following conditions:

- the Destination IP address of this BAP SDU matches the destination IP address in this entry; and

- the DSCP of this BAP SDU matches DSCP in this entry if configured:

- select the egress BH RLC channel corresponding to egress BH RLC channel ID of this entry;

- else:

- select any egress BH RLC channel on the selected egress link;

5.2.2 Receiving operation

Upon receiving a BAP Data PDU from lower layer (i.e. ingress BH RLC channel), the receiving part of the BAP entity shall:

- if DESTINATION field of this BAP Data PDU matches the BAP address of this node, which is configured by the gNB providing this ingress BH RLC channel configuration:

- remove the BAP header of this BAP Data PDU and deliver the BAP SDU to upper layers;

- else:

- for the receiving part of the BAP entity at the IAB-DU of boundary IAB-node, if there is an entry in the Header Rewriting Configuration whose BAP address of Previous Routing ID matches the DESTINATION field, whose BAP path identity of Previous Routing ID matches the PATH field (as specified in sub-clause 5.2.X) or;

- for the receiving part of the BAP entity at the IAB-MT of boundary IAB-node, if the ingress link is [SCG]:

- consider the BAP Data Packet to be BAP header rewritten;

- deliver the BAP Data Packet to the transmitting part of the collocated BAP entity.

Editor's Note: FFS the [SCG] is sufficient to identify the ingress link is from inter-topology, considering the SN as F1-terminating node case.

Editor's Note: FFS how to reflect the R3 agreement “RAN3 assumes that the boundary node has only one BAP address in each topology.” (e.g. some clarification on “BAP address of this node”).

Editor's Note: FFS on whether/how to reflect the R2 agreement “(This requires that traffic not terminated at the boundary node should not use the BAP address in header same as the boundary node BAP address configured in the topology of the ingress link.).”

5.2.x BAP header rewriting operation

Editor's Note: This section can be used to capture how to perform BAP header rewriting, which can be used for the inter-CU routing, inter-CU re-routing and inter-donor-DU re-routing cases. The need/place/details of this section are to be confirmed/revised after RAN2 make clear agreements for all the cases for header rewriting.

The BAP entity performs BAP header rewriting based on:

- the Header Rewriting Configuration derived from an F1AP message as specified in TS 38.473 [5].

Each entry of the Header Rewriting Configuration contains:

- a Previous Routing ID consisting of a BAP address and a BAP path identity of the BAP Data PDU, which is indicated by *FFS* IE, and

- a New Routing ID consisting of a BAP address and a BAP path identity of the BAP Data PDU, which is indicated by *FFS* IE.

Editor's Note: The details of Header Rewriting Configuration can be revised with any potentional new agreement.

For a BAP Data PDU to be considered for BAP header rewritting, the BAP entity shall:

- if there is an entry in the Header Rewriting Configuration whose BAP address of Previous Routing ID matches the DESTINATION field, whose BAP path identity of Previous Routing ID matches the PATH field:

- replace the BAP header of this BAP Data PDU, where the DESTINATION field is reset to the leftmost 10 bits of New Routing ID of the entry (i.e. BAP address), and the PATH field is reset to the rightmost 10 bits of New Routing ID of the entry (i.e. BAP path identity).

Editor's Note: FFS if and how the Header Rewriting Configuration is different for UL and DL, based on the R3 agreement “For DL traffic, the configurations of BAP routing entry and BAP-routing-ID mapping at the boundary node need to indicate the ingress topology they refer to. For UL traffic, they need to indicate the egress topology they refer to. The indications may be implicit.”

Editor's Note: FFS if the Header Rewriting Configurations are separated for inter-CU routing, inter-CU re-routing and inter-donor-DU re-routing.

5.3 Flow control

5.3.1 Flow control feedback

5.3.1.x Transmitting operation

For a link, the BAP entity at the IAB-MT shall:

- when a flow control feedback is triggered due to the buffer load exceeding a certain level, or

- when a BAP Control PDU for flow control polling is received at the receiving part, the transmitting part of this BAP entity shall:

- construct a BAP Control PDU for flow control feedback per BH RLC channel, if configured by RRC, in accordance with clause 6.2.3;

- construct a BAP Control PDU for flow control feedback per BAP routing ID, if configured by RRC, in accordance with clause 6.2.3;

- if the egress BH RLC channel for the BAP Control PDU is configured as specified in TS 38.473 [5]:

- submit the BAP Control PDU(s) to the configured egress BH RLC channel of the egress link, indicated by *Egress BH RLC CH ID* IE in *BH Information* IE associated with *Non-UP Traffic Type* IE set to *BAP control PDU* in TS 38.473 [5];

- else:

- submit the BAP Control PDU(s) to any egress BH RLC channel of the egress link.

NOTE: The BH RLC channel(s) and BAP routing ID(s) to be included in the flow control feedback is up to IAB node implementation, once triggered.

5.3.1.y Receiving operation

For a link, the BAP entity at the IAB-DU or IAB-donor-DU may:

- if the available buffer size as indicated by the received BAP Control PDU for flow control feedback per BAP routing ID is less than the [*congestedThreshold-r17*], if configured:

- consider the BH link as congested for this BAP routing ID (for rerouting purpose defined in accordance with clause 5.2.1.3).

Editor's Note: FFS if the per BH RLC channel level link congestion should also be determined for local rerouting.

5.3.2 Flow control polling

When a flow control polling is to be transmitted over an egress link, the transmitting part of the BAP entity at the IAB-DU or IAB-donor-DU:

- construct a BAP Control PDU for flow control polling in accordance with clause 6.2.3:

- if the egress BH RLC channel for the BAP Control PDU is configured as specified in TS 38.473 [5]:

- submit this BAP Control PDU to the configured egress BH RLC channel of the egress link, indicated by *BH RLC CH ID* IE which is associated with *BAP Control PDU Channel* IE that is set to true in TS 38.473[5];

- else:

- submit this BAP Control PDU to any egress BH RLC channel of the egress link.

5.4 BH RLF related indications

5.4.1 Transmitting operation

When a BH RLF recovery failure is detected at the IAB-MT, for each egress link associated with the IAB-DU, the transmitting part of the collocated BAP entity at the IAB-DU may:

- construct a BAP Control PDU for BH RLF indication in accordance with clause 6.2.3.3;

[When the condition1 is met], the transmitting part of the collocated BAP entity at the IAB-DU may:

- construct a BAP Control PDU for BH RLF detection indication in accordance with clause 6.2.3.x;

[When the condition2 is met], the transmitting part of the collocated BAP entity at the IAB-DU may:

- construct a BAP Control PDU for BH RLF recovery indication in accordance with clause 6.2.3.y;

For any contructed BAP Control PDU, the BAP entity shall:- if the egress BH RLC channel for the BAP control PDU is configured as specified in TS 38.473 [5]:

- submit this BAP Control PDU to the configured egress BH RLC channel of the egress link, indicated by *BH RLC CH ID* IE which is associated with *BAP Control PDU Channel* that is set to true in TS 38.473 [5];

- else:

- submit this BAP Control PDU to any egress BH RLC channel of the egress link.

Editor's Note: The exact condition to send the Type2 and Type3 indications is still FFS.

Editor's Note: The exact content and how to construct the Type2 and Type3 indications is still FFS.

Editor’s NOTE: Type-4: FFS whether “BH RLF recovery failure indication” or existing name “BH RLF indication”

5.4.2 Receiving operation

Upon receiving a BAP Control PDU for BH RLF indication from lower layer (i.e. ingress BH RLC channel), the receiving part of the BAP entity shall:

- indicate to upper layers that the BH RLF indication has been received for the ingress link where this BAP Control PDU is received.

Upon receiving a BAP Control PDU for BH RLF detection indication from lower layer (i.e. ingress BH RLC channel), the receiving part of the BAP entity shall:

- consider the BH link not to be available (for rerouting purpose defined in accordance with clause 5.2.1.3). [FFS for routing ID level].

Upon receiving a BAP Control PDU for BH RLF recovery indication from lower layer (i.e. ingress BH RLC channel), the receiving part of the BAP entity shall:

- consider the BH link to be available again (for rerouting purpose defined in accordance with clause 5.2.1.3). [FFS for routing ID level].

Editor's Note: The exact information indicated to upper layer upon receiving Type2 and Type3 indications is still FFS.

Editor’s NOTE: FFS whether “BH RLF recovery failure indication” or existing name “BH RLF indication”.

5.5 Handling of unknown, unforeseen, and erroneous protocol data

When a BAP Data PDU that contains a BAP address which is not included in the configured BH Routing Configuration and is not the BAP address of this node is received; or when a BAP Control PDU that contains reserved or invalid values is received the BAP entity shall:

- discard the received BAP PDU.

6 Protocol data units, formats, and parameters

6.1 Protocol data units

6.1.1 Data PDU

The BAP Data PDU is used to convey one of the following in addition to the PDU header:

- upper layer data.

6.1.2 Control PDU

The BAP Control PDU is used to convey one of the following in addition to the PDU header:

- flow control feedback per BH RLC channel;

- flow control feedback per BAP routing ID;

- flow control polling;

- BH RLF related indications;

6.2 Formats

6.2.1 General

A BAP PDU is a bit string that is byte aligned (i.e. multiple of 8 bits) in length. The formats of BAP PDUs are described in clause 6.2.2, 6.2.3 and their parameters are described in clause 6.3.

6.2.2 Data PDU

Figure 6.2.2-1 shows the format of the BAP Data PDU.

****

**Figure 6.2.2-1: BAP Data PDU format**

6.2.3 Control PDU

6.2.3.1 Control PDU for flow control feedback

Figure 6.2.3.1-1 and 6.2.3.1-2 show the formats of the BAP Control PDU for flow control feedback.

****

**Figure 6.2.3.1-1: BAP Control PDU format for flow control feedback per BH RLC channel**

****

**Figure 6.2.3.1-2: BAP Control PDU format for flow control feedback per BAP routing ID**

6.2.3.2 Control PDU for flow control polling

Figure 6.2.3.2-1 shows the formats of the BAP Control PDU for flow control polling.

****

**Figure 6.2.3.2-1: BAP Control PDU format for flow control feedback polling**

6.2.3.3 Control PDU for BH RLF indication

Figure 6.2.3.3-1 shows the format of the BAP Control PDU for BH RLF indication.

****

**Figure 6.2.3.3-1: BAP Control PDU format for BH RLF indication**

6.2.3.x Control PDU for BH RLF detection indication

Figure 6.2.3.x-1 shows the format of the BAP Control PDU for BH RLF detection indication.

**Figure 6.2.3.x-1: BAP Control PDU format for BH RLF detection indication**

Editor's Note: The granularity and content of this control PDU is still FFS.

6.2.3.y Control PDU for BH RLF recovery indication

Figure 6.2.3.y-1 shows the format of the BAP Control PDU for BH RLF recovery indication.

**Figure 6.2.3.y-1: BAP Control PDU format for BH RLF recovery indication**

Editor's Note: The granularity and content of this control PDU is still FFS.

6.3 Parameters

6.3.1 General

If not otherwise mentioned in the definition of each field, the bits in the parameters shall be interpreted as follows: the left most bit string is the first and most significant and the right most bit is the last and least significant bit.

Unless otherwise mentioned, integers are encoded in standard binary encoding for unsigned integers. In all cases the bits appear ordered from MSB to LSB when read in the PDU.

6.3.2 DESTINATION

Length: 10 bits.

This field carries the BAP address of the destination IAB-node or IAB-donor-DU.

6.3.3 PATH

Length: 10 bits.

This field carries the BAP path identity.

6.3.4 Data

Length: Variable

This field carries the BAP SDU (i.e. IP packet).

6.3.5 R

Length: 1 bit

Reserved. In this version of the specification reserved bits shall be set to 0. Reserved bits shall be ignored by the receiver.

6.3.6 D/C

Length: 1 bit

This field indicates whether the corresponding BAP PDU is a BAP Data PDU or a BAP Control PDU.

**Table 6.3.6-1: D/C field**

|  |  |
| --- | --- |
| **Bit** | **Description** |
| 0 | BAP Control PDU |
| 1 | BAP Data PDU |

6.3.7 PDU type

Length: 4 bits

This field indicates the type of control information included in the corresponding BAP Control PDU.

**Table 6.3.7-1: PDU type**

|  |  |
| --- | --- |
| **Bit** | **Description** |
| 0000 | Flow control feedback per BH RLC channel |
| 0001 | Flow control feedback per BAP routing ID |
| 0010 | Flow control feedback polling |
| 0011 | BH RLF indication |
| 0100 | BH RLF detection indication |
| 0101 | BH RLF recovery indication |
| 0110-1111 | Reserved |

6.3.8 BH RLC channel ID

Length: 16 bits.

This field indicates the identity of the BH RLC channel whose flow control information is provided in the flow control feedback.

6.3.9 BAP Routing ID

Length: 20 bits.

This field indicates BAP routing identity, for which the flow control information is provided in the flow control feedback. It contains the BAP address in the leftmost 10 bits and the BAP path identity in the rightmost 10 bits.

6.3.10 Available Buffer Size

Length: 24 bits.

This field indicates the maximum traffic volume the transmitter should send. The unit is kilobyte.

End of Change