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# Introduction

This contribution provides report for RAN WG2 email discussion:

* [Post111-e][913][REDCAP] Definition and constraining of reduced capabilities (Intel)

Scope: Continue to discuss the UE capability framework, how to define and constrain reduced capabilities, addressing the open issues and discussing potential solutions

Intended outcome: email discussion summary

 Deadline: Oct 15th , 2020

Rapporteur proposes to divide the discussion in two phases:

**Phase 1**: Based on the contributions in last meeting, and the agreements from RAN1:

* To collect companies’ view on potential scope/issues of the email discussion;
* To collect additional issues/solutions;

Deadline: Sep 30th

**Phase 2**: Companies are invited to provide views on the issues/solutions collected/clarified in phase 1.

Deadline: Oct 15th

To make it easier to find the correct contact delegate in each company for potential follow-up questions, the rapporteur encourages the delegates who provide input to provide their contact information in this table:

|  |  |
| --- | --- |
| Company | Delegate contact |
| COMPANY\_NAME | NAME (email@address.com) |
| Intel | yi.guo@intel.com |
|  |  |
|  |  |
|  |  |
|  |  |

# Discussion

## Phase 1

### How to define the reduced capabilities

Based on [3], RAN2 discussed the issues on how to define and constrain reduced capabilities and agreed [2]:

Agreements:

1. At least for device type identification and access restriction (including initial access), the network needs to know whether the UE is redCap UE or not. FFS on whether based on explicit or implicit signalling.
2. The existing UE capabilities framework is used as baseline to indicate the capabilities of a RedCap UE (this does not imply anything on the reporting of the device type, if the need for a device type will be agreed)
3. The number of device types should be minimised, to reduce market fragmentation, and introduced only where essential to control UE accesses and differentiate them from legacy R15/R16 and non-Redcap R17 UEs, (e.g. number of Tx/Rx antennas, maximum supportable BW, etc.). The exact composition of the set of L1 capabilities of the device type can be discussed by RAN1
4. Discuss in normative phase on whether to signal (and in case how) a Device type and its associated capabilities (the reduced set of capabilities) is captured in specifications, and whether device type is indicated as part of UE capability;

Regarding the open issue “*FFS on whether based on explicit or implicit signalling.*”, for device type identification and access restriction, Rapporteur believes it should be discussed or resolved once the solutions on device type identification is clear.

For the issue how to define the reduced capabilities, RAN2 have agreed “*2. The existing UE capabilities framework is used as baseline to indicate the capabilities of a RedCap UE*”, however the details are still missing. During the offline discussion in [3], following is mentioned:

* *“We agree to consider the current signalling structure as a baseline, but we think the capabilities restriction for the defined device type should be specified very clearly in the specification (maybe separate section in TS38.306) to avoid unnecessary complexity for the UE and gNB to implement corresponding capabilities, including:*
	+ *Mandatory/Minimum set of capabilities for the defined device type*
	+ *Capabilities (or specific values for certain capability) that only apply to the defined device type*
	+ *Capabilities (or specific values for certain capability) not apply to the defined device type”*
* “*For example, as part of the current NR capabilities we have:*
	+ *Min capabilities all UEs support (not signaled explicitly)*
	+ *Optional capabilities (signaled explicitly)*

*Similarly, for RedCap we expect:*

* + *Min capabilities all RedCap UEs support (only identifier needs to be signaled)*
	+ *Optional capabilities (signaled explicitly)”*

On top of high level agreements “*2. The existing UE capabilities framework is used as baseline to indicate the capabilities of a RedCap UE*”, it would be good to further clarify:

* Whether similar to current NR non-RedCap UE capabilities, RedCap UE capabilities can also be categorized as:
	+ *Min capabilities all RedCap UEs support (i.e. mandatory for RedCap UE);*
	+ *Optional capabilities (signaled explicitly)*

**Question 1-1: Do companies agree that similar to current NR non-RedCap UE capabilities, RedCap UE capabilities can also be categorized as:**

* **Min capabilities all RedCap UEs support (i.e. mandatory for RedCap UE) if identified;**
* **Optional capabilities (signaled explicitly)**

|  |  |  |
| --- | --- | --- |
| **Company** | **Yes/No** | **Remark**  |
| Intel | Yes |  |
|  |  |  |
|  |  |  |
|  |  |  |

For current NR non-RedCap UE capabilities, the minimum capabilities, e.g. mandatory bandwidth, e.g. are not signalled, and may not be applied for RedCap UE (depends on RAN1 agreements). How to handle such capabilities?

**Question 1-2: How to handle non-RedCap UE’s mandatory capabilities without signaling if they are not applied for RedCap UE?**

* **Alt 1: (As commented in the offline discussion [3]), The minimum UE capability requirements for a RedCap device type, that are different from those for non-RedCap UEs, are defined in the specifications, and only the RedCap device type may be indicated as part of the capability signaling.;**
* **Alt 2 [7]:**  **For a RedCap device type, define new capability signaling fields for the features that are mandatory w/o capability signaling for non-RedCap UEs but are optional or not supported for the RedCap device type.**
* **Alt 3: The minimum UE capability requirements for a RedCap device type, that are different from those for non-RedCap UEs, are defined in the specifications. That is:**
	+ **Mandatory features for non-RedCap UE that are not supported for RedCap UE;**
	+ **Mandatory features for non-RedCap UE that are optional for RedCap UE;**

**For a RedCap device type, define new signaling fields in UE Capability for the features that are mandatory w/o capability signaling for non-RedCap UEs but are optional for Redcap UEs.**

**In addition, the network needs to know whether the UE is RedCap UE or not in order to know how to handle UE capabilities (that is, when these fields are not included, it should be possible to differentiate whether it is because it is a non-Redcap UE or because it is not supported by a RedCap UE).**

|  |  |  |
| --- | --- | --- |
| **Company** | **Alt 1, Alt 2 or others** | **Remark**  |
| Intel | Alt 3 | For mandatory features w/o capability signalling supported by non-RedCap UE, there are 3 scenarios:Scenario 1 it is not supported for RedCap UE;Scenario 2 it is optional for RedCap UE;Scenario 3 it is still mandatory supported for RedCap UE;To our understanding:Alt 1 cannot work well for scenario 2 since it cannot indicate optional features (mandatory for non-RedCap UE)Alt 2 cannot work well for scenario 1 since currently the absence of these capability means “mandatory”.To solve the problem, we may combine alt 1 and 2 as:**To address scenario 1:**The minimum UE capability requirements for a RedCap device type, that are different from those for non-RedCap UEs, are defined in the specifications. That is:o Mandatory features for non-RedCap UE that are not supported for RedCap UE;o Mandatory features for non-RedCap UE that are optional for RedCap UE;**To address scenario 2:**For a RedCap device type, define new signaling fields in UE Capability for the features that are mandatory w/o capability signaling for non-RedCap UEs but are optional for Redcap UEs.In addition, the network needs to know whether the UE is RedCap UE or not in order to know how to handle UE capabilities (that is, when these fields are not included, it should be possible to differentiate whether it is because it is a non-Redcap UE or because it is not supported by a RedCap UE). |
|  |  |  |
|  |  |  |
|  |  |  |

Some contributions [8], [9], discussed whether multiple reduced capability sets should be supported. Rapporteur would suggest to leave it to RAN1 since it is tightly related to the issue “the number of device type”.

**Question 1-3: Any additional issues need to be addressed in the email discussion on how to define the reduced capabilities?**

|  |  |
| --- | --- |
| **Company** | **Issues** |
| Intel | As discussed in Question 1-2, Alt 3, the network needs to know whether the UE is RedCap UE or not in order to know how to handle UE capabilities (that is, when these fields are not included, it should be possible to differentiate whether it is because it is a non-Redcap UE or because it is not supported by a RedCap UE). But the question is how?We see below options, and this should be discussed in the email discussion. **Option 1:** RedCap device type is indicated as part of the capability signaling**Option 2:** Define a new IE specifically for RedCap UEs containing these additional Redcap specific capabilities that is included only by Redcap UEs.**Option 3:** The network obtains the RedCap based on identification solution during initial access, and forwards it to target during Handover. |
|  |  |
|  |  |
|  |  |

### Constraining of reduced capabilities

How to ensure the RedCap UE is only used for intended use cases were discussed in [3]-[6]. Following potential solutions were mentioned:

* **Option 1 [5]**:

*One potential problem could be when a RedCap UE requests a service that does not match the reduced UE capabilities. This would be similar to if e.g. an NB-IoT UE requested a video call to be set up. RAN can already reject an RRC connection establishment attempt e.g. based on the establishment cause provided in Msg3 or through higher layer mechanisms.*

RAN can reject an RRC connection establishment attempt for a RedCap UE if the service the UE requested is not allowed for the RedCap UE. That is, the RAN needs to identify whether the UE is a RedCap UE or not, and be aware of the requested service, e.g. based on the cause value or other ways.

Note, the details of identification should be discussed in the email discussion [Post111-e][914][REDCAP] UE identification and access restrictions (Huawei).

|  |
| --- |
| * + **Opt. 1**: During Msg1 transmission, e.g., via separate initial UL BWP, separate PRACH resource, or PRACH preamble partitioning.
	+ **Opt. 2**: During Msg3 transmission.
	+ **Opt. 3**: Post Msg4 acknowledgment.
		- **E**.g., during Msg5 transmission or part of UE capability reporting.
	+ **Opt. 4:** During MsgA transmission (subject to support of if 2-step RACH)
	+ Other options are not precluded.
	+ Note: This study intends to establish feasibility of, and pros and cons for the identified options from RAN1 perspective, without any intention of down-selection without guidance from RAN2.
 |

* **Option 2 [6]: subscription validation**

During RRC connection setup, UE indicates it is a RedCap UE to core network, e.g.

• UE includes this indication in its NAS signaling message to core network; core network then informs RAN of UE’s RedCap type; or

• UE includes this indication in its RRC connection establishment message to RAN; RAN then informs core network of UE’s RedCap type in its Initial UE Context message to core network.

After network receives UE’s RedCap indication, it validates UE’s indication against its subscription plan, which includes information such as the set of services allowed for the UE. Based on the outcome of this validation, network then decide whether to accept or reject UE’s registration request. For example, network may reject UE if UE indicates RedCap but its subscription does not include any RedCap-specific services.

* **Option 3 [6]. verification of RedCap UE**

Network can additionally perform capability match procedure between UE’s reported radio capabilities and the set of capability criteria associated with UE’s RedCap type, to prevent a hacked or misconfigured UE from falsely reporting as a RedCap UE.

 **Option X:**

In Phase 1, companies are invited to provide clarifications on the options as above, and add additional options if any.

**Question 1-4: Any comments on the wording of the options described as above?**

|  |  |
| --- | --- |
| **Company** | **Remark** |
|  |  |
|  |  |
|  |  |
|  |  |

**Question 1-5 Any additional options for the network to ensure the RedCap UE is only used for intended use cases?**

|  |  |
| --- | --- |
| **Company** | **Additional options** |
|  |  |
|  |  |
|  |  |
|  |  |

**Question 1-6 Any other issues need to be addressed in the email discussion on the constraining of reduced capabilities?**

|  |  |
| --- | --- |
| **Company** | **Issues** |
|  |  |
|  |  |
|  |  |
|  |  |

## Phase 2 discussion

### How to define the reduced capabilities

### Constraining of reduced capabilities

# Summary

To be added:
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