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Foreword

This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction

This clause is optional. If it exists, it is always the second unnumbered clause.

1
Scope

The present document studies the charging architecture, principles and functionalities for a 5G System Phase 1 specified in TS 23.501 [5] and TS 23.502 [6], based on the TR 23.799 [4] conclusions.

The stage 1 requirements from TS 22.115 [2] and TS 22.261 [3] are also input for this study.
The charging architecture and functionalities are studied for the set of features and capabilities supported by the 5G System Phase 1, and for interworking scenarios between the 5G System and existing systems as well.

Evolution of charging mechanisms and charging models to support the Third Parties are investigated.  

The study provides a prioritisation between the different features, if evaluated as necessary, to allow a potential phased approach for the normative work.

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 22.115: "Service aspects; Charging and billing".
[3]
3GPP TS 22.261: "Service requirements for next generation new services and markets; Stage 1". 
[4]
3GPP TR 23.799: "Study on Architecture for Next Generation System".

[5]
3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".

[6]
3GPP TS 23.502: "Procedures for the 5G System; Stage 2".

[7]
3GPP TS 32.240: "Telecommunication management; Charging management; Charging architecture and principles". 
[8]
3GPP TS 32.251: "Telecommunication management; Charging management; Packet Switched (PS) domain charging".

[9]
3GPP TS 32.260: "Telecommunication management; Charging management; IP Multimedia Subsystem (IMS) charging".

[10]
3GPP TS 32.296: "Telecommunication management; Charging management; Online Charging System (OCS) applications and interfaces".

…

3
Definitions, symbols and abbreviations
3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

example: text used to clarify abstract rules by applying them literally.

3.2
Symbols

For the purposes of the present document, the following symbols apply:

<symbol>
<Explanation>

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. 
An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

AMF
Access and Mobility Management Function

AF
Application Function

AN
Access Network

DN
Data Network

DNN 
Data Network Name

NEF
Network Exposure Function

NRF
NF Repository Function

NSI
Network Slice Instance

NSSAI
Network Slice Selection Assistance Information
PCF
Policy Control Function

PDU
Protocol Data Unit

SM
Session Management

SMF
Session Management Function

S-NSSAI
Single Network Slice Selection Assistance Information
SSC
Service and Session Continuity

UDM
Unified Data Management

UPF
User Plane Function

4
High-level description and potential requirements

4.1
Potential high-level charging requirements

Most of the High-level charging requirements specified in TS 22.115 [2], applicable to 4G, remain valid in 5G.

Some of them are summarized below so they can directly be used in the context of this study. The following should be supported:   

-
Volume, time, combined volume and time, and event based charging models; 

-
Session based charging;

- 
Application based charging model;

-
Usage real-time control;

-
capability for billing system support;

-
capability for inter-operator charging;

-
capability for Network operator to Third party providers charging;

A set of Charging requirements specific to 5G are specified in TS 22.261 [3], and copied below:

-   The 5G core network shall support collection of charging information for alternative authentication mechanisms.
-
The 5G core network shall support collection of charging information associated with each serving MNO when multi-network connectivity is used under the control of the home operator.

-
The 5G core network shall support charging for services/applications in an operator’s Service Hosting Environment.

-
The 5G core network shall support charging for content delivered from a content caching application.

-
 The 5G core network shall support collection of charging information based on the access type (e.g., 3GPP, non-3GPP).

-
The 5G core network shall support collection of charging information based on the slice that the UE accesses.

-
The 5G core network shall support collection of charging information based on the network performance metrics, when the information is available.

Editor's Note: the requirements for 5G charging are still to be completed, either at High-level by update of this clause, either under specific clauses of the TR when they correspond to dedicated topics.  

4.2
Reference 5G system architectures

4.2.1
Non-Roaming 5G System Architecture

The 5G System architecture reference is per TS 23.501 [5]:
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Figure 4.2.1.1: Non-Roaming 5G System Architecture in reference point representation

5.
Topics

5.1
Session Management and Service Continuity

5.1.1
Description and assumptions

The PDU Connectivity Service towards different types of DNs (e.g. Internet, IMS, corporate/private) is provided by a PDU Session, managed by the Session Management functionality via procedures for establishing new PDU sessions and modifying/terminating established PDU sessions. 

Different PDU types (IP, Ethernet and non-IP PDU types) can be supported. For PDU IP type, the UE IP address allocation & management is also part of the Session Management.

This Session Management functionality is specified in TS 23.501[5] clause 5.6. 

The session and service continuity functionality enables various continuity scenarios of different applications/services for the UE, via session and service continuity (SSC) modes determined by the Session Management functionality. The SSC mode associated with a PDU session anchor does not change during the lifetime of a PDU session. 

The session and service continuity functionality is specified in TS 23.501[5] clause 5.6.9.
5.1.2
Potential requirements 

The following should be supported for the PDU connectivity service:

-
Session based charging;

-
Time based charging;

-
charging based on different properties of the connectivity:  destination, PDU type. 

5.1.3

Key issues

5.1.3.1 
Key issue #1.1: PDU session charging

This key issue is for investigating on how to support the session based and time based charging models, for PDN connectivity service provided by a PDU session, also considering the different properties of this PDU session.

This investigation covers the following:

-
determination of which entity/entities in the 5G architecture is suitable to host the CTF(s);

-
identification of the main interactions with the charging domain,

5.1.3.2 
Key issue #1.2: PDU session Charging - SSC Mode 1

This key issue is for investigating on how to support the PDU session Charging for an established PDU session during SSC Mode 1 scenario.  

This investigation covers the following:

-
determination of which entity/entities in the 5G architecture is suitable to host the CTF(s);

-
identification of the main interactions with the charging domain,

5.1.3.3 
Key issue #1.3: PDU session Charging - SSC Mode 2

This key issue is for investigating on how to support the PDU session Charging for an established PDU session during PDU session anchor relocation in SSC Mode 2. This investigation covers the following:

-
determination of which entity/entities in the 5G architecture is suitable to host the CTF(s);

-
identification of the main interactions with the charging domain,

5.1.3.4 
Key issue #1.4: PDU session Charging - SSC Mode 3 – parallel traffic

This key issue is for investigating on how to support the PDU session Charging for an established PDU session during PDU session anchor relocation in SSC Mode 3. This investigation covers the following:

-
determination of which entity/entities in the 5G architecture is suitable to host the CTF(s);

-
identification of the main interactions with the charging domain,

-
usage collection of traffic running simultaneously in two UPFs, upon UE PDU session anchor relocation in SSC mode 3 in a "make before break" model.   
5.1.4

Solutions 

5.1.4.1

Solution#1.1: PDU session charging from SMF 

5.1.4.1.1
Architecture description

The charging information collection for the PDU session at "session management" level can be achieved by charging domain interfacing the SMF, as described in Figure 5.1.4.1.1.1:  
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Figure 5.1.4.1.1.1: Charging domain interfacing the SMF

5.1.4.1.2
Procedure description

The following figure 5.1.4.1.2.1 describes a PDU session establishment, based on clause 4.3.2.2.1 TS 23.502 [6] description, for a non-roaming case:   
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Figure 5.1.4.1.2.1: PDU session establishment

1.
The UE initiates a PDU Session establishment procedure (PDU Session ID, PDU Type, SSC mode, User location information and Access Technology Type Information). 

[2 to 3].
SMF selection by AMF, and sending of SM Request (PDU Session Establishment Request). 

[4a-b].
Subscription Data Request to UDM, based on (Subscriber Permanent ID, DNN): Default QoS profile.

5.
PDU session authentication/authorization.

[6a-b to 8].
If dynamic PCC is deployed, the SMF performs PCF selection, and requests for PCC Rules, and SMF selection of UPF.

A. The SMF performs Charging domain selection and seeks for authorization for the subscriber to start the PDU session based on information associated to this PDU session.

[9a-b].
SMF UPF interaction for Packet detection, enforcement and reporting rules installation.  

10.
SMF to AMF:  SM Request Ack.

B. Start of the PDU session is reported to charging domain.

[11 to 13].
AMF-(R)AN-UE interaction: N2 SM information, AN resource setup, (R)AN tunnel information. 

14.
AMF to SMF: SM Request (N2 SM information).

[15a-b]. SMF UPF interaction for Modification procedure.

16.
SM request Ack from SMF to AMF.

17.
In case of PDU Type IPv6, IPv6 Address Configuration

C.
Control of the PDU session by the charging domain

There may be additional interaction with the charging domain after or before step 15. This will be determined during the normative phase.
5.1.4.2

Solution#1.2: PDU session Charging SSC Mode 1 from SMF 

5.1.4.2.1
Architecture description

The charging information collection for the PDU session continuity in SSC Mode 1 can be achieved by charging domain interfacing the SMF, as described per Figure 5.1.4.1.1.1, with the additional details of SSC mode 1 provided in Figure 5.1.4.2.1.1.  
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Figure 5.1.4.2.1.1: Charging domain interfacing the SMF – SSC Mode 1

5.1.4.2.2
Procedure description

PDU session continuity in SSC Mode 1 per TS 23.501[5] clause 5.6.9.2.1:

-
In case of a PDU session of IP type, IP continuity is supported regardless of UE mobility events (IP @ is preserved).

-
UPF remains as the anchor.

The following figure 5.1.4.2.2.1 describes a PDU session anchor relocation in SSC mode 1:   
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Figure 5.1.4.2.2.1: PDU session anchor relocation in SSC mode 1 

 A. Ongoing charging session associated with the established PDU session (UPF) 

1.
A (R)AN relocation is performed

2. The SMF determines that the serving UPF needs to be maintained and interacts with the UPF for the path switch to the new (R)AN access. 

3. the SMF acknowledges the path switch to the new (R)AN.

B. The Charging session is updated due to new User location information/ Access Technology Type Information:

In which step(s) of the scenario the SMF needs to interact with the charging domain will be determined during the normative phase.

5.1.4.3

Solution#1.3: PDU session Charging SSC Mode 2 from SMF – CH session update  

5.1.4.3.1
Architecture description

The charging information collection for the PDU session anchor relocation in SSC Mode 2 with CH session update, can be achieved by charging domain interfacing the SMF, as described per Figure 5.1.4.1.1.1, with the additional details of SSC mode 2 provided in Figure 5.1.4.3.1.1.  
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Figure 5.1.4.3.1.1: Charging domain interfacing the SMF – SSC Mode 2

5.1.4.3.2
Procedure description

Per TS 23.501[5] clause 5.6.9.2.2, upon PDU session anchor relocation in SSC mode 2 with single PDU session anchor, the UPF is relocated, and new IP address/prefix is allocated for PDU session of IP Type.

The PDU session anchor relocation in SSC mode 2 procedure is based on a "break before make" model. 

The following figure 5.1.4.3.2.1 describes a PDU session anchor relocation in SSC mode 2 with single PDU session anchor, based on clause 4.3.5.1.1 TS 23.502 [6], with Charging session update.   
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Figure 5.1.4.3.2.1: PDU session anchor relocation in SSC mode 2 with single PDU session anchor – CH session update

A. Ongoing charging session associated with the established PDU session (UPF1) 

1.
The SMF determines that the serving UPF needs to be relocated due to events that may benefit from UPF relocation.

2.
The SMF sends a NAS message to the UE via the AMF (PDU session re-establishment to the same DN is required to be triggered by the UE, PDU session ID).  

3.
PDU session release procedure.

4.
PDU session establishment procedure (UPF2), resulting in new IP @ allocation.

B. The Charging session is updated due to:

-
the PDU session release (PDU session Id, UPF1), and UPF1 is removed from the data path;

-
the PDU session establishment with the new IP @, and new UPF2 in the data path (potentially new User location information and Access Technology Type Information). 

In which step(s) of the scenario the SMF needs to interact with the charging domain will be determined during the normative phase.

Editor's Note:
It is FFS in SA2 whether the previous PDU session ID is reused for the re-established PDU session.

Editor's Note:
step 3 and 4 are ffs as they are dependent on clause 4.3.5.1.1 TS 23.502 [6] completion.

5.1.4.4

Solution#1.4: PDU session Charging SSC Mode 2 from SMF – new CH session  

5.1.4.4.1
Architecture description

The same architecture as per clause 5.1.4.3.1 applies. 

5.1.4.4.2
Procedure description

Per TS 23.501[5] clause 5.6.9.2.2, upon PDU session anchor relocation in SSC mode 2 with single PDU session anchor, the UPF is relocated, and new IP address/prefix is allocated for PDU session of IP Type.

The PDU session anchor relocation in SSC mode 2 procedure is based on a "break before make" model. 

The following figure 5.1.4.4.2.1 describes a PDU session anchor relocation in SSC mode 2 with single PDU session anchor, based on clause 4.3.5.1.1 TS 23.502 [6], with new Charging session creation.
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Figure 5.1.4.4.2.1: PDU session anchor relocation in SSC mode 2 with single PDU session anchor – new CH session
A. Ongoing charging session associated with the established PDU session (UPF1) 

[1 to 3].
Same as step 1 to 3 in clause 5.1.4.3.2.

B. The Charging session with UPF1 and corresponding IP @ is terminated.

4.
Same as step 4 in clause 5.1.4.3.2. 

C. New Charging session created with UPF2 and new IP @ allocated, and potentially new User location information and Access Technology Type Information. 

In which step(s) of the scenario the SMF needs to interact with the charging domain will be determined during the normative phase.

Editor's Note:
It is FFS in SA2 whether the previous PDU session ID is reused for the re-established PDU session.

Editor's Note:
step 3 and 4 are ffs as they are dependent on clause 4.3.5.1.1 TS 23.502 [6] completion.

5.1.4.5

Solution#1.5: PDU session Charging SSC Mode 3 from SMF –  CH session update 
5.1.4.5.1
Architecture description

The charging information collection for the PDU session anchor relocation in SSC Mode 3 with CH session update, can be achieved by charging domain interfacing the SMF, as described per Figure 5.1.4.1.1.1, with the additional details of SSC mode 3 provided in Figure 5.1.4.5.1.1.  
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Figure 5.1.4.5.1.1: Charging domain interfacing the SMF – SSC Mode 3

5.1.4.5.2
Procedure description

Per TS 23.501[5] clause 5.6.9.2.3, upon UE PDU session anchor relocation in SSC mode 3, UPF is relocated, a new IP address/prefix is allocated for PDU session of IP Type, and the old IP address/prefix is maintained during some time.

The PDU session anchor relocation in SSC mode 3 procedure is based on a "make before break" model. 

The following figure 5.1.4.5.2.1 describes a PDU session anchor relocation in SSC mode 3 multiple PDU sessions, based on clause 4.3.5.2 TS 23.502 [6], with Charging session update.   
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Figure 5.1.4.5.2.1: PDU session anchor relocation in SSC mode 3 with multiple PDU sessions - CH session update

A. Ongoing charging session associated with the established PDU session (UPF1). 

1.
The SMF determines that the serving UPF needs to be relocated due to events that may benefit from UPF relocation.

2.
The SMF sends an NAS message to the UE via the AMF to notify that the PDU session will be released upon a timer, and to allow the UE to establish a new PDU Session to the same DN (PDU session ID, timer). 

3.
UE initiates PDU session establishment procedure (new PDU session ID, old PDU session ID). A new PDU session anchor (i.e. UPF2) is selected by the SMF based on new PDU session Id.
B. The Charging session is updated due to PDU session establishment with the new UPF2 in the data path. 

4.
PDU session release procedure either by UE, either by SMF upon timer expiry. 

Between step 3 and step 4, both UPF1 (traffic associated to old IP address/prefix), and UPF2 (traffic associated to new IP address/prefix) traffic run is parallel.

C. The Charging session is updated due to the PDU session release (old PDU session Id, UPF1), and UPF1 removed from the data path.  

In which step(s) of the scenario the SMF needs to interact with the charging domain will be determined during the normative phase.

Editor's Note:
full description is ffs as it is dependent on clause 4.3.5.2 TS 23.502 [6] completion.

5.1.4.6

Solution#1.6: PDU session Charging SSC Mode 3 from SMF –  New CH session  

5.1.4.6.1
Architecture description

The same architecture as per clause 5.1.4.5.1 applies. 

5.1.4.6.2
Procedure description

Per TS 23.501[5] clause 5.6.9.2.3, upon UE PDU session anchor relocation in SSC mode 3, UPF is relocated, a new IP address/prefix is allocated for PDU session of IP Type, and the old IP address/prefix is maintained during some time.

The PDU session anchor relocation in SSC mode 3 procedure is based on a "make before break" model. 

The following figure 5.1.4.6.2.1 describes a PDU session anchor relocation in SSC mode 3 multiple PDU sessions, based on clause 4.3.5.2 TS 23.502 [6], with new charging session creation.   
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Figure 5.1.4.6.2.1: PDU session anchor relocation in SSC mode 3 with multiple PDU sessions - New CH session 

A. Ongoing charging session associated with the established PDU session (UPF1). 

[1 to 3].
Same as step 1 to 3 in clause 5.1.4.5.2.

B. New Charging session created with UPF2 and new IP @ allocated.

4.
Same as step 4 in clause 5.1.4.5.2. 

C. The Charging session with UPF1 is released due to PDU session release (old PDU session Id, UPF1), and UPF1 is removed from the data path. 

Between step 3 and step 4, both UPF1 (traffic associated to old IP address/prefix), and UPF2 (traffic associated to new IP address/prefix) traffic run is parallel.

In which step(s) of the scenario the SMF needs to interact with the charging domain will be determined during the normative phase.

Editor's Note:
full description is ffs as it is dependent on clause 4.3.5.2 TS 23.502 [6] completion.

5.2
QoS
5.2.1
Description and assumptions
The 5G QoS model supports a QoS flow based framework. The QoS flow is the finest granularity of QoS differentiation in the PDU session. A QoS Flow ID (QFI) is used to identify a QoS flow in the 5G system which shall be unique within a PDU session. A 5QI is a scalar that is used as a reference to 5G QoS characteristics specified in TS 23.501[5] clause 5.7.4.

Editor's Note: Description and assumptions for reflective QoS are FFS as they are dependent on TS 23.501 [5] completion.
5.2.2
Potential requirements 
The following should be supported:  

-
QoS flow based charging.
-
Aggregative QoS flow based charging for 5QI.
Editor's Note: Potential requirements for reflective QoS are FFS as they are dependent on TS 23.501 [5] completion.

5.3
Interaction between SMF and UPF

5.3.1
Description and assumptions

The 5G System architecture separates the User Plane (UP) functions from the Control Plane (CP) functions, allowing independent scalability, evolution and flexible deployments e.g. centralized location or distributed (remote) location.
The Session Management function (SMF) is a Control Plane (CP) function. The SMF includes the following functionality. Some or all of the SMF functionalities may be supported in a single instance of a SMF:

-
Session Management e.g. Session establishment, modify and release, including tunnel maintain between UPF and AN node.

-
UE IP address allocation & management (incl optional Authorization).

-
Selection and control of UP function.

-
Configures traffic steering at UPF to route traffic to proper destination.

-
Downlink Data Notification.

-
Initiator of AN specific SM information, sent via AMF over N2 to AN.

User Plane Function(s) (UPF(s)) handle the user plane path of PDU sessions. An UPF that provides the interface to a Data Network supports the functionality of a PDU session anchor. User Plane Function(s) capabilities are per TS 23.501[5] clause 5.8.2.

UPF traffic detection capabilities may be used by the SMF in order to control at least following features of the UPF:

-
Traffic reporting (e.g. allowing SMF support for charging).
-
QoS enforcement.
-
Traffic routing (e.g.as defined in clause 5.6.4. for UL CL or IPv6 multi-homing).
The detailed functionalities of the SMF and UPF are specified in TS 23.501[5] clause 6.2.2 and 6.2.3 respectively.

The SMF may control the data path of a PDU session so that the PDU session may simultaneously correspond to multiple N6 interfaces: the single PDU session with multiple PDU session anchors is detailed in TS 23.501[5] clause 5.6.4

5.3.1.1
Traffic monitoring, diversion, and blocking
5.3.1.1.1
Description and assumptions

There are several aspects of the interaction between SMF and UPF that will impact the charging. Two main aspects are to which level it will be possible to control and monitor traffic and the other is what information will be available in the SMF for rating purposes. 

For the Traffic control and monitoring the current description in TR 23.501 of the UPF traffic detection capabilities is that it may be used by the SMF to control at least following features of the UPF over N4:

-
Traffic reporting.
-
QoS enforcement.
-
Traffic routing.
Editor’s Note: The information required for online and offline charging are for further study.

5.3.1.2
Type of units for rating 
5.3.1.2.1
Description and assumptions

There are several aspects of the interaction between SMF and UPF that will impact the charging. Two main aspects are to with level it will be possible to control and monitor traffic and the other is what information will be available in the SMF for rating purposes. 

The type of units to report traffic on supported by the SMF is currently unspecified but most of the documents seem to assume that the traffic is measured in bytes.
Editor’s Note: Further studies on information required for online and offline charging are needed.

5.3.2
Potential requirements

The following requirements may be consideration under the separation architecture of SMF and UPF:

-
Online and offline charging.
-
Session based charging.
-
Volume, time, combined volume and time, and event based charging

-
Data volumes on both the uplink and downlink directions are accounted separately

-
Quota management and consumption in SMF and UPF
-
Unused Quota timer for online charging optimization

-
The reporting mechanism from SMF and UPF.
-
usage of the radio interface: amount of data transmitted in DL and UL direction;

-
usage of the external data networks:  amount of data sent and received to and from the external data network. 

Editor’s Note: Traffic monitoring, diversion, and blocking corresponding potential requirements are for further study.
Editor’s Note: The type of units for rating corresponding potential requirement is for further study.
5.3.3
Key issues 

5.3.3.1 
Key issue #3.1: Traffic monitoring

The Traffic reporting can be interpreted that it mostly will report based on what has happened and it cannot be assumed that it will do monitoring of the traffic. For offline charging this is not an issue and is what is expected, i.e. that the traffic consumed is reported with high accuracy. For online it’s different since here in many cases the traffic isn’t allowed until the OCS has granted the traffic, and here more than just reporting is needed if the current behaviour is to be preserved. 
There is a need to decide on the level of accuracy needed for online charging and if it should be required that the traffic is buffered during the traffic reporting. To have the behaviour that only traffic granted by the online charging mechanism is allowed would mean that either the traffic would have to in some manner be pre-granted, i.e. granting some quota before any request for service has been performed, buffered during the reporting or introducing a new mechanism between the SMF and UPF for monitoring.

5.3.3.2 
Key issue #3.2: Blocking and diversion

Online charging must be able to block or diverting the traffic in case the quota is exhausted to tell the subscriber that there is a need to do some action to continue using the service. 

5.3.3.3 
Key issue #3.3: Support of duration

Today there is a possibility to measure data traffic as duration, i.e. converting the bytes per second using the current Quota Consumption Time mechanism. This requires a definition of when the system is considered idle and a monitoring mechanism in the UPF. 

5.3.3.4 
Key issue #3.4: Triggers and reporting in the separate SMF and UPF

This key issue is for investigating on how to support the charging requirements in the non-roaming 5G System architecture.

This investigation covers the following:

-
determination of which entity/entities in the separation architecture is suitable to host the CTF(s)/CDF for offline charging

-
determination of which entity/entities in the separation architecture is suitable to host the CTF(s) for online charging

-
determination of the reporting mechanism, including reporting conditions and the charging information reporting from SMF and UPF in the separate architecture. 

5.3.3.5 
Key issue #3.5: Quota management in the separate SMF and UPF

This key issue covers the following:

-
determination of Quota management and consumption in the SMF and UPF in the separate architecture. 

5.3.3.6 
Key issue #3.6: PDU session Charging - Branching Point or UL Classifier 

This key issue is for investigating on how to support the PDU session Charging in multiple PDU session anchors configuration with Branching Point or UL Classifier. This investigation covers the following:

-
determination of which entity/entities in the 5G architecture is suitable to host the CTF(s);

-
identification of the main interactions with the charging domain.

This Key issue addresses both UPF capabilities insertion controlled by the SMF, specified in TS 23.501[5] clause 5.6.9.2:

-
UPF BP (Branching Point) for multi-homed PDU session;

-
UPF "UL CL" (Uplink classifier) in order to locally offload explicit set of flows.   

The following text in TS 23.501[5] clause 5.7.1 is considered during investigation for this Key issue: 
"For UL Classifier PDU sessions, UL and DL Session-AMBR shall be enforced in the UPF that supports the UL Classifier functionality. In addition, the DL Session-AMBR shall be enforced separately in every UPF that terminates the N6 interface (i.e. without requiring interaction between the UPFs) (see clause 5.6.4).

For multi-homed PDU sessions, UL and DL Session-AMBR shall be enforced in the UPF that supports the Branching Point functionality. In addition, the DL Session-AMBR shall be enforced separately in every UPF that terminates the N6 interface (i.e. without requiring interaction between the UPFs) (see clause 5.6.4).

NOTE:
The DL Session-AMBR is enforced in every UPF terminating the N6 interface to reduce unnecessary transport of traffic which may be discarded by the UPF performing the UL Classifier/Branching Point functionality due to the amount of the downlink traffic for the PDU session exceeding the DL Session-AMBR."
5.3.4

Solutions 

5.3.4.1

Solution#3.1: The reporting and quota management in the separation SMF and UPF 

5.3.4.1.1
Architecture description

In the non-roaming 5G System separation architecture, the CTF is divided into two functional blocks (AMF and ADC) as described in figure 5.3.4.1.1.1 and figure 5.3.4.1.1.2. The PDU session and flow information remains at the SMF function, and the UPF sends usage information collected, to SMF over the N4 reference point. The SMF interacts with OCS/OFCS based on information received from other nodes, function internal to SMF, as well as user-plane information received from the UPF. 

For offline charging the SMF generates accounting metrics sets for CDR, as described in Figure 5.3.4.1.1.1
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Figure 5.3.4.1.1.1: offline charging architecture 
Online charging architecture is depicted in Figure 5.3.4.1.1.2
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Figure 5.3.4.1.1.2: online charging architecture

5.3.4.1.2
Offline Charging

The distributed Charging Trigger Function(CTF) is located in the SMF (ADC) and UPF (AMC). The SMF interacts with the UPF for collecting charging information, and reports charging information to charging domain. SMF Reporting is based on provisioned granularity, i.e. per charging key, per charging key and service identifier combination, or per Sponsor Identity and Application Service Provider Identity combination.
The policy from PCF, Charging characteristics from UDM and message received from UPF are provided to the SMF as reporting conditions for Control Plan triggers. 

Time Limit and Volume Limit defined in the Charging characteristics are provided to the UPF as reporting conditions for User plan triggers. 

After activation of usage reporting in UPF:

-
Reporting triggered by reporting conditions.

-
Reporting triggered by on demand request from the SMF, e.g. control plane triggers in the SMF are matched. 

After activation of usage reporting in SMF
-
Reporting triggered by reporting conditions of Control Plan triggers in the SMF are matched
-
Reporting triggered by the reporting from UPF, e.g. reporting conditions of User Plan triggers in the UPF are matched.

SMF combines the charging information from the UPF and SMF when the usage reporting in SMF is active.
5.3.4.1.3
Online Charging

The distributed Charging Trigger Function(CTF) is located in the SMF (ADC) and UPF(AMC). The SMF is in charge of enforcing policy activated by PCF and interaction with OCS for online charging based on the policy from PCF.

The SMF requests quota from the OCS according to policy activated by PCF. The SMF can request quota at PDU session establishment or during a PDU session. The Quota Management only operates on per charging key basis, i.e. the SMF requests a quota for each charging key.

For quota management and usage reporting, the SMF generates rules information for accounting and reporting, which indicates the flow sets counted for reporting, and generates measurement threshold based on the provision from the OCS. 
Editor’s Note: The interaction between the SMF and UPF (N4 Reference point) specified by SA2 will need to be considered. 

The measurement threshold is created for each quota. The SMF associates the packet detection information and measurement threshold. And the SMF is responsible for the mapping between packet detection information and the policy. The SMF provides the packet detection information, measurement threshold and the association the UPF. Due to multiple policies from PCF may share the same charging key for which one quota is assigned, whereas reporting may be at higher granularity if serviced identifier level reporting is used, one measurement threshold may be associated with several packet detection information.

The following information is provided to the UPF with the measurement threshold: 

-
quota consumption time

-
quota holding time

-
quota threshold 

-
tariff time change. 

The UPF consumes quota according to the measurement threshold and collects the usage information. Data volumes on both the uplink and downlink directions can be counted separately based on requirement from the SMF.
The SMF reports quota usage information to the OCS when triggers are matched. The triggers provided by the OCS will be distributed between the SMF (Control Plan triggers) and UPF (user plan triggers)

After activation of usage reporting in UPF:

-
Reporting triggered by the measurement threshold.

-
Reporting triggered by on demand request from the SMF, e.g. control plane triggers are matched or re-authorization is triggered by the OCS. 

After activation of usage reporting in SMF:
-
Reporting triggered by reporting conditions of Control Plan triggers in the SMF are matched
-
Reporting triggered by the reporting from UPF

SMF combines the charging information from the UPF and SMF when the usage reporting in SMF is active.
The SMF may provide the Unused Quota timer to the UPF for online charging session optimization.
Reporting for online from the UPF may block traffic because of no quota, otherwise, reporting for offline never block traffic. So, the SMF needs to provide indicator for the UPF to distinguish reporting between online and offline.
5.3.4.2

Solution#3.2: PDU session charging – counts in BP/UL CL UPF only  
5.3.4.2.1
Architecture description
The charging information collection for a PDU session with UPF Branching Point or UL Classifier inserted in the data path, and this UPF enforced for the whole traffic counts, can be achieved by charging domain interfacing the SMF, as described per Figure 5.1.4.1.1.1, with the additional details in Figure 5.3.4.2.1.1.  
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Figure 5.3.4.2.1.1: Charging domain interfacing the SMF - multiple PDU session anchors with BP or UL CL UPF
5.3.4.2.2
Procedure description

The following figure 5.3.4.2.2.1 describes a PDU session establishment with a Branching Point (BP) or an Uplink Classifier (UL CL) UPF inserted by the SMF, with this UPF selected as the single point of measurement for charging (i.e. counts for the whole traffic for this PDU session). The message flow is based on clause 4.3.5.2a TS 23.502 [6] adapted to reflect UPF BP/UL CL insertion at PDU session establishment: 
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Figure 5.3.4.2.2.1: PDU session establishment with BP or UL CL UPF as single point of traffic measurement 
1.
UE establishes a PDU Session.

A. A charging session is created for this PDU session. 

2.  The SMF decides two PDU session anchors are needed to support different access to the same DN, with a BP or an UL CL inserted in the path, and establishes the PDU session anchor UPF1. 

3. The SMF establishes the PDU session anchor UPF2.

4. The SMF inserts the UPF provided with the Branching Point or UL CL functionalities in the data path. In case UL CL the SMF provides traffic filters indicating what traffic shall be forwarded towards UPF1 and UPF2 respectively. The SMF also decides this UPF as the single point of measurement for charging (i.e. counts for the whole traffic for this PDU session).
5.
The SMF updates the UPF1 and UPF2 with UPF -UL CL CN Tunnel Info for the downlink traffic. 

B.
The Charging session is updated due to the data path for DL traffic from UPF1 and UPF2 to UPF BP/CL UL is established.  

6.
The PDU session establishment is accepted

7. 
AMF- RAN interaction for AN resource setup, (R)AN and UPF BP/UL CL tunnels information exchange.  

8. 
The SMF updates the UPF BP/UL CL with AN tunnel info for the downlink traffic. 

C.
The Charging session is updated due to the data path for UL traffic UPF1 and UPF2 via UPF BP/CL UL is established.  

UPF BP/UL CL is the single point for counts associated to UL/DL traffic to/from UPF1, and counts associated to UL/DL traffic to/from UPF2.

In which step(s) of the scenario the SMF needs to interact with the charging domain will be determined during the normative phase.

Editor's Note:
full description is ffs as it is dependent on TS 23.502 [6] completion for the description of PDU session establishment with BP/UL CL.

5.3.4.3

Solution#3.3: PDU session charging – counts in two UPFs – single CH session    
5.3.4.3.1
Architecture description
The same architecture as per clause 5.3.4.2.1 applies. 

5.3.4.3.2
Procedure description
The following figure 5.3.4.3.2.1 describes a PDU session establishment with a Branching Point (BP) or an Uplink Classifier (UL CL) UPF inserted by the SMF, with two UPFs selected as points of measurement for charging: UPF BP/UL CL for UL/DL traffic to/from UPF1, and UPF2 for UL/DL traffic to/from UPF2. A single charging session is used for this scenario.

The message flow is based on clause 4.3.5.2a TS 23.502 [6] adapted to reflect UPF BP/UL CL insertion at PDU session establishment: 
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Figure 5.3.4.3.2.1: PDU session establishment with two UPFs for traffic measurement 
1.
UE establishes a PDU Session.

A. A charging session is created for this PDU session. 

[2 to 4].  Same as step 2 to 4 in clause 5.3.4.2.2, except that in step 4 the SMF decides the UPF BP/UL as the point of measurement for charging for traffic through UPF1, and the UPF2 as the point of measurement for charging for traffic through UPF2.
5.
The SMF updates the UPF1 with UPF -UL CL CN Tunnel Info for the downlink traffic. 

B.
The Charging session is updated due to the data path for DL traffic from UPF1 to UPF BP/CL UL is established.  

[6 to 8].  Same as step 6 to 8 in clause 5.3.4.2.2, 

C.
The Charging session is updated due to the data path for UL traffic to UPF1 is established.

D.
The Charging session is updated due to the data path for UL traffic to UPF2 is established.  

In UPF BP/UL CL counts associated to UL/DL traffic to/from UPF1, and in UPF2 counts associated to UL/DL traffic to/from UPF2.

In which step(s) of the scenario the SMF needs to interact with the charging domain will be determined during the normative phase.

Editor's Note:
full description is ffs as it is dependent on TS 23.502 [6] completion for the description of PDU session establishment with BP/UL CL.

5.4
Network Slicing

5.4.1
Description and assumptions

A Network Slice is a logical network that provides specific network capabilities and network characteristics.  Service-specific demands can be satisfied by mapping different services to separate Network Slices. A Network Slice instance (NSI) is a set of Network Function instances and the required resources (e.g. compute, storage and networking resources) which form a deployed Network Slice. 

A single UE can be simultaneously served by one or more Network Slice instances via a 5G-AN. Some Network Function instances, e.g. the AMF instance, can be common to and shared by one or more Network Slice instances serving a UE. Some Network Function instances, e.g. the SMF instance, are tailored to a specific Network Slice instance.

A PDU session can belong to one and only one specific Network Slice instance per PLMN. Different Network Slice instances do not share a PDU session, though different slices may have slice-specific PDU sessions using the same DNN. 
NSSAI is a collection of S-NSSAIs (Single Network Slice Selection Assistance Information). Each S-NSSAI identifies a Network Slice and assists the network in selecting a particular Network Slice instance. The establishment of User Plane connectivity to a Data Network via a Network Slice instance comprises the following two steps:

-
Performing a Registration Management procedure to select a AMF that supports the required Network Slices

-
Establish one or more PDU sessions to the required Data Network via the Network Slice Instance(s).
For more detail of Network Slicing refer to TS 23.501 clause 5.15.
5.4.2
Potential requirements 

The following requirements should be supported for Network Slicing:
-
Online and offline charging 
-
Capability for correlation within one slice.

-
Charging for a single UE served by one or more Network Slice Instances could be:
-
Session based

-
Volume based

-
Time based
-
Volume and time based
-
Event based

5.4.3
Key issues 
5.4.3.1 
Key issue #4.1: Charging for UE served by one or more Network Slice instances
This key issue will look into solutions for charging for a UE served by one or more Network Slice instances 

This study covers the following:

-
Determination of the high-level common architecture to support charging for a UE simultaneously served by multiple NSIs, including the offline and online charging.

-
Determination of which entity/entities are suitable to host the CTF(s)/CDF/CGF for offline charging.

-
Determination of which entity/entities are suitable to host the CTFs for online charging.

5.4.4

Solutions 

5.4.4.1

Solution#4.1: Charging for UE served by one or more Network Slice instances 

5.4.4.1.1
Offline charging 

Figure 5.4.4.1.1.1 to 5.4.4.1.1.3 below depict the overview of high-level offline charging architecture among multiple Network Slice instances.
(1) The Charging Trigger Function (CTF) may be hosted in the NE (e.g. SMF) in each of the Network Slice Instance. The CTF(s) per PDU Session in each NSI are collecting the information pertaining to the chargeable events, assembling this information into matching charging events and sending these charging events towards the CDF. The CDF receives the charging events from the CTF(s) per PDU Session of each NSI via the Rf reference point. It then uses the charging information in the charging events to construct CDRs. Then the CDRs are forwarded to a billing domain for subsequent offline billing processes, through the CGF acting as a gateway between the CDF and the billing domain.
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Figure 5.4.4.1.1.1: the offline charging architecture among multiple Network Slice instances-CTF Sliced

 (2) Both CTF(s) and CDF may be hosted in the NEs in each of the Network Slice Instance
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Figure 5.4.4.1.1.2: the offline charging architecture among multiple Network Slice instances- CTF/CDF Sliced

(3) The CTF(s) and CDF and CGF may be hosted in the NEs in each of the Network Slice Instance.
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Figure 5.4.4.1.1.3: the offline charging architecture among multiple Network Slice instances-CTF/CDF/CTF Sliced

NOTE 1: the offline charging is performed separately on each NSI, i.e., the collection and report of the charging information in one NSI is independent of others.

NOTE 2: charging for a UE served by only one NSI is a special case of a UE served by multiple NSIs.

5.4.4.1.2
Online charging

In the online charging process, the charging information for the network resource usage is collected concurrently with the resource usage in the same fashion as in offline charging. However, authorization for the network resource usage must be obtained by the network before the actual resource usage takes place. In case of a UE served by multiple Network Slice Instances, the credit management for each PDU session in different NSIs should be performed independently. 
Editor’s Note: The details of credit management and reporting mechanism for NSI is ffs. 
5.4.4.1.2.1
Option #1: The online charging system is shared by all the Network Slice instances per PLMN

In this solution, the online charging system is shared by all the network slice instances in a PLMN. Figure 5.4.4.1.2.1.1 depicts the high-level overview of the common online charging system over multiple NSIs without including the OCS in one of Network Slice instances. In this architecture, besides collecting the charging information and forwarding the charging events to the OCF, which is the same as the offline charging, the CTF also extends to support the online charging functions described as TS 32.240[7]. In each NSI, there may be one or more CTFs for generating the charging information. The UE identity such as SUPI, and the NSI identity such as S-NSSAI should be forward to the OCS from CTF in the specific NSI.
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Figure 5.4.4.1.2.1.1: The online charging system shared by all the Network Slice instances per PLMN

5.4.4.1.2.2
Option #2: online charging by instantiating a slice-specific OCF/RF/CGF for each Network Slice instance
In this architecture, multiple OCF/RF/CGF are instantiated in each Network Slice instance serving the UE. The OCF/RF/CGF is slice-specific and designed based on the type of Network Slice.  Figure 5.4.4.1.2.2.1 shows the general deployment architecture for online charging among multiple NSIs by implementing the OCF/RF/CGF in each NSI. The CTF(s) per PDU session are hosted by the NEs (e.g. SMF) in each NSI and the credit management applies for online charging operates on a per NSI basis. If the network operator provides the multiple network slices, the ABMF should be deployed to manage the one UE’s account that shared among multiple NSIs, when the UE accesses the Network Slice Instances.
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Figure 5.4.4.1.2.2.1: online charging by instantiating a slice-specific OCF/RF/CGF for each Network Slice instance
5.5
Network Capability Exposure

5.5.1
Description and assumptions

The services and network capabilities provided by 3GPP can be exposed to the external (e.g. 3rd party) and internal network functions. NEF (Network Exposure Function) is responsible for the network capability exposure and information receiving from other network functions (based on exposed capabilities of other network functions). 

The functionalities of NEF are specified in TS 23.501[5] clause 6.2.5.

-
External exposure can be categorized as Monitoring capability, Provisioning capability, and Policy/Charging capability.
-
Network internal exposure to allow NFs (AMF, PCF and SMF) to share data via service based interfaces.

The detailed description for the external exposure is specified in TS 23.501[5] clause 5.20 and TS 23.502[6] clause 5.3.

Editor's Note: Additional network capability categories can be defined during the study.

5.5.2
Potential requirements 

The following potential charging requirements should be supported for network capability exposure:

-
Online and offline charging;

-
Charging based on the network capability invocation or subscription for the network capabilities exposure; 

Editor’s Note: Charging for network internal exposure is to be confirmed. 

5.5.3
Key issues 
5.5.3.1 
Key issue #5.1: Charging for network capability exposure
This key issue is for study on how to support the external exposure charging for the 3rd parties. 
Solutions for this key issue will study:

-
Which entity/entities in the 5G architecture is suitable to host the CTF(s) for network capability exposure;

-
The suitable charging models, e.g. API based, event based or session based charging models, for external network exposure and network internal exposure;

-
The interaction with charging system including online charging and offline charging system.

5.5.4

Solutions 

5.5.4.1

Solution#5.1: Charging for network capability external exposure 

5.5.4.1.1
Architecture description
The charging information for the network capability external exposure can be collected by NEF, interacting with the charging system, as described in Figure 5.5.4.1.1.1:  
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Figure 5.5.4.1.1.1: Architecture of Charging System interfacing the NEF

Editor's Note: The reference point between NEF and OCS/OFCS are still to be completed.

5.5.4.1.2
Procedure description

The following figure 5.5.4.1.2.1 describes the charging procedure of "Device Trigger" Service, based on clause 5.2.6.1 TS 23.502 [6] description, for External exposure.   
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Figure 5.5.4.1.2.1: "Device Trigger" Service
1. The NEF (Network Exposure Function) receives a Device Trigger Request message and checks whether the Application is authorised to send the Device Trigger based on the requester Identifier.

A. The NEF requests the Online charging system for checking whether the requester has enough quota or rate of trigger submission

2. The NEF invokes the "Get Subscriber Serving NF (External Identifier or MSISDN, NF type)" service provided by the UDM.

3. The NEF sends the Device Trigger Request to the AMF.

4. The AMF sends the Device Trigger Request to the UE.

5. The NEF receives the Device Trigger Response from the AMF.

6. The NEF sends the Device Trigger Response to the Application Server.

B. The NEF reports the charging information for the Device trigger to charging System.
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