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[bookmark: _Toc22459009]Foreword
This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).
The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:
Version x.y.z
where:
x	the first digit:
1	presented to TSG for information;
2	presented to TSG for approval;
3	or greater indicates TSG approved document under change control.
y	the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.
z	the third digit is incremented when editorial only changes have been incorporated in the document.
In the present document, certain modal verbs have the following meanings:
shall		indicates a mandatory requirement to do something
shall not	indicates an interdiction (prohibition) to do something
NOTE 1:	The constructions "shall" and "shall not" are confined to the context of normative provisions, and do not appear in Technical Reports.
NOTE 2:	The constructions "must" and "must not" are not used as substitutes for "shall" and "shall not". Their use is avoided insofar as possible, and they are not used in a normative context except in a direct citation from an external, referenced, non-3GPP document, or so as to maintain continuity of style when extending or modifying the provisions of such a referenced document.
should		indicates a recommendation to do something
should not	indicates a recommendation not to do something
may		indicates permission to do something
need not	indicates permission not to do something
NOTE 3:	The construction "may not" is ambiguous and is not used in normative elements. The unambiguous constructions "might not" or "shall not" are used instead, depending upon the meaning intended.
can		indicates that something is possible
cannot		indicates that something is impossible
NOTE 4:	The constructions "can" and "cannot" shall not to be used as substitutes for "may" and "need not".
will		indicates that something is certain or expected to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
will not		indicates that something is certain or expected not to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
might	indicates a likelihood that something will happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
might not	indicates a likelihood that something will not happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
In addition:
is	(or any other verb in the indicative mood) indicates a statement of fact
is not	(or any other negative verb in the indicative mood) indicates a statement of fact
NOTE 5:	The constructions "is" and "is not" do not indicate requirements.
[bookmark: _Toc22459010]Introduction
The present document describes closed loop assurance solution enabling a service provider or an operator to continuously deliver the requested level of communication service quality to the customer and is part of a TS-family covering the 3rd Generation Partnership Project Technical Specification Group Services and System Aspects Management and orchestration of networks, as identified below:
TS 28.535: Management Services for Communication Service Assurance; Requirements
TS 28.536: Management Services for Communication Service Assurance; Stage 2 and stage 3
The solution described builds upon the management services specifications as identified below:
TS 28.530: Management and orchestration; Concepts, use cases and requirements
TS 28.533: Management and orchestration; Architecture framework.
TS 28.532: Management and orchestration; Management services.
TS 28.540: Management and orchestration; 5G Network Resource Model (NRM); Stage 1
TS 28.541: Management and orchestration; 5G Network Resource Model (NRM); Stage 2 and stage 3
TS 28.531: Management and orchestration; Provisioning.
TS 28.545: Management and orchestration; Fault Supervision (FS)
TS 28.550: Management and orchestration; Performance assurance
TS 28.552: Management and orchestration; 5G performance measurements
TS 28.554: Management and orchestration; 5G End to end Key Performance Indicators (KPI).

[bookmark: _Toc22459011]
1	Scope
[bookmark: _Hlk20239136]The present document describes, concepts and background, and specifies use cases and requirements for closed loop communication service assurance solution that adjusts and optimizes the services provided by NG-RAN and 5GC.

[bookmark: _Toc22459012]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TR 22.261: "Service requirements for next generation new services and markets"

[bookmark: _Toc22459013]3	Definitions of terms, symbols and abbreviations
[bookmark: _Toc22459014]3.1	Terms
For the purposes of the present document, the terms given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
example: text used to clarify abstract rules by applying them literally.
[bookmark: _Toc22459015]3.2	Symbols
For the purposes of the present document, the following symbols apply:
<symbol>	<Explanation>

[bookmark: _Toc22459016]3.3	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
CS	Communication Service
CSI	Communication Service Instance
SLA	Service Level agreement
SLS	Service Level Specification

[bookmark: historyclause]


[bookmark: _Toc22459017]4 	Concepts and background

Editor’s Note: the following concepts are amongst others to be described in this clause, lifecycle of a communication service, service level specification, management control loop, interface/management services, 
[bookmark: _Toc22459018]4.1	Lifecycle of a communication service
Communication service assurance applies to different phases in the life of a communication service instance (CSI), a CSI goes through the following lifecycle phases; preparation, commissioning, operation and decommissioning.
- Preparation phase: 
Providing a CSI starts with preparation, which includes communication service design, pre-planning, feasibility check, i.e., checking the attainable communication service quality from both resource and service aspects, negotiation of the communication service attributes, preparing communication service and network requirements derived from SLA. 
- CSI commissioning phase: 
Once the CSI is prepared, it can be established by converting the communication service requirement for the CSI to network requirements (interaction and use of NF resources including RAN, CN) and creation of the CSI. When the CSI is created, it is deployed on the network resources and ready to be used by the communication service consumers (subscribers, UEs). Before allowing the maximum agreed number of communication service consumers to use the CSI a communication service assurance control loop is deployed to allow the network to converge to a state where the communication service assurance is stable and within the boundaries of the SLS. The assurance control loop learns the communication service behaviour during an initial deployment or trail phase.  
- CSI operation phase: 
After the commissioning phase, the CSI is activated for use of all communication service consumers (subscribers, UEs) that are allowed to use the communication service. The initial deployment or trail phase for the training of the communication service assurance algorithms has entered the operation phase. An activated CSI allows run-time operation of the communication service, e.g., quality of experience assurance, quality of service assurance. The optimization of CSI utilization may continue during the operation phase of the CSI.
- CSI decommissioning phase: 
When the CSI is no longer needed, after being de-activated, the lifecycle of the CSI ends with CSI termination. 


Figure 4.1.1 Lifecycle of a communication service instance
[bookmark: _Toc22459019]4.2	Management control loops
Editor’s Note: this clause describes the concept of management control loops for communication service assurance and describes the relations with other management and managed entities. 

[bookmark: _Toc22459020]5 	Business level use cases and requirements
[bookmark: _Toc22459021]5.1	Use cases
[bookmark: _Toc22459022]5.1.1	Communication service assurance
The CSP wants to meet the CSC expectations on automation as well as internal goals on CAPEX and OPEX efficiency.
The CSP has access to capabilities, procedures and tools that can address both CAPEX and OPEX in the provisioning and management of communication services to their customers (CSC). The CSC expects the CSP to offer a variety of communication services including business critical communication services that allow the CSC (e.g. Enterprise) to run their applications in a predictable manner [2]. Hence automation of the on-boarding of the CSC application, which will use communication services provided by the CSP, on a 5GS, is a requirement to meet the following needs:
- reduce the complexity for a CSC application to be on-boarded on a 5GS. 
- improve the network performance over time, based on predicting communication service behaviour
- reduce the cost ownership through automation
During the operation of the communication service the CSP provides assurance of service quality expectation and CSP meets the CSC expectations on automation as well as internal goals on CAPEX and OPEX efficiency.
[bookmark: _Toc22459023]5.1.2	Requirements
REQ-CSA_CSA-FUN-01 The CSP shall be able to provide a statement of CS service requirements to a 5GS and receive capability information about these from the 5GS.REQ-CSA_CSA-FUN-03 The 5GS shall have the capabilities to monitor, and report to CSP the fulfilment of committed CS requirements and actions taken to adjust for deviations.
REQ-CSA_CSA-FUN-03 The 5GS shall have the capabilities to monitor and report to CSP actions taken to adjust deviations on committed CS requirements.
REQ-CSA_CSA-FUN-04 The 5GS shall have the capability to provide in-operation assurance of service quality expectation.
REQ-CSA_CSA-FUN-04 The 5GS shall have the capability to ensure the service quality requirements during the service operations.
Editor’s Note: The specification level requirements on OAM are for FFS.

[bookmark: _Toc22459024]6 	Specification level use cases and requirements
[bookmark: _Toc22459025]6.1	Use cases
Editor’s Note: use cases are documented as flat list clauses with one use case per clause until a structure appears, then the use cases may be grouped. Each use case is documented using the use case template 
[bookmark: _Toc22459026]6.1.1	<Name of use case>
[bookmark: _Toc22459027]6.2	Requirements
[bookmark: _GoBack]Editor’s Note: requirements are documented as a flat list until a structure appears then the requirements may be grouped.
[bookmark: _Toc22459028]
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