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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.
Introduction

The management of the 3GPP network is provided by management services.  The service based architecture and interfaces support various management services of vastly different requirements on network configuration, network performance, and network fault supervision. The 3GPP network management architecture evolves supporting operators’ design and management of their service oriented networks. 

1
Scope

The present document defines the network management and orchestration architecture for 3GPP networks including network slicing. The use cases and requirements are specified in TS 28.530 [3].
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
3GPP TS 32.101: "Telecommunication management; Principles and high level requirements"

[3]

3GPP TS 28.530: "Management and orchestration of networks and network slicing; Concepts, use cases and requirements"

[4]
3GPP TS 28.541 "Management and orchestration of networks and network slicing; NR and NG-RAN Network Resource Model (NRM); Stage 2 and stage 3"
[5]
3GPP TS 28.543 "Management and orchestration of networks and network slicing; 5G Core Network (5GC) Network Resource Model (NRM); Stage 2 and stage 3"
[6]
3GPP TS 28.546 "Management and orchestration of networks and network slicing; Fault Supervision (FS); Stage 2 and stage 3"
[7]
3GPP TS 28.552 "Management and orchestration of networks and network slicing; NR and NG-RAN performance measurements and assurance data" 

[8]
3GPP TS 28.553 "Management and orchestration of networks and network slicing; 5G Core Network (5GC) performance measurements and assurance data"
[9]
3GPP TS 28.554 "Management and orchestration of networks and network slicing; 5G End to end Key Performance Indicators (KPI), performance measurements and assurance data"
[10]
3GPP TS 32.425 "Telecommunication management; Performance Management (PM); Performance measurements Evolved Universal Terrestrial Radio Access Network (E-UTRAN)"
[11]
3GPP TS 28.531 Management and orchestration of networks and network slicing; Provisioning; Stage 1
[12]
3GPP TS 28.532 Management and orchestration of networks and network slicing; Provisioning; Stage 2 and stage 3
3
Definitions, symbols and abbreviations
3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
Exposure governance management function: Management Function entity with the role of management service exposure governance.

3.2
Symbols

For the purposes of the present document, the following symbols apply:

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
EGMF
Exposure Governance Management Function

4
Management framework

4.1
Overview

4.2
Management services

A management service offers management capabilities. These management capabilities are accessed by management service consumers via standardized service interface composed of individually specified management service components.
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Figure 4.2.1: Management Service

A management service may contain the combination of the following:

1)
management service component type A and management service component type B

2)
management service component type A, management service component type B and management service component type C.

An example of showing relation of Management service and related management service component type A, type B and type C is as below:


[image: image4]
Figure 4.2.2: Example of Management Service and component type A, B and C

4.3
Management service components
A management service combines elements of management service component type A, B and C. The management service components are combined to allow a management service consumer to interact with a management service producer via a specified service interface. 
4.3.1
Management service component type A 
Management service component type A is a group of management operations and/or notifications agnostic of managed entities.

4.3.2
Management information 
4.3.2.1
Management service component type B 

Management service component type B is the management information represented by information model of managed entities.

Management service component type B includes the following models:

1) Network resource model for NG-RAN and NR as defined in TS 28.541 [4] 

2) Network resource model for 5GC as defined in TS 28.543 [5].
3) Network slice information model as defined in TS 28.532 [12]

4) Network slice subnet information model as defined in TS 28.532 [12]
Editor’s Note: more other models belong to type B is to be added later.
4.3.2.2
Management service component type C 

Management service component type C is performance information of the managed entity and fault information of the managed entity.

Management service component type C includes the following information:

1. Alarm information as defined in TS 28.546 [6].

2. Performance data as defined in TS 28.552 [7], 28.553 [8], 28.554 [9] and 32.425 [10].

Editor’s Note: management service component type C could be merged with Management service component type B.

Editor’s Note: the MDT data will be decided later.

Editor’s Note: more management information belonging to type C is to be added later.
4.4
Aggregation of management service components
4.5
Management capability exposure governance

Management capability exposure governance provides exposure governance on basic elements of management function service based interface:

1)
Management service component type A
2)
Management service component type B
3)
Management service component type C
As described in Figure 4.y.1-1, when there is a Management Service A exposure without exposure governance, Management Service A’ Consumer can access all management capability offered by Management Service A’ Producer. 

When Management Service A is exposed with applied exposure governance it becomes Management Service A’. Management Service A’ Consumer can access Management Service A’ after following steps:

· Management Service A, exposed by Management Service A’ Producer, is consumed by Management Service A’ Consumer;

· Management Service B, exposed by Management Service B Producer, is consumed by Operator who applies exposure governance on exposed Management Service A

· Management Service A’ Producer produces Management Service A

The Management Service A’ Consumer, that consumes Management Service A, the Management Service B and Management Service A’ Producer, that produces Management Service B (with management capability exposure governance) and Management Service A, can be represented as one management function entity (e.g. EGMF).
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Figure 4.5.1: Management capability exposure governance applied on exposed Management Service A

4.6
Management Function (MF) Concept

A Management Function (MF) is a management entity whose externally-observable behaviour and interfaces are specified by 3GPP.

In the service-based management architecture MF plays the role of either Management Service producer or Management Service consumer. A Management Service produced by MF may have multiple consumers. The MF may consume multiple Management Services from one or multiple Management Service producers. An example of MF playing both roles (Management Service producer and consumer) illustrated in the figure 4.6.1 below.
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Figure 4.6.1: Example of Management Function and Management Services
Management Functions may interact by consuming Management Services produced by other Management Functions. The figure 4.6.2 below illustrates multiple scenarios:

-
MF1 produces Management Service MnS-a;

-
MF2 consumes Management Service MnS-a produced by MF1 and produces Management Services MnS-b and MnS-c;

-
MF3 produces Management Service MnS-c;

-
MF4 consumes Management Service MnS-b produced by the MF2;

-
MF5 consumes Management Services MnS-c produced by the MF2 and MF3, and in turn produces the same Management Service MnS-c. The behaviour of MF5 may be seen as aggregation of Management Services MnS-c.
@startuml

skinparam monochrome true

skinparam shadowing false

rectangle "MF1" as mf1

rectangle "MF2" as mf2

rectangle "MF3" as mf3

rectangle "MF4" as mf4

rectangle "MF5" as mf5

rectangle "MF6" as mf6

mf1 "MnS-a" -0)- mf2

mf2 "MnS-b" -0)- mf4

mf2 "MnS-c" -0)- mf5

mf3 "MnS-c" -0)- mf5

mf5 "MnS-c" -0)- mf6

@enduml
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Figure 4.6.2: An example of interactions between Management Functions
NOTE: The concrete MF is left for implementation and out of scope of 3GPP standardization.
5
Architecture reference model

5.1
General concepts

5.1.1
Interactions between management service producer and management service consumer 
The interactions between the management service producer and management service consumer follows one of the two following paradigms:

-
"Request-response": A management service producer is requested by a management service consumer to invoke an operation, which either performs an action or provides information or both. The management service producer provides response based on the request by management service consumer. 
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Figure 5.1.1.1: Request-response communication paradigm
· - “Subscribe-notify”: A management service consumer requests a management service producer to establish a subscription to receive network events via notifications, under the filter constraint specified in this operation.  
Subscriptions can be created also by other means than by using such operation.
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Figure 5.1.1.2: Subscribe-notify communication paradigm

NOTE: Example of a common aspect applicable to all management services is the use of notifications. For a management service to use notifications the management service consumer needs a subscription to notifications it is interested in. The management service consumer requests the creation of a subscription by sending a subscribe operation to the management service producer. To cancel a subscription the consumer sends an unsubscribe operation to the producer. 

5.2
Management interactions with NFV MANO
3GPP management system shall be capable to consume to NFV MANO interface (e.g. Os-Ma-nfvo, Ve-Vnfm-em and Ve-Vnfm-vnf reference points). 

Producer of management services can consume management interfaces provided by NFV MANO for following purposes:

-
NS LCM.
-
LCM VNF, PM, FM, CM on resources supporting VNF.
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Annex B (informative):
Example of deployment model
B.1
Utilization of Management services in network and subnet layers

To deploy management and orchestration system for 5G network and network slice, management system can follow network and network slice management model, subnetwork and network slice subnet management model, and network function management model. As an example, management models are shown in Figure B.1.1, management services in each management model. 
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Figure Annex B.1.1: Example management layers in layered management model
Editor’s Note: The service names in figure will be revisited. 

B.2
Utilization of management services in network function management model. 
This subclause describes the network function management model in the example of management services deployment. In case that a deployment requires management service in NF management model, management services in NF management model can provide specific management capability for NFs to authorized management service consumer through service based interface. 

NF management function is an execution entity to provide NF Management services in NF management model. NF Management function (NFMF) may manage more than one network functions. 
NF management function for multiple managed network functions as shown in Figure B.2.1 provides: 

- Management services exposure; and,

- Data governance for management service exposure.
NOTE 1: One example of a management object with multiple management services is NF pooling design. Another example of a management object with this multiple NF management services is 5G Core control plane.

NOTE 2: NF management function can behave as consumer to ETSI ISG NFV MANO interfaces (e.g. Ve-Vnfm-em interface exposed by VNFM).
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Figure B.2.1: Example NF management function layer structure

As shown in Figure B.2.1, an example of NF management function model structure is given. Exposure governance management function (EGMF) shown in Figure B.2.1 is management function in network function model with the role of management service exposure governance (i.e. abstraction, simplification, filtering, etc.). When multiple NF management services are exposed to network management, the particular group of multiple NF management services can be represented by a set of NF management services. This set of NF management services are exposed as a bulk NF management service, by NF management function. Additional management service abstraction may be needed based on NF management services because of lack of trust relationship between management service provider/consumer cannot address management services to build a global view of subnet or meaningful management purposes.
B.3
Utilization of Exposure Governance Management Function (EGMF)
Exposure Governance Management Function (EGMF) offers following management capability (Figure B.3.1):

-
Exposure governance

NOTE: details of EGMF management capability exposure governance is FFS.
In Figure B.3.1, EGMF produces exposure governance management capability that operators can apply on Management Function (MF) 1 MS for exposing different derivation of MF 1 MS to:

-
MF 2 (e.g. from another Operator) and 
-
3rd party (e.g. from Vertical industry).
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Figure B.3.1: Management service (MS) exposed through Exposure Governance Management Function (EGMF)
B.4
Interface to NFV-MANO

In this deployment scenario the providers of the NSS related management services and NF related management services are also consuming the management interfaces provided by the NFV-MANO:

· VNF PM, FM and LCM 
· NS PM, FM and LCM 
These interfaces are provided via the Os-Ma-nfvo and the Ve-Vnfm-em reference points as specified in the following specifications;
-
Configuration Management (CM): TS 28.510, TS 28.511, TS 28.512, TS 28.513,
-
Fault Management (FM): TS 28.515, TS 28.516, TS 28.517, TS 28.518,
-
Performance Management (PM): TS 28.520, TS 28.521, TS 28.522, TS 28.523,
-
Life Cycle Management (LCM): TS 28.525, TS 28.526, TS 28.527, TS 28.528.
Editor’s Note: The references to the NFV related 28.5xx specifications should be revisited after they are updated to match the SBA concept.
In this deployment scenario; 

-
the entity denoted as NSSMF (NSS Management Function), is capable of consuming the VNF LCM and NS LCM related services provided by the NFV-MANO (NFVO). Same entity is also a provider of the NSS related management services.

-
the entity denoted as NFMF (NF Management Function), is capable of application level management of VNFs and PNFs and is a producer of the NF Provisioning service that includes Configuration Management (CM), Fault Management (FM) and Performance Management. Same entity is consumer of the NF Provisioning service produced by VNFs and PNFs.
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Figure B.5.1 The deployment scenario for NSSI management with interface to NFV-MANO

The use case Network slice subnet instance creation in the clause 5.1.2 of the TS 28.531 [11] shows example of interaction between 

-
the consumer of the NSS related management services (e.g. NSS provisioning service) and the NSSMF as the provider of the NSS related management services.

- 
the NSSMF and the NFMF
and also, the interaction between; 
-
the NSSMF and the NFV-MANO,
-
the NFMF and the NFV-MANO
Editor’s Note: it is FFS whether the interface between the VNF and the VIM should be shown in the diagram at the Figure B.4.1

Editor’s Note: It is FFS whether the case when the NFMF is integrated with the VNF (PNF), should be considered a separated deployment scenario 

Editor’s Note: it is FFS whether this deployment scenario enables other NFV-MANO-related use cases in clause 5.1

Annex C (informative):
Functional management architecture
The management services for 5G network and network slicing may be produced by a set of functional blocks. This annex shows an example of such deployment scenario where functional blocks (such as NSMF, NSSMF, NFMF and CSMF) are producing and consuming various management services. 
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Figure C.1 Example of functional management architecture

In this deployment example, 

-
NFMF (Network Function Management Function) provides the management services for one or more NF and may consume some management services produced by other functional blocks.

-
The NF provides some management services, for example the NF performance management services, NF configuration management services and NF fault supervision services.
-
NSSMF provides the management services for one or more NSSI and may consume some management services produced by other functional blocks.
-
NSMF provides the management services for one or more NSI and may consume some management services produced by other functional blocks. 
-
CSMF consumes the management service(s) provided by the other functional blocks. This deployment example does not illustrate what management services the CSMF consumes.
-
One functional block may consume the management service(s) provided by another functional block, depending on the management scope of the functional block(s). The scope may be expressed in the terms of Management Service Components (see clause 4.3).

Editor’s Note: it is FFS that if other deployment examples based on the functional blocks are needed.

Annex D (informative):
Management Data Analytics Service (MDAS)A management data analytics service (MDAS) provides data analytics of different network related parameters including for example load level and/or resource utilisation. For example, the MDAS for a network function (NF) can collect the NF’s load related performance data, e.g., resource usage status in the NF. The analysis of the collected data may provide forecast of resource usage information in a predefined future time. This analysis may also recommend appropriate actions e.g., scaling of resources, admission control, load balancing of traffic, etc.

A MDAS for a network slice subnet provides NSS related data analytics. The service may consume corresponding MDAS from its constituent NFs’ MDAS. The NSS MDAS may further classify or shape the data in different useful categories and analyse them for different network slice subnet management needs (e.g., scaling, admission control of the constituent NFs etc.). If an NSSI is composed of multiple other NSSIs, the NSS MDAS acts as a consumer of MDAS of the constituent NSSIs for further analysis e.g., resource usage prediction, failure prediction in a NSSI, etc.

A MDAS for a network slice (NS) provides NS related data analytics. The service may consume corresponding MDAS from its constituent NSS’MDAS. The NS MDAS may further classify or shape the data in different useful categories according to different customer needs, e.g., slice load, constituent NSS load of the NS, communication service loads. This data can be used for further analysis e.g., resource usage prediction, failure prediction in an NSI, etc. 
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