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Foreword

This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

1
Scope

The present document studies and evaluates possible enhancements of Public Warning System(ePWS) to address the following objectives:
-
to develop stage 2 specifications to support stage 1 requirements on ePWS as follows 
1)
Specify how to support the language-independent contents (e.g. non-text based icon or image mapping to a disaster). In detail, this is to specify how to map the disaster by using symbols or images so that users can recognize the disaster in their screens. (It is a useful scenario for foreigners who do not know languages.) 
2)
Specify how to support UEs with no user interface or UEs with a user interface that is incapable of displaying text based warning notification. In detail, there is a specific requirement on UEs with no user interface or UEs with a user interface that can not display a text based warning notification. UEs with no user interface can be IoT device and it was intended that the device performs some dedicated actions when the warning notification is received.
3)
Specify how to support relay functionality for providing warning notification.
-
to develop stage 3 specifications to support stage 1 requirements on ePWS.
No new functionality for US WEA and Japan ETWS will be introduced.

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
3GPP TS 22.268: "Public Warning System (PWS) requirements".
[3]
3GPP TS 23.041: "Technical realization of Cell Broadcast Service (CBS)".
[4]
3GPP TS 23.038: "Alphabets and language-specific information".
3
Definitions and abbreviations
Delete from the above heading those words which are not applicable.

Clause numbering depends on applicability and should be renumbered accordingly.

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

Definition format (Normal)

<defined term>: <definition>.

example: text used to clarify abstract rules by applying them literally.

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

Abbreviation format (EW)

<ACRONYM>
<Explanation>

4
Stage 2 Requirements for enhancements of Public Warning System 
Enhancements of Public Warning System as specified in 3GPP TS 22.268[2] define the behaviours of UEs with no user interface (e.g. IoT) or with a user interface incapable of displaying text based on Warning Notification. In addition, enhancements of Public Warning System provided requirements for the improvement of understanding the Warning Notification and requirements for the relay functionality. In order to support the above requirements, PWS messages should also supplement the current PWS content with additional contents and the relay functionality should be provided.
The following requirements shall be considered for enhancements of Public Warning System:

-
The enhanced Public Warning System shall support enabling a UE used by a human and supporting enhanced PWS to identify specific warning message based on the information that can be mapped to an event or a disaster and render it to the user in UE implementation specific manner.
-
The enhanced Public Warning System shall support enabling the IoT UE supporting enhanced PWS to identify information that can be mapped to an event or a disaster and perform a UE implementation-specific action associated with the information.

-
The UE supporting enhanced PWS and supporting the relay functionality for warning notification shall be capable of receiving a warning message that is transmitted from a UE that supports acting as a relay for enhanced PWS.

-
The UE supporting enhanced PWS and supporting acting as a relay for enhanced PWS shall be capable of forwarding warning messages. 

5
Key issues  
5.1
Key Issue #1: Supporting language-independent contents for events or disasters in warning messages
5.1.1
General description
In order to improve the understandability of warning messages, it is needed to indicate events or disasters in the warning message in the form of language-independent contents.
For this key issue, the following aspects need to be studied at least:
-
How to enable indicating the events or disasters in the warning message in the form of language-independent contents.
5.2
Key Issue #2: Identification of the type of event or disaster in the warning message for IoT devices

5.2.1
General description
The IoT UE needs to identify the type of event or disaster so that it performs a UE implementation-specific action associated with the information. 
For this key issue the following aspects need to be studied at least:
-
How the IoT UE can identify the type of event or disaster in the warning message.
5.3
Key Issue #3: Supporting relay functionality

5.3.1
General description
5.3.1.1
Support for receiving relayed warning messages
The remote UE supporting enhanced PWS may be capable of receiving a warning message that is transmitted from a UE that supports acting as a relay for enhanced PWS. 
For this key issue the following aspects need to be studied at least:
-
How does the remote UE receive a warning message that is transmitted from a UE that supports acting as a relay for enhanced PWS.

5.3.1.2
Support for acting as a relay for warning messages
The UE supporting enhanced PWS and supporting acting as a relay for enhanced PWS shall be capable of forwarding warning messages which are received from the network.
For this key issue the following aspects need to be studied at least:
-
How the UE supporting enhanced PWS and supporting acting as a relay for enhanced PWS can forward warning messages which are received from the network.
6
Possible solution for enhancements of Public Warning System 
6.1
Solution #1: Supporting language-independent contents for events or disasters in warning messages
6.1.1
Solution overview

6.1.1.1
Solution based on UCS2
GSM 7 bit default alphabet and UCS2 character set can be used for the warning message contents as specified in TS 23.038[4]. UCS2 character set already includes some symbols such as fire and cyclone which can be used for the purpose of ePWS. Table 6.1.1 shows the examples of events or disasters which can be globally used in the public warning messages. If the relevant symbols are defined in the UCS2, then the symbols can be utilized in the warning message without additional change in 3GPP. Therefore, the symbols need to be defined in the UCS2 so that 3GPP can use the symbols based on UCS2 (defining the symbols in UCS2 is out of scope of 3GPP). So, it is proposed to add a description in the 3GPP specification that new symbols in the UCS2 which are newly standardised for the public warning can be used for the symbols in the public warning message.

Table 6.1.1: Examples of UCS2 codes available for public warning message
	Type
	Code
	Figure

	Fire
	U+1F525
	🔥

	Cyclone
	U+1F300
	🌀


Editor’s note: More items can be added in the table according to further investigation.

Table 6.1.2: Language-independent contents to be defined for public warning message in UCS2

	Type
	Figure

	Flood
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	Earthquake
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Editor’s note: More items can be added in the table according to further investigation.

6.1.1.2
Solution based on message identifier
In order to indicate the events or disasters, it is proposed to use new message identifiers from the reserved range of the message identifier which is specified in 3GPP TS 23.041[3]. Among the message identifiers, each message identifier is assigned to an event or disaster type. For example, fire is 4400 and flood is 4401.
6.1.2
Impacts on existing nodes and functionality

Both solutions have impacts on the network and the UE. 
6.1.3
Solution evaluation

Editor’s note: Text is to be added.

6.2
Solution #2: Identifying the type of event or disaster in the warning message for IoT devices
6.2.1
Solution overview

In order for the IoT UE to understand whether the warning message is applicable for the IoT UE, it is proposed to assign new message identifiers for IoT UEs from the reserved range of message identifiers. 

In order for the IoT UE to identify the type of event or disaster, the following 2 alternatives can be applied. 

1) Among the message identifiers for IoT UEs, each message identifier is assigned to an event or disaster type. For example, fire is 4400 and flood is 4401. 

2) A reserved area in the warning message content or a parameter in the warning message can be used for indicating the type of event or disaster.

Based on the message identifiers, the IoT UE can identify whether the warning message is for the IoT UE and identify a specific type of event or disaster uniquely. If a received message identifier is not for the IoT UE, the IoT UE discards the warning message. 

Editor’s note: It is FFS whether different message identifiers for different warning levels are needed.

Editor’s note: It is FFS whether this solution and the solution for supporting language-independent contents can be combined into one solution.
6.2.2
Message Identifier

As defined in TS 23.041[3], the message identifiers are used from the range 4352 – 6399 (1100 hex – 18FF hex) for Public Warning System. Table 6.x.2-1 shows the message identifiers which are reserved for future versions of PWS and they are captured from the use/application of the Message Identifier in TS 23.041.

Table 6.x.2-1: Reserved message identifiers

	Decimal
	Hex
	Meaning

	4360 – 4369
	1108 - 1111
	Intended for standardization in future versions of this document. These values shall not be transmitted by networks that are compliant to this version this document. If a Message Identifier from this range is in the "search list", the ME shall attempt to receive this CBS message.

	4400 – 6399
	1130 – 18FF
	Intended as PWS range in future versions of the present document.
These values shall not be transmitted by networks that are compliant to this version of this document. If a Message Identifier from this range is in the "search list", the ME shall attempt to receive this CBS message.


6.2.3
Impacts on existing nodes and functionality

The solution has impacts to the network and the UE. The UE needs to identify the new message identifiers for IoT UEs and provide the UE implementation-specific action associated with the type of event or disaster.
Editor’s note: Further impacts might be needed due to SA3 evaluation.
6.2.4
Solution evaluation

Editor’s note: Text is to be added.








7
Conclusions and recommendations

7.1
Solutions for enhancements of Public Warning System
Editor’s note: This subclause should contain the solution(s) proposed for an enhancements of Public Warning System feature.

7.2
Recommendations
Editor’s note: This subclause should contain conclusions and recommendations. 
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