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Draft Work Item Description for the extension of GSM03.48

Introduction

This work item specifies work proposed to be carried out to extend GSM03.48 for:

· Support of Public Key encryption / decryption / signing / validation.

· Support of additional bearers

· Addition of the ability to issue a 3GPP 31.111 style REFRESH command.

· Addition of the ability to initiate a SIM application.

1

3GPP Work Area

TSG Terminals WG3 and TSG Service Aspects WG3

2

Linked work items

None

3

Justification

GSM03.48 describes a protocol for secure message exchange between the SIM and other elements.  The release 99 version of this specification is however limited to secret key encryption / decryption and validation.  Studies of the requirements for message security for mobile commerce have shown that there is a clear need to extend this protocol with the security processes required for Public Key Encryption.

GSM03.48 describes both a general case for secure message transfer and specific realisations of this general case for some GSM bearers.  As SMG9 / T3 have added new bearer commands to GSM11.14 / 3GPP 31.,111, this work item should include a review of the implementation of GSM03.48 over the bearer commands currently not covered.

GSM03.48 describes a standard command set for SIM file access and modification however this is limited to commands specified in 3GPP 31.101.  To bring this standardised command set in line with other proprietary file update protocols, this work item should include a review of, and an extension of, the command set specified to extend the ability to inform the ME and the user of file updates. 

4

Objective

To revise GSM03.48 for
· Support of Public Key encryption / decryption / signing / validation.

· Support of additional bearers

· Addition of the ability to issue a 3GPP 31.111 style REFRESH command.

· Addition of the ability to initiate a SIM application.

5

Service Aspects

None

6

MMI-Aspects

None. 

7

Charging Aspects

None

8

Security Aspects

This is an extension of a security protocol already specified in release 99.

9
Impacts 

Affects:
USIM
ME
AN
CN
Others

Yes
x





No

x
x
x
x

Don't know
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Expected Output and Time scale (to be updated at each plenary) 

New specifications

Spec No.
Title
Prime rsp. WG
2ndary rsp. WG(s)
Presented for information at plenary#
Approved at plenary#
Comments

None

Affected existing specifications

Spec No.
CR
Subject
Approved at plenary#
Comments





































CR with updates for Release 00 to be presented at T3#15 for information.

CR with updates for Release 00 to be presented at T3#16 for approval.
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Work item raporteurs

Daniel Erricson, Across Wireless
12

Work item leadership

Terminals WG3

13

Supporting Companies

Vodafone Airtouch, G&D, Across Wireless, Omnitel

14

Classification of the WI (if known)


Feature (go to 14a)


Building Block (go to 14b)


Work Task (go to 14c)

14a
The WI is a Feature: List of building blocks under this feature

(list of Work Items identified as building blocks)

14b
The WI is a Building Block: parent Feature 

(one Work Item identified as a feature)

14c
The WI is a Work Task: parent Building Block

(one Work Item identified as a building block)

