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1. Introduction

This Liaison Statement contains a Request for Terminal Implementation Capabilities Information from S3, requesting details of the Baseline Implementation Capabilities, further to our prior LS’s T2(99)282 and T2(99)446.

This information is requested in time for T2 to consider it at its September 99 meeting.

TSG T WG2 looks forward to receiving details of the required Baseline and Service Implementation Capabilities by its 5th meeting (September 6-10, 1999).
2. Request for Terminal Implementation Capabilities (explanation of backgrounds)
As the prior LS’s (TSGT2#2(99)282, TSGT2#3(99)446) show, T2 continues our work to identify Terminal Baseline Capabilities and Terminal Service Capabilities. 

The definition of each capability is in the Annex A of this LS. As shown in the attached description in Annex A, Service Capabilities are additional to, or on top of, Baseline Capabilities. Baseline Capabilities can be considered as those required for a service-less Terminal. Baseline Capabilities and Service Capabilities are provided via the associated Terminal Implementation Capabilities (i.e. Service Implementation Capabilities and Baseline Implementation Capabilities).

T2 requests S3 to identify the Implementation Capabilities within its technical domain to support Terminal Baseline  and Service Capabilities as defined in Annex A.

Additionally, T2 requests that these Implementation Capabilities are identified by (split into) each group – 

Baseline, and Service.

According to the concept above, T2 asks S3 for the Baseline Implementation Capabilities in this LS(S3-99xxx), while another LS(S3-99xxx), is a request for the Service Implementation Capabilities.

3. Confirmation of Terminal Baseline Implementation Capabilities in the security domain
Table.1 shows T2’s comprehension of Baseline Implementation Capabilities in the security domain, according to the documents TS 21.133, TS 33.102 and TS 33.120. This is only an example. T2 would like to confirm whether it is correct or not, and to request S3 to classify whole Implementation Capabilities in the security domain.
Furthermore, T2 asks S3 to classify whether each Implementation Capability belongs to ME(without USIM) or USIM.

Table 1. Terminal Baseline Implementation Capabilities in the security domain

 (drafted by TSG-T2)

Items
Mandatory/optional requirements for terminal baseline capabilities
related section
in TS33.102

User Identity Confidentiality
-----
5.1.1


Identification by temporary identities
<mandatory>
<mandatory>

Capability of signalling about which scheme is used
6.1


Identification by a permanent identity
Use of IMUI in cleartext
<mandatory>

6.2



Use of user’s HE-identity in cleartext and an HE-message that contains an encrypted IMUI – Enhanced user identity confidentiality
<option>
(network operator’s specific)

Annex B

Entity Authentication
-----
5.1.2


Authentication and key agreement
The procedure
(mechanism)
<mandatory>
6.3



Each function in the procedure
(algorithm)
<option>

Each operator chooses and designs functions
*Each function is built in USIM



Local authentication
<option>
6.5

Confidentiality (ciphering) 
-----
5.1.3


Data confidentiality   * Note1
<mandatory>  
6.6

Data integrity
-----
5.1.4


Data integrity of signalling elements
<mandatory>
6.4

Mobile Equipment Identification
<mandatory>
· Capability of having IMEI

· Capability of reporting IMEI to network
5.1.5

User-to-USIM Authentication
<mandatory>
5.3.1

USIM-Terminal Link
<option>
5.3.2

Secure messaging between the USIM and the network
<option>

Each network operator or application provider selects security features according to his aiming security level
5.4.1

Note1 : Data confidentiality for the messages or the channels included in the baseline capabilities is

        considered as a baseline implementation capability.

4. Request for further work

T2 would like to request continuous information and classification of Terminal Implementation Capabilities in the security domain from S3.

Annex A:   Description of Terminal Baseline/Service capabilities
                and associated Implementation Capabilities 
              (Definitions for use in describing Terminal Capabilities)

We hope this information will assist you in your goals to achieve stable specifications for the terminal capabilities.

T2 is proceeding along its defined work program. This is contained in T2-99(282) which states the following -

· The prime work priority is to achieve stable specification for the baseline implementation capabilities.
· Among the service capabilities, the specification work for the capabilities to support the default speech service is of priority.

The following is reproduced from TSGT2(99)446 and 282

Service capabilities: capabilities that can be used either singly or in combination to deliver services to the user. The characteristic of service capabilities is that their logical function can be defined in a way that is independent of the implementation of the UMTS system (although all service capabilities are of course constrained by the implementation of UMTS). Examples: a data bearer of 144 kbps; a high quality speech Teleservice; an IP Teleservice; a capability to forward a speech call.

Baseline capabilities: capabilities that are required for a service-less terminal to operate within a network. The baseline capabilities for a terminal include the capabilities to search for, synchronize with and register (with authentication) to a network. The negotiation of the terminal and the network capabilities, as well as the maintenance and termination of the registration are also part of the required baseline capabilities.  

Implementation capability: a capability that relates to a particular technical domain. Example (in the domain of the physical layer): a spreading factor of 128; Examples (in the domain of security): the A5 algorithm; a 64 bit key length; Example (in the domain of transmitter performance): a power output of 21 dBm; Example (in the domain of the Codec): support of AMR Codec; Example (in the domain of the USIM): support of CHV1;

Baseline implementation capabilities: set of Implementation capabilities, in each technical domain, required to enable a terminal to support the required Baseline capabilities.  

Service implementation capabilities: set of Implementation capabilities, in each technical domain, required to enable a terminal to support a set of Service capabilities.
Service-less terminal: a terminal that has only the Baseline capabilities.

For the purposes of testing, minimum tests should be based on a combination of the Baseline capabilities and the appropriate Service capabilities.
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