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DRAFT

Report from the splinter group on 3GPP 31.101 “UICC Physical and Logical Characteristics”

Source: 
31.101 Rapporteur


This report contains a summary of the discussions on the input papers: 

· TSGT3#4(99)146 discussion points on 31.101 v0.4.0
· TSGT3#4(99)147 31.101 v0.4.0
· TSGT3#4(99)149 input paper on the AID
The discussion on the two first papers were not finished but the following areas were clarified:

The EF-DIR file 

The content of the EF-DIR file was investigated quite heavily with special focus on the multiple USIM applications issue. The splinter group recognises that it is not a requirement to have multiple active USIM’s active in phase 1 it is however the view that we should aim at being “future proof”.

The centre of the discussion was whether there is a need to add special information to identify the subscriptions (PLMN codes) available without the PIN protection – it should be noted that this information is NOT the IMSI. This information would be useable when selecting networks without activating every USIM in the UICC.

A temporary solution to this problem was to send a Liaison Statement to SA1 - TSGT3#5(99)154 - stating the working assumptions in T3 and asking SA1 to comment on this approach.

At the splinter group it was agreed that the EF-DIR structure would be as follows:

The EF-DIR file is a transparent file consisting of application templates as defined in 7816-5 with the following fields:

AID the Application IDentifier will be a unique identifier that uniquely identifies an operators USIM application in the UICC. The structure of the AID is described in TSGT3#4(99)149. 

The AID contains a Registered application IDentifier RID and a Proprietary application Identifier eXtension PIX. The RID is a global identifier that must be requested from ISO. It was felt needed that the acquirement of the RID should start immediately.

Application label this contains a informal textual information of the application – it was the view of the splinter group that the restrictions from ISO of 16 bytes was too strict as it may/will be required to use e.g. UCS2 coding, hence every character would be coded on two bytes thus limiting the number of characters to 8. A new maximum length was not identified but it was noted that the application label is a TLV structure.

Path the path is an optional TLV object that could be included in the application template.

The allocation of RID’s to operators were also discussed and it was questioned if a document similar to the ETSI document EG 201 220.

Organisation of applications in the UICC:

The splinter group agreed that the only picture showing the organisation of applications should be figure 10.1 thus figure 10.1a should be removed. The conclusion was that the figures in the standard should be implementation independent, i.e. how different card manufacturers implement the application organisation is not relevant here!

Application selection:
The splinter group agreed that, as it is already in 31.101 v0.4.0, that a 3G terminal will only select the GSM application ‘7F20’ if either the EF-DIR file does not exist or no valid USIM entries are available in the EF-DIR file. The requirement to try to select the GSM application stems forms the requirement to support GSM SIM phase 2 applications.

Document alignment with GSM 11.11:
It was agreed that the 31.101 should, as much as possible, be aligned with the familiar GSM 11.11. 

Liason Statements to other 3GPP groups:

TSGT3#5(99)154: A Liaison Statement to SA1 stating the working assumptions in T3 on how to handle multiple USIM’s in a UICC was sent. Approved.

TSGT3#5(99)158:A Liason Statement to S1, S2 and T2 on the implecations of GSM-UTRAN handover and GSM access on the USIM was sent to clarify the GSM functionallity required by a USIM application. Approved.
TSGT3#5(99)159:A Liason Statement to CN1 and S2 on the foreseen 3G network parameters needed in the USIM application. Approved.
Action Points for the Miami meeting:

AP1 Gunter Maringer/T-Mobil: Investigate the impact from the security requirements from S3 as listed in the “Security Architecture” document. In particular it has to be investigated whether or not it is possible to share PIN between applications (including USIM’s).

AP2 Kristina Ahlgren/Ericsson: For each command defined a short introductional text should be included  - ISO or GSM 11.11.

AP3 Omar/Slumberger: Check that the parameters of 31.101 chapter on T=1 are aligned with the SMG9 Tdoc 9-99-156 (an input paper from EMV on the parameters in their specification of T=1).

AP4 ALL: investigate the security document “Security Architecture” with focus on the implications of the USIM.

AP5 Peter Vestergaard/NOKIA: Distribute the latest version of the “Security Architecture” document.

AP6 Omar/Slumberger: input paper on the implementation of logical channels in VISA Open Platform.

AP7 : clarify the requirments on security for estimating the need for a Security Environment.

AP8 Peter Vestergaard/NOKIA: Is there a need to have the possibility of providing secured message interchange between the ME and an application in the card.

AP9 ALL: Investigate the logical channel concept – defined in 7816-4 - for feasibility in a multi-application environment – this has special interest for card manufacturers.

LUND

AP1 Slumberger: Provide an input paper – on executive level – of the Security Environment.

