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1 Opening of Meeting

The Chairman opened of the meeting on December the 17th, at 09:45 AM.

2 Roll Call of Delegates

A list of participants can be found in the Annex A.

3 Notification of IPR responsibilities

The Chairman drew the attention of the delegates to the fact that 3GPP Individual Members have the obligation under the IPR Policies of their respective Organisational Partners to inform their respective Organisational Partners of essential IPRs they become aware of. They were asked to take note that they had been invited to:

· investigate in their company whether their company does own IPRs which are, or are likely to become essential in respect of the work of the Technical Specification Group

· notify the Chairman or the Director General of their respective Organisational Partners, of all potential IPRs that their company may own, by means of the IPR Statement and the Licensing declaration form

4 Meeting organisation

4.1 Input documents

The document list is updated with the latest document supplied and postponed documents from the last meeting.

4.2 Agenda

The agenda is approved with an organisation change: the 3G discussions are now part of a dedicated agenda item. Those discussion will be separated from the 2G discussions

4.3 Last Meeting Report

T3a010230 is the last meeting report several point were raised during the discussion:

· a sentence is change for the SLB position on…

· it is noted that two CRs that were discussed and agreed during the meeting (T3a010141 and T3a010224) were not sent to T3 by error ; it will be further discussed during the present meeting

· some editorial corrections

· in the attendees list

· editorial wording

5 APIs based on 02.19 and 42.019

5.1 03.19, 43.019 Specification

5.1.1 Clarifications, Editorial changes

T3a010243 is a clarification from Gemplus on Rel-4. The TS 43.019 does not take into account if a Response Packet shall be sent or not according the TS 23.048 rules. The reaction of Operators is requested. Both DoCoMo Europe and France Telecom replied that an unexpected response to the server is just ignored

The CR raises the question of the “Proof of Execution” (POE) at the application level. Today this up to the application layer. If someone implements POE he reuses the POR by sending additional data, but in this way we are bypassing several protocol layers and the bahaviour of the framework is notclearly defined, this can lead to interoperability issues. Basically there are two proposals:

· to leave this open (and keep the specification as it is) – OCS, G&D, FTM, MEE position

· to define how to use the PoR to send other data (and get PoE) – Gemplus

There is a general agreement that some clarification about the PoR/PoE is required.

T3a010247 is a document from Oberthur CS that was opposed by SLB during last meeting. The document point’s out the problkem in case of updateRecord, in the case of asubscriber session and toolkit applet session accessingthe same file. What is the current record pointer in this case? 

No more input was given to this meeting. It is noted that this must be recognised as an essential correction to publish that CR. Update and Increase are both to be modified for clarified, however there is no agreement on the behaviour.

This is postponed during the meeting (SLB to check something for the 20/12).
T3a010248 is the second part of a CR that was splinted during last meeting (the first part is T3a010224 that was lost in the transmission to T3, already agreed in T3 API SWG). Gemplus withdrawn the document before presenting it. T3a010224 is reviewed instead. The document was already discussed on a previousmeeting some editorial changes are included and the new document number is T3a010258.

5.1.2 Rel-5 and new features

T3a010214 is a proposal from Sun Microsystems to get  the handler size to the applet, this CR was necessary dur to the fact that a previous CR introducing this method into the ViewHandler class is in contradiction with the binary compatibility rules of Java Card™ 2.1.X. OCS is wondering if there is a need for such mechanism, they would rather have a method static (in such case it is noted that  The question is also to know if this is needed for all handlers (or at least for which handler this is required). The majority agreed to insert it for all handlers (no real opposition, OCS and G&D don’t really care). The CR is agreed and edited as T3a010259.
T3a010241 is a clarification from Gemplus about the Proof of Receipt on SMS_SUBMIT management. Basically this clarifies the framework role. There is no general agreement, it is splited into two CRs:

· framework behaviour (SMS_SUBMIT is managed by the POST) – Rel-4

· extending the response in the Envelope Handler in case of the SMS_SUBMIT – as a modification of a feature for Rel-5 (as not agreed by SLB for Rel-4 and to meet the G&D requirement)

Gemplus made a second proposal (T3a010260) using Envelope Response Handler to pass information. G&D is reluctant to do so. SLB also made a proposal that is updated with MEE remarks. T3a010261 is the final agreed version. It is reviewed and inserted in the CR form. The final document is T3a010266.

Gemplus also prepared the corresponding CR for Update Record. T3a010256 is a document from G&D that mentioned different OTA scenarios, and explains a previous paper (T3a010199) that proposes a dedicated package for the SM handling. G&D argues that scenarios 7 and 8 which were not valid before remains not valid with the previous CR. It is mentioned that the aim of the CR was not to solve this behaviour. G&D however support the corresponding CR.

T3a010246 is a document from Gemplus that corrects an inconsistency in the specification. There is a general agreement on the behaviour, but SLB noted that this is clearly not an inconsistency because it was written on purpose. The document is updated with:

· B as a category

· the text status changed as a note

· the changed was reworded

The document is finally agreed as T3a010257. The change will allow the second applet that is triggerd toresponse. However it is still only guranteed for the first applet to respond. It is to be sent to T3 for approval

T3a010141 is a document already agreed in T3 API but unfortunately not presented to T3. It is agreed again and few editorial are inserted (date). This is to be presented to T3.

T3a010138 a CR about the issue of handling concatenated SM this CR was also already discussed in T3 API and presented in T3. OCS raised several points:

· name of the new method that is changed to getTPUDLValue (instead of Offset)

· some editorial modification including date, source, version number

· content is discussed and re-explained

The CR is basically agreed, however, Oberthur mentioned that it could send some remarks on the email reflector before the T3 plenary. T3a010267 is the final agreed version of the CR.

5.2 C SIM API

There is no input presented to the meeting. The rapporteur apologised for absence.

The discussion on the email reflector opposed two points of view, the first from Gemplus arguing that the API is not fully complying with the requirements stated in 02.19. The second point of view is defended by Mobile Mind that mentioned the percentage of completion in relation with the number of requirement fulfilled.

The is a global agreement to have reserve on the specification content. There is no new argument against or pro C SIM API.

6 Security Mechanisms (03.48, 23.048)

6.1 Clarifications, Editorial changes

6.2 Rel-5 and New features 

T3a010169 is a postponed CR (from Gemplus) of last API meeting about the update of OP version from 2.0.1 to 2.1. The main differences between those version that are DAP calculation (functional modification) and extradition (new feature).

A question is raised about the procedure to mention version number in the specification. It is mentioned that for specification coming from outside it is usual to have references to version that are not always aligned with the 3GPP releases.

· Gemplus and G&D are in favour of this change arguing that the new DAP computation is simpler and faster

· Part of the attendance is reluctant to this CR:

· SLB do not get the requirement and believe that customers would prefer to have the most stable specification. It is mentioned that the financial organisation are still relying on v2.0.1. SLB would rather have this for Rel-6.

· MEE claimed that there are two many changes in the computation and that they are not in favour of updating the version number

· OCS is in favour of introducing it in the splited specification, beginning with the SCP part

T3a010250 is an updated version of T3a010235 (original document from Gemplus already presented during last meeting) proposed by OCS. This CR deals with key set management. The update is a reorganisation of the first document with introduction of an annex.

SLB would like to see the two issues (security domains and key set management) discussed separately. They are reluctant to move the chapter to an annex. Moreover, it is mentioned that a CR was already agreed on the area that Gemplus do not recognise as clear enough.

Orange would like to see clearly mentioned the compliance to OP standards for all key sets. The smart card manufacturers argued that the specification is clear enough. Regarding Security Domains (SD) (out of the card domain), the Operators have to define how many of them they require, the open question remaining is the content of Securit Domain. France Telekom is in favour to have at least on SD specified, Gemplus whant to have this SD mandatory. In this way and operator can relie on one defined SD bahaviour that is available in all cards. 

Four solutions are proposed:

1. accept any value

2. ignore key set version specification KIC and only use  KID

3. accept message only if KID and KIC are equal

4. concatenate the information KIC KID in a byte

The third solution is agreed by the group after discussion. The CR is redrafted during the meeting as T3a010263. A final review is done as T3a010265 with only editorial corrections.

T3a010264 is a document from G&D notifying a inconsistency between 03.41 and 03.48. It is agreed that this issue has to be checked (finding the CR introducing the value) as it seems to be an error. G&D is in charge of checking.

T3a010254 is an editorial correction proposed by G&D. The problemis at the moment 03.48 makes it mandatory that a Remote App Management implements also the remote filemanagement commands. Howevere changing this we are potentially running into backward compatibility problems if they address both functionalities via the same TAR. But it is also possible that one applications can have two TAR’s.  A revised version will go into T3a010270

7 3G specifications (jointly with SCP WG#3)

7.1 API related specifications

T3a010231 draft 1.1.0 of the “UICC Application Programming Interface (UICC API)” was discussed together with a mail from the SCP_WG3 reflector from Aspect Software proposeing some changes to the last draft. T3a010231 was discussed and needs some additional editorial changes. A revised version will be presented to the next SCP_WG3 meeting in Januar. Regarding the e-mail from the reflector the meetings requests explanations about the proposed changes.

T3a010232 draft 1.1.0 of the “UICC API for Java Card™” was discussed, especially the architecture of the Toolkit Registry. Finally the meetings agreed to reintroduce the ToolkitRegistry.getEntry(…) with the AID as a parameter. A revised version of the draft will be presented to the next SCP_WG3 meeting in January.

T3a010233 is the first draft of the USIM API for Java Card™ it is a delta specification based on the “UICC API for Java Card™”, the draft is discussed and will be presented as well to the SCP_WG3 meetings, due to its close relationship with the “UICC API for Java Card™”. 

7.2 Security related specifications (23.048)

8 Any other Business

No issues here.

9 Meeting Plan

	Meeting
	Date
	Host
	Location

	SCP Working Parties
	January (14-?)
	ETSI
	Sophia-Antipolis, France

	T3 # 22
	January (20?)
	Oberthur Card Systems
	Marbela, Spain

	T3 API SWG #11
	February ( ?)
	ETSI (TBC)
	Sophia Antipolis, France

	T #15
	March
	Samsung
	Jeju Island, Korea

	SCP #9
	March
	?
	Jeju Island, Korea


10 Closing of the Meeting

The meeting was closed on December the 20th at . The Chairman thanked Oberthur Card Systems for having hosted the meeting.
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Document list

	Doc. Name
	Title
	Source
	Status

	T3a010230
	Draft report from last T3 SWG API meeting
	Sun Microsystems
	Discussed
revised (T3a010251

	T3a010231
	TS 102.240 draft v1.1.0
	Sun Microsystems
	

	T3a010232
	TS 102.241 draft v1.1.0
	Sun Microsystems
	

	T3a010233
	TS 31.130 draft
	Sun Microsystems
	

	T3a010235
	CR 23.048 Rel5 Introduction and definition of Open Platform Security Domains
	Gemplus
	Discussed

	T3a010236
	CR 23.048 Rel5  3G and 2G/3G Access Domains Definitions.
	Gemplus
	

	T3a010237
	CR23.048 Rel5 Access rights for Remote File Management Application
	Gemplus
	

	T3a010238
	CR 23.048 Rel5  Minimum Security Level for the Remote Management Applications.
	Gemplus
	

	T3a010239
	CR 03.48 Clarification of the option in the SPI second octet:’PoR required only when an error has occured’
	Gemplus
	

	T3a010240
	CR 23.048 Rel5  Clarification of the Receiving Entity behaviour when the Response Packet cannot be secured
	Gemplus
	

	T3a010241
	Input Paper 23.048 Rel-4  Use of Counter in RC-CC-DS calculation
	Gemplus
	missing

	T3a010242
	CR 43.019 Rel 4 Clarifications on 03.48 PoR using SMS SUBMIT Management
	Gemplus
	

	T3a010243
	CR 43.019 Rel4  Response Packet sending
	Gemplus
	

	T3a010244
	CR 43.019 Rel 4 Application Data not sent to the Sending Entity
	Gemplus
	

	T3a010245
	Notes for CRs 240 242 243 244
	Gemplus
	

	T3a010246
	CR 43.019 Rel5  Inconsistency in the EnvelopResponseHandler behavior
	Gemplus
	Agreed ( T3a010257

	T3a010247
	CR 43.019 Rel4 Inconsistency in update/increase method
	Gemplus
	Postphoned until 18.12.2001

	T3a010248
	CR 43.019 Rel4 Handler availability, applet triggerring and reply busy
	Gemplus
	Withdrawn, 224 discussed instead

	T3a010249
	Input Paper SMS MO API
	Gemplus
	

	T3a010250
	Introduction and definition of Open Platform Security Domains.
	Oberthur
	Revised a totally new CR is in T3a010263

	T3a010251
	Revised version of the last meeting report
	T3 SWG API
	agreed

	T3a010252
	Draft Agenda
	Chairmann
	discussed

	T3a010253
	Improvement to the GET DATA command for remote applet management
	G&D
	

	T3a010254
	Correction of misleading description of Remote Applet Management commands
	G&D
	Discussed goes into a new CR T3a010270

	T3a010255
	
	
	

	T3a010256
	OTA Scenarios as seen from the STK-Applet
	G&D
	discussed

	T3a010257
	Revised version of T3a010246
	T3 SWG API
	Goes to T3 # 22

	T3a010258
	Revised version of T3a.010224
	T3 SWG API
	Goes to T3 # 22

	T3a010259
	Revised version of T3a010214 (see meeting #9)
	T3 SWG API
	Agreed ( T3 # 22

	T3a010260
	Revised version of T3a010241
	T3 SWG API
	Merged with T3a010261

	T3a010261
	Revised version of T3a010241
	T3 SWG API
	Agreed (T3 # 22

	T3a010262
	Draft new chapter 6 of 43.019 after introduction of 257,258,261
	Rapporteur
for information
	noted

	T3a010263
	Revised version of T3a010250

“Define link between Open Platform Security Domain and 23.048 secure messaging”
	T3 SWG API
	Discusses

Revised version T3a010265

	T3a010264
	Contradiction about Ranges
	G&D
	discussed

	T3a010265
	Revised version of T3a010265
	T3 SWG API 
	Agreed ( T3 # 22

	T3a010266
	Revised version of T3a010261
	T3 SWG API
	Agreed ( T3 # 22

	T3a010267
	Revised version of T3a010138 CR 43.019 “Introduction of Concatenated Short Messages in SMS Point to Point”
	T3 SWG API
	Agreed (T3 # 22

	T3a010268
	MEProfile Clarification REL-4
	G&D
	

	T3a010269
	MEProfile Clarification REL-5
	G&D
	

	T3a010270
	Revised version of T3a010254
	T3 SWG API
	

	T3a010271
	POR using SMS SUBMIT for update record event
	Gemplus
	

	T3a010272
	Revised version of T3a010232
	T3 SWG API
	


Annex C

E-mail discussion groups

Information and discussion about this work item is done via the ETSI email list server. The discussion group to be used is: 3gpp_tsg_t_wg3_api. To subscribe to this email group or to view the archives, go to:


http://list.3gpp.org/3gpp_tsg_t_wg3_api.html
All issues releated to the development of the test suite (11.13) for 03.19 is discussed via 3gpp_tsg_t_wg3_api_test


http://list.3gpp.org/3gpp_tsg_t_wg3_test.html
The migration of 02.19 and 03.19 to the UICC platform is discusses via the ETSI SCP WG3 mailinglist


http://list.etsi.fr/archives/scp_wg3.html
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