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Object 

For interoperability reason we need to define in MExE :

· Certificate formats supported and mandatory

· Hash algorithms supported and mandatory

· Signature algorithms supported and mandatory

CCM supported algorithm and certificate 

Hash function : SHA-1, MD5

Signature : same as administrator certificate signature : So depends on technology

Certificate format :  WTLS, X509, X9.68

RFC 2459 supported algorithm and X509 certificate using

Hash function : SHA-1 (preferred), MD2, MD5

Signature : RSA with SHA-1, MD2 or MD5, DSA with SHA-1

RFC gives also algorithm identifier to use, Key format, key signature format

WTLS/WIM  supported algorithm

Hash function : SHA-1, MD5

RSA, ECDSA handshake (at least one)

RSA, ECDSA signature (optional)

RSA , ECES decryption (optional)

RSA, ECDSA signature verification (optional)

If ECC supported at least one Curve

Certificate format :  WTLS, X509, X9.68

Questions

We need to limit device footprint required at least for classmark one. 

Does MExE define mandatory supported certificates format, key characteristic, key format in certificate, supported algorithms ? or Shall server support all formats?

What happens if  SIM root certificates format is not supported ?

What happens if  CCM hash algorithm is not supported?

What happens if CCM signature algorithm is not supported?

May MExE refer to WAP specification for classmark one, and to RFC2459 for classmark 2 ?

Shall MExE request SHA-1 hash function mandatory, RSA with SHA-1 signature mandatory, WTLS certificate for classmark1, X509v3 format for classmark 2.

Does MExE request new user profile token for security negotiation?


























































































































































