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## ===== CHANGE =====

## 3.3 Abbreviations

…

CBCS Cipher Block Chaining

CENC Common Encryption

CPIX Content Protection Information Exchange

…

## ===== CHANGE =====

## 8.8 Key exchange for encrypted content

If the 5GMSd AS supports content encoding and packaging, but the DRM server (including License and Key Servers) is deployed externally in the 5GMSd Application Provider domain, then the 5GMSd AS needs to communicate with the License Server for content encoding and packaging.

In order to support exchange of public keys between the Encryptor/Packager on the 5GMSd AS and the external License Server and Authorization Server via reference point M2d, the 5GMSd AS shall support the Content Protection Information Exchange Format (CPIX) as specified in ETSI TS 103 799 [103799] at reference point M2d.

## ===== CHANGE =====

## 10.2 DASH distribution

In the case of DASH distribution, M4d is relevant for the distribution as shown in figure 10.2-1.



Figure 10.2-1: M4d usage for DASH distribution

For DASH-based distribution according to TS 26.247 [4] and ISO/IEC 23009-1 [32], two main formats are of relevance:

1) The Media Presentation Description (MPD) that is processed in the DASH Access Client.

2) The Segment formats that are passed through the DASH Access Client and processed in the Media Playback and Content Decryption Platform. Note that the DASH Access Client may parse Segments to extract, for example, In-band Events or producer reference times.

Other resources may be referenced in the MPD, for example DRM related information.

The Segment formats for DASH Streaming in the context of 5G Media Streaming are defined in TS 26.511 [35] based on the CMAF encapsulation. The DASH Access Client downloads the Segments from the 5GMSd AS based on the instructions in the MPD and the instructions from the 5GMSd-Aware Application through M7d (see clause 13 for details).

The interface between the DASH Access Client and the Media Playback and Content Decryption Platform as well as the 5GMSd Client requirements for media codecs are documented in TS 26.511 [35].

The following requirements apply at reference point M4d:

1) The Media Presentation Description (MPD) and Segments shall conform to an MPD according to ISO/IEC 23009-1 [32] or TS 26.247 [4].

2) The Segment formats should conform to CMAF addressable resources as well as to the requirements in TS 26.511 [35].

3) The Media Presentation should conform to the 5G Media Streaming DASH Interoperability Point as defined in clause 7.3.11 of TS 26.247 [4].

A 5GMSd Client shall support the 5G Media Streaming DASH Interoperability Point as defined in TS 26.247 [4], clause 7.3.11. A 5GMSd Client may support additional DASH profiles and interoperability points.

The MPD may contain a one or several ServiceDescription elements that include operational parameters. The MPD may also include multiple configurations for the media (different codecs, different content protection, different resolutions, etc.), for example for playback under different operating policies. For more details refer to annex G.

The handling of this information within the 5GMSd Client is documented in clause 13.2.

If the media segment formats conform to CMAF addressable resources as defined ISO/IEC 23000-19 [27], the same CMAF content may then be provided for DASH and HLS. In order to support common deployment, the media segment content should conform to CTA‑5005‑A [62].

## ===== CHANGE =====

Annex G (normative):
DASH in 5G Media Streaming

# G.1 Introduction

This annex provides a binding between DASH as defined in ISO/IEC 23009-1 [32] and 3GPP TS 26.247 [4] as a media streaming protocol in the 5G Media Streaming System. In this context, it provides a mapping of DASH functionalities to generic 5G Media Streaming features. It also specifies requirements and makes recommendations on how certain features defined in 5G Media Streaming are to be used and supported when DASH is used as the media streaming protocol at reference point M4.

The annex also specifies how CMAF content as profiled in TS 26.511 [35] is required to be delivered through 5G Media Streaming using DASH.

The clause expands based on the requirements specified in clause 10.2.

# G.2 General mapping of DASH to 5G Media Streaming

Based on the basic mapping of DASH in clause 10.2, the following generic aspects are documented:

- For any requirement that applies to the Media Player Entry in downlink streaming as part of the present document, for DASH this requirement applies to the Media Presentation Description (MPD) with content type "application/dash+xml".

- Media resources are primarily DASH Segments, or other data referenced in the MPD. According to clause 10.2, DASH Segments may be CMAF-addressable resources per ISO/IEC 23000‑19 [38], in particular CMAF media resources as profiled in TS 26.511 [35].

- The mapping of media resources into DASH MPDs, including codec parameters, is specified in TS 26.511 [35].

# G.3 Content Protection and DRM

## G.3.1 Overview

This clause defines the requirements and recommendations to support Content Protection and Digital Rights Management in DASH-based 5G Media Streaming according to clause 5.14 in TS 26.501 [2].

## G.3.2 DASH content encoding requirements and recommendations

A DASH Media Presentation with encrypted content shall follow the requirements and recommendations in DASH-IF Interoperability Points Part 6 [DASH-IF-IOP-6], in particular:

- DASH Segments and the corresponding CMAF-addressable resources shall follow the requirements and recommendations concerning Segments in clause 6 of [DASH-IF-IOP-6].

- DASH MPDs shall follow the requirements and recommendations concerning the MPD in clause 7 of [DASH-IF-IOP-6].

## G.3.3 Media Player requirements and recommendations

A Media Player supporting DRM-based content protection shall implement the requirements and recommendations for DASH clients defined in clauses 6 and 7 of DASH-IF Interoperability Points part 6 [DASH-IF-IOP-6].

## G.3.4 Content Preparation Template requirements to support DRM encryption

If content preparation is employed for DRM encryption by the 5GMS AS, the following parameters need to be supported in the Content Preparation Template:

- An indication of one of the *encryption methods* profiled in TS 26.511 [35], namely CENC or CBCS.

- The *DRM systems* that are to be supported, identified by their respective unique system identifiers.

- The URL of the *license server* from which the Media Player fetches decryption keys. The Packager subfunction of the 5GMS AS is required to embed the license acquisition URL in the Media Presentation Description (MPD).

- The *CPIX configuration* used to communicate encryption keys and DRM policies between the Packager and the Key Server.

NOTE: The format of an interoperable Content Preparation Template format to support DRM encryption is for future study.

## G.3.5 Examples

For examples of MPDs including Content Protection, see clause 7.3 of DASH-IF Interoperability Points Part 6 [DASH-IF-IOP-6].