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## 3.3 Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

5GMS 5G Media Streaming

5GMSd 5GMS downlink

5GMSu 5GMS uplink

5GMSA 5GMS Architecture

ABR Adaptive Bit Rate

AF Application Function

ANBR Access Network Bit rate Recommendation

AS Application Server

CDN Content Delivery Network / Content Distribution Network

CGI Cell Global Identifier

CRUD Create, Read, Update, Delete

CNAME Canonical Name

CORS Cross-Origin Resource Sharing

CRL Certificate Revocation List

DASH Dynamic Adaptive Streaming over HTTP

DER Distinguished Encoding Rule

DNN Domain Name News

DNS Domain Name Server

ECGI E-UTRAN Cell Global Identifier

ECMA European Computer Manufacturers Association

FQDN Fully Qualified Domain Name

HLS HTTP Live Streaming

JSON JavaScript Object Notation

LCID Logical Channel IDentifier

MFBR Maximum Flow Bit Rate

MIME Multipurpose Internet Mail Extensions

MNO Mobile Network Operator

MPD Media Presentation Description

NCGI NR Cell Global Identifier

NEF Network Exposure Function

OAM Operations, Administration and Maintenance

PCC Policy Control and Charging

PCF Policy Control Function

PEM Privacy-Enhanced Mail

PFD Packet Flow Description

PFDF Packet Flow Description Function

QoE Quality of Experience

QoS Quality of Service

SDF Service Data Flow

SHA Secure Hash Algorithm

TLS Transport Layer Security

URI Uniform Resource Identifier

URL Uniform Resource Locator

UTC Coordinated Universal Time
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### 4.7.3 Procedures for dynamic policy invocation

This procedure is used by a Media Session Handler to manage Dynamic Policy Instance resources via the M5d interface. A dynamic policy invocation consists of a Policy Template Id, flow description(s), a 5GMSd Application Service Configuration Id and potentially other parameters, according to TS 26.501 clause 5.7.

A Policy Template Id identifies the desired Policy Template to be applied to an application flow. A Policy Template includes properties such as specific QoS (e.g. background data) or different charging treatments. The 5GMSd AF combines the information from the Policy Template with dynamic information from the Media Session Handler to gather a complete set of parameters to invoke the N33 or N5 API call. The Policy Template may contain for example the AF identifier.

The flow description allows the identification and classification of the media traffic, such as the packet filter sets given in clause 5.7.6 of TS 23.501 [X].

In order to instantiate a new dynamic policy, the Media Session Handler shall first create a resource for the Dynamic Policy Instance on the 5GMSd AF, in accordance with “Procedures for PFD Management” as specified in TS 29.522 [Y]. When the Media Session Handler needs several dynamic policies, it repeats the step as often as needed.

The Media Session Handler creates a new Dynamic Policy Instance by sending an HTTP POST message to the 5GMSd AF. The body of the HTTP POST message shall include a Provisioning Session Id, the Policy Template Id and the traffic descriptor. The traffic descriptor, via the Application ID, identifies the actual application flow(s) to be policed according to the Policy Template. If the operation is successful, the 5GMSd AF creates a new resource URL representing the Dynamic Policy Instance. In this case, the 5GMSd AF shall respond to the Media Session Handler with a 201 Created HTTP response message, including the URL for the newly created Dynamic Policy Instance resource as the value of the Location header field.

When invoking the N5/N33 APIs for dynamic policy invocation, the Application Identifier referencing a PFD enabling the detection of application traffic may be used as alternative traffic filtering parameters of a full Flow Description [33]. In this case, the 5GMSd AF shall send an HTTP POST message to the NEF in order to provision suitable PFDs (Packet Flow Descriptions) in the PFDF (PFD Function) for one or more external Application Identifiers, as specified in 29.522 [Y] Clause 4.4.6.

* For the invocation of N5 APIs, the Application Identifier may be included in the Npcf-related service property” *AppSessionContextReqData*” to identify the particular Service Data Flow, in which case the PCF may use the Application ID to request that the SMF/UPF performs application detection as specified in TS 29.514 [34] Clause 4.2.2.2.
* For the invocation of N33 APIs, the 5GMSd AF identifier shall be included in the Nnef-related service property, in which case the NEF may map the AF Identifier to an Application Identifier as specified in TS 29.522 [Y], Clauses 4.4.6 and 4.4.9. Then the NEF shall invoke the N5 APIs with this Application Identifier which resolves to a corresponding set of PFDs in the SMF/UPF.

NOTE 1: PFDF is functionality within the NEF.

NOTE 2: The 5GMSd AF Identifier is a string that identifies the 5GMSd AF [12].

NOTE 2: It is up to operator configuration whether to use different external application identifiers that require a mapping to Application Identifiers known at the PFDF. The external application identifier can be the same as the Application Identifier known at the PFDF.

The Media Session Handler can modify the parameters of an existing Dynamic Policy Instance resource using either the HTTP PUT or PATCH methods, as appropriate to the desired update. When the Policy Template relates to QoS or to a different charging scheme for a dynamic policy, the 5GMSd AF shall trigger the appropriate actions towards other Network Functions like PCF or NEF when all information is set.

The Media Session Handler can destroy a Dynamic Policy Instance resource using the HTTP DELETE method. As a result, the 5GMSd AF shall trigger the appropriate actions towards other Network Functions like PCF or NEF to remove the associated PCC rule.

Editor's Note: Notification subscription will be added in the next version of the pCR.
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