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**END OF FIRST CHANGE**
**START OF SECOND CHANGE**
7.4.1	General
Figure 7.4.1-1 depicts the EPS/5GS-Anchored IMS High Level LI Architecture.
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Figure 7.4.1-1: EPS/5GS-Anchored IMS High Level LI Architecture
NOTE: The MMTel Enabler Server may be embedded within the DCSF or a separate NF.
[bookmark: _Toc216718833]**END OF SECOND CHANGE**
**START OF THIRD CHANGE**
7.4.2.1	Overview
The capabilities defined in this clause apply to the interception of IMS-based services. The target of interception can be a subscriber of the CSP, an inbound roamer or a non-local ID.
The network function involved in providing the interception of IMS-based services are determined based on the deployment option, the network configuration, LI service scope and the IMS session including the roaming scenarios. The IRI-POI functions are provided by the network functions that handle the IMS signalling messages (those network functions are referred to as IMS Signalling Functions) and the triggered CC-POI functions are provided by the network functions that handle the media (these network functions are referred to as IMS Media Functions). The CC-TF functions are also provided by the network functions that handle the IMS signalling messages (referred to as IMS Signalling Functions) and manage the IMS Media Functions. The network functions that provide the CC-TF functions can be different from the network functions that provide the IRI-POI functions.
NOTE 1:	The concepts presented above also apply to IMS Data Channel sessions to include bootstrap and application management procedures.
NOTE 2: 	The term "IMS signalling messages" usually refers to SIP messages. However, when DCSF provides the IRI-POI/CC-TF functions (see figure 7.4-1), the term refers to HTTP messages. As a result, parameter used for a specific LI function may not always be a SIP parameter.
NOTE 3:	The term "IMS Signalling Function" may include DCSF as well in some instances.
An architecture depicting the LI for IMS is depicted in figure 7.4.2.1-1 below.


Figure 7.4.2.1-1: IMS LI architecture
The LICF present in the ADMF receives the warrant from an LEA, derives the intercept information from the warrant and provides it to the LIPF. The LIPF present in the ADMF provisions IRI-POI, CC-TF, MDF2 and MDF3 over the LI_X1 interfaces.
The CC-TF sends the CC intercept trigger to the CC-POI over LI_T3 interface. The IRI-POI generates the xIRI and delivers the same to the MDF2 over LI_X2 interface. The CC-POI generates the xCC and delivers the same to the MDF3 over LI_X3 interface.
The MDF2 generates IRI messages from the received xIRI and delivers those IRI messages to the LEMF over LI_HI2 interface. The MDF3 generates the CC from the received xCC and delivers that CC to the LEMF over LI_HI3 interface.
The network configuration and IMS service scenarios including the roaming scenarios determine the network functions that provide the IRI-POI, CC-TF and CC-POI functions. The network function that provides the IRI-POI or CC-TF is referred to as IMS Signalling Function in figure 7.4.2.1-1 and the network function that provides the CC-POI functions is referred to as IMS Media Function in figure 7.4.2.1-1.
NOTE 4:	The details of correlation between the xIRI and the xCC when IRI-POI and CC-TF are not co-located is not defined in the present document. The IRI-POI and CC-TF are logical functions and they may be handled by the same process when they are co-located in the same IMS Signalling Function.
[bookmark: _Toc216718837]**END OF THIRD CHANGE**
**START OF FOURTH CHANGE**
7.4.3.1	General
The IRI-POI detects the IMS Signalling messages that are related to a target subscriber and then generates and delivers the related xIRI to the MDF2 over LI_X2.
The following IMS Network Functions (i.e. IMS Signalling Functions) that handle SIP signalling for IMS sessions may provide the IRI-POI functions:
-	S-CSCF.
-	E-CSCF.
-	P-CSCF.
-	IBCF.
-	MGCF.
-	Conference AS/MRFC.
-	Telephony AS.
The following IMS Network Function that handles the HTTP messages for IMS Data Channel may provide the IRI-POI functions:
-	DCSF.
The following IMS Network Function handles application management for IMS Data Channel and may provide additional IRI-POI function:
· MMTel Enabler Server.
The DSCF may have the functionality of the MMTel Enabler Server built in. In such a case, the DCSF provides application management IRI-POI functions as well as the data channel HTTP messages IRI-POI.
Clause 7.4.6 gives more information from network topology/session perspective how different IMS Network Functions are to be used in providing the IRI-POI functions. The Telephony AS is one of the IMS Network Functions that provides the IRI-POI for STIR/SHAKEN and RCD/eCNAM (see clause 7.14.2).
[bookmark: _Toc216718838]7.4.3.2	IRI events
The IRI-POI present in the IMS Signalling Function generates the following xIRI:
-	Encapsulated SIP message.
-	CC unavailable in serving PLMN.
-	Start of interception with an established IMS session.
-	Data channel setup message.
-	Data channel termination message.
-	Start of interception with an established IMS data channel.
-	IRI Only RTP Packet.
-	Data channel application response message.
The encapsulated SIP message xIRI is generated and delivered to the MDF2 when the IRI-POI in the IMS Signalling Function detects that a SIP message is received from, or sent to, a target or processed on behalf of a target at the IMS Signalling Function.
The CC unavailable in PLMN xIRI is generated and delivered to the MDF2 for the session scenarios where access to the target media is not available to the CSP (see clause 7.4.7.1).
The start of interception with an established IMS session xIRI is generated when an interception is activated on an established IMS session. To support the possibility of generating such an xIRI, the IMS Signalling Function shall store and maintain the session related information including the media information for the life of all IMS sessions.
[bookmark: _Hlk169590174]The data channel setup message xIRI is generated and delivered to the MDF2 when the IRI-POI in the DCSF detects that the DCSF has received a DC call event from the IMS AS in the form of a DC control request and has responded with a media instruction set (see TS 23.228 [13], clause AC.7.1).
NOTE 1:	Data channel setup invokes procedures within the HSS. The reporting of these events is defined in clause 7.2.3 of the present document.
The data channel termination message xIRI is generated and delivered to the MDF2 when the IRI-POI in the DCSF detects that either UE has triggered a SDP renegotiation to release the application data channel or the application has been closed (see TS 23.228 [13],  clause AC.7.6).
NOTE 2:	LI for IMS DC across international NNI is not considered in the present document.
NOTE 3:	Roaming cases for IMS data channel are not considered in the present document.
The start of interception with established IMS data channel xIRI is generated and delivered to the MDF2 when the IRI-POI in the DCSF detects that an interception has been activated for a target with an already established IMS data channel session.
The IRI Only RTP Packet xIRI is generated and delivered when authorized IRI is present in the RTP Stream (e.g. when the delivery of Post Dialled Digits is required).
The data channel application response message xIRI is generated and delivered to the MDF2 when the IRI-POI in the MMTel Enabler Server detects that the MMTel Enabler Server has responded to a Get Root application request message, sent from the MMTel Enabler Client (see TS 23.392 [XX], clause 8.3.2.2) or when the IRI-POI in the MMTel Enabler Server detects that the MMTel Enabler Server has responded to an DC Application Profile request (see TS 23.392 [XX], clause 8.3.3.2).
**END OF FOURTH CHANGE**
**START OF FIFTH CHANGE**
[bookmark: _Toc216718848]7.4.6.2	IMS Network Functions providing the IRI-POI
The IMS Network Functions that handle the target side of the session provide the IRI-POI functions except when the alternate option is used for the non-local ID target. When the alternate option is used for the non-local ID target, the IMS network function that handles the session-leg of the local served user connected directly to the non-local ID target.
Table 7.4.6.2-1 below identifies the IMS Network Functions in providing the IRI-POI functions in a non-roaming case for various session scenarios.
Table 7.4.6.2-1: IMS Network Functions providing the IRI-POI functions (non-roaming case)
	Session type/target type
	Default
	Alternative option

	Normal sessions
	S-CSCF
	P-CSCF 

	SMS over IMS
	S-CSCF
	P-CSCF

	Emergency sessions
	E-CSCF
	P-CSCF (NOTE 1)

	SMS over IMS to emergency services
	E-CSCF
	P-CSCF (NOTE 1)

	Redirected sessions: intra-PLMN
	S-CSCF
	P-CSCF

	Redirected sessions: inter-PLMN (CS domain)
	S-CSCF
	MGCF

	Redirected sessions: inter-PLMN (IMS domain)
	S-CSCF
	IBCF

	Conference (NOTE 2)
	Conf-AS/MRFC
	-

	Non-local ID in CS domain (NOTE 3, NOTE 3A)
	MGCF
	S-CSCF

	Non-local ID in IMS domain (NOTE 3, NOTE 3A)
	IBCF
	S-CSCF

	Non-local ID for SMS over IMS (NOTE 3)
	S-CSCF
	P-CSCF (NOTE 3A)

	Data Channel Sessions
	DCSF, MMTel Enabler Server
	-



NOTE 1:	For originated emergency sessions (or SMS over IMS to emergency services centre) handled in the fixed networks, where S-CSCF is also part of an emergency session, the S-CSCF based IRI-POI as a deployment option may also be considered.
NOTE 2:	A conference ID can also be a target. Conf-AS stands for conference AS (see NOTE 2 in clause 7.4.4.1). When a normal session is extended to a conference session, the IMS signalling functions that provide the IRI-POI functions prior to the conference may continue to provide the IRI-POI functions in addition to the conference AS/MRFC.
NOTE 3:	Non-roaming means that the local served user is non-roaming.
NOTE 3A:	The default/alternate option used when the target is non-local ID is mutually independent of default/alternate option used when the target is local served user.
Table 7.4.6.2-2 below identifies the IMS Network Functions in providing the IRI-POI functions in a roaming case for various session scenarios.
Table 7.4.6.2-2: IMS Network Functions providing the IRI-POI functions (roaming case)
	Session type/target type
	Local Breakout (LBO)
	Home Routed (HR)

	
	HPLMN
	VPLMN
	HPLMN
	VPLMN

	
	Default
	Alternate Option
	Default
	Alternate
Option
	Default
	Alternate Option
	Default
	Alternate Option

	Normal sessions
	S-CSCF
	IBCF
	P-CSCF
	-
	S-CSCF
	P-CSCF
	N9HR/S8HR
	-

	SMS over IMS
	S-CSCF
	IBCF
	P-CSCF
	-
	S-CSCF
	P-CSCF
	N9HR/S8HR
	-

	Emergency sessions/SMS over IMS
	-
	-
	E-CSCF
	P-CSCF
	-
	-
	E-CSCF
	P-CSCF

	SMS over IMS to emergency services
	-
	-
	E-CSCF
	P-CSCF
	-
	-
	E-CSCF
	P-CSCF

	Redirected sessions
	S-CSCF
	See table 7.4.6.2-3
	-
	-
	S-CSCF
	See table 7.4.6.2-3
	-
	-

	Conference (NOTE 2)
	Conf-AS/MRFC
	-
	-
	-
	Conf-AS/MRFC
	-
	-
	-

	Non-local ID (E.164) in CS domain (NOTE 3A, NOTE 4, NOTE 4A)
	MGCF
	S-CSCF
	P-CSCF
	IBCF (NOTE 4B)
	MGCF
	S-CSCF (NOTE 3A)
	N9HR/S8HR
	-

	Non-local ID in SIP/IMS domain (NOTE 3A, NOTE 4, NOTE 4A)
	IBCF
	S-CSCF
	P-CSCF
	IBCF (NOTE 4B)
	IBCF
	S-CSCF (NOTE 3A)
	N9HR/S8HR
	-

	Non-local ID for SMS over IMS (NOTE 4)
	S-CSCF
	IBCF
	P-CSCF
	-
	S-CSCF
	P-CSCF
	N9HR/S8HR
	-

	Data Channel Sessions
	DCSF, MMTel Enabler Server
	-
	n/a
	n/a
	DCSF, MMTel Enabler Server
	-
	n/a
	n/a



NOTE 4:	For roaming, this means the local served user is roaming. Also, see NOTE 3.
NOTE 4A:	The default/alternate options used in the HPLMN and default/alternate options used in the VPLMN are mutually independent.
NOTE 4B:	This alternate option may be used only in the VPLMN for IMS sessions with home-routed media.
The interception capabilities for normal sessions as defined in tables 7.4.6.2-1 (non-roaming) and 7.4.6.2-2 (roaming) shall be used for the cases where the Conf-AS and the PTSC-Server are not under the control of CSP serving the warrant.
Table 7.4.6.2-3: Extension of table 7.4.6.2-2
	Session type/target type
	Local Breakout (LBO)
	Home Routed (HR)

	Redirected sessions: Intra-PLMN
	Redirected-to party non-roaming
	P-CSCF
	P-CSCF

	
	Redirected-to party is roaming
	IBCF
	P-CSCF

	Redirected sessions Inter-PLMN
	Redirected-to party in CS domain
	MGCF
	MGCF

	
	Redirected-to party in IMS domain
	IBCF
	IBCF



Table 7.4.6.2-3 shows the IMS Network Functions that provide the IRI-POI functions in the HPLMN for redirected sessions in a roaming case when the alternate option is used to provide the IRI-POI functions for the normal case.
NOTE 5:	For the redirected do not answer related sessions, the IMS Network Functions that provide the IRI-POI functions prior to the redirection are as illustrated in table 7.4.6.2-2 (normal case) and after the redirection are as illustrated in table 7.4.6.2-3.
The IMS Network Functions that provide the IRI-POI for STIR/SHAKEN and RCD/eCNAM are listed in clause 7.14.2.
**END OF FIFTH CHANGE**
**END OF ALL CHANGES**
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