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1
Decision/action requested

This contribution adds a conclusion to KI#7
2
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3
Rationale

There is currently no solution addressing KI#7 in TR 33.813[2], in addition the key issue does not have security threats nor potential security requirements. Given the short time left of Rel-16 it is assumed this key issue will not be pursued. Based on the timeframe of Rel-16 and the fact its not included in the exception sheet [1] it is proposed no normative work is required for this key issue.
4
Detailed proposal

***
BEGIN CHANGES
***
8.2.1
 Conclusions for key issues

For Key Issue #1 Authentication for access to specific Network Slices, a merge of Solution#1, solution#2 and Solution#4 are recommended as the basis for the normative work.
For Key Issue#2, AMF key separation, it is concluded not to consider in the present document, since the use case that this key issue is addressing, is not concluded in TR 23.740 [5]. 

For Key Issue #5, it is recommended that Solution #9 is used as the basis for normative work.

For Key issue#7, it is concluded that no normative work is needed.
***
END OF CHANGES
***
