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1	Decision/action requested
This discussion paper describes the advantages of following existing RFCs.
2	References
[1]			https://media.defense.gov/2020/Jan/14/2002234275/-1/-1/0/CSA-WINDOWS-10-CRYPT-LIB-20190114.PDF
3	Rationale
The intention of this contributions is to explain the advantages of following existing RFCs, as compared to introducing deviations from existing RFCs. 
1. 	Following existing RFCs makes it possible to use existing implementations. This is not only an advantage regarding cost and implementation effort, but especially from a security point of view. Any new implementation may introduce weaknesses. A famous recent example is the extremely severe vulnerability in Microsoft's X.509 validation code [1].
2.   The same argument also applies during maintenance and updates. Implementations that have many users not only in 3GPP but also in the internet world will have a much higher chance that security weaknesses are detected and fixed in time.
3.    One of the main reasons behind SBA was the ability to use commodity software. 
So, we propose that SA3 focuses on using existing RFCs in a way that suits SA3.
