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1 Introduction

The intent of this paper is to give inputs on the work on the Iu_PS user plane. There are currently 2 possible main alternatives for Iu interface IP domain user plane: 

· a proposal with which per PDP context there is 1 GTP tunnel between RNC and SGSN + 1 tunnel between SGSN and GGSN. This proposal may be called "architecture with 2 tunnels" or architecture "with (limited) SGSN in user plane

· a proposal with which per PDP context there is 1 GTP tunnel between RNC and GGSN. This proposal may be called "architecture with 1 tunnel" or architecture "without SGSN in user plane

2 Discussion

To highlight the possible roles of the different GSN, the situation where the SGSN + RNC belongs to a network operator (VPLMN for instance) and where the GGSN belongs to another operator (Service Provider or HPLMN) needs to be considered. This shows that charging (+ interception) functions provided by the GGSN could not be used instead of similar functions removed from the SGSN because they may correspond to different operators.  

For IP domain user plane, the functions that should be considered for the SGSN are (IP) Header compression, Charging of user traffic, Interception of user traffic.
2.1 Functions to be considered

The only functions that are candidate for SGSN user plane are:

· (IP) Header compression. For VoIP terminated in the UE this function is mandatory as otherwise every few ten ms 40 bytes of extra overhead are unnecessarily sent on the radio! Even for non RTP flow (TCP or UDP non RTP) header compression is a very useful feature.

It is difficult to put compression in the GGSN because: 

· At UMTS to GPRS hand-over, the SRNC would send to 2G-SGSN (downstream not yet acknowledged) packets compressed by the UMTS compression algorithm. The 2G-SGSN may not be able to uncompress these packets before compressing them with the 2G-compression algorithm. 

· It is desirable not to request the GGSN to have different behaviours according to the kind of SGSN (2G / 3G) currently handling a PDP context.

Not considering charging issues, RNC position for header compression is the best place because differential header compression algorithms work better if they are located in the place where packets are more likely to be discarded (after having discarded packets the compression algorithm can send a packet with full header
). This place is the RNC (where the queues for downstream packets waiting for radio resources are located).

· Charging of user traffic. It has to be kept in mind that: 

· Mobility (MM) and Session (SM) Management events imply the generation of CDR ("Call Detailed Record") by SGSN control functions. For PDP context activation it is the same CDR that currently contains control plane (APN of the PDP context, IMEI and location of the user at PDP context activation, …) and user plane (number of packets, QoS of these packets, …) information. Coordination of the charging of control plane events and of the charging of user plane events is needed.

· Hot billing / Prepaid services imply to be able to send in real time charging information to the CG / the SCP ( Service Control Point).  

· Protocols used to transmit charging data have to be very robust and adding participation to the charging in a Node implies a big amount of work.

· CG = Charging Gateway (mediation device interfacing the Billing System). 

· Interception of user traffic (“intercept product”). It has to be kept in mind that:

· DF = Delivery function =  mediation device with the LEA (Law Enforcement Agency = police, justice, .. administrations). IRI = "Interception Related Information"

· It should be avoided to store in many nodes the list of intercept targets, as the storage of this information requires security mechanism avoiding that any non-authorized operator can read the corresponding list.

· Mobility (MM) and Session (SM) Management events imply the generation of “IRI” sent to the DF by SGSN control functions. It is needed to put some correlation information in the user plane intercepted traffic sent to the DF in order for the DF to correlate this traffic with the “IRI”. 

2.2 Unicity of the solution

The definition of  Iu_PS protocol stack and of network architecture standard shall not allow variants that lead to incompatible protocol stacks between UTRAN and CN of different manufacturer or that lead to incompatible set of functions (for instance a situation in which neither the RNC nor the CN takes care of the charging data collection).

2.3 Network architectures to be considered

Note: in all described architectures the information sent to the SCP for Prepaid / AoC applications (when CAMEL for GPRS / IP domain is standardized) and the information sent to the CG are of the same nature. But they are not redundant because the SCP belongs to the HPLMN / Service Provider while the CG connected to the SGSN belongs to the VPLMN / Network operator.

There is a consensus that for performance reason (to cope with the high throughput that UMTS IP domain is likely to have to provide) the best solution is to be chosen among the following architectures:

· Architecture “without SGSN in user plane” in which there is no more SGSN in the user plane. This corresponds to a direct GTP tunnel between the RNC and the GGSN. See § 2.4 for more study on this architecture.

This architecture may have 2  main variants:

· ("direct link between SRNC and CG/DF") with this variant the SRNC sends directly to CG and DF the user plane events (charging counters on the number of transmitted packets, intercepted traffic) 

· ("SGSN in relay between SRNC and CG/DF") this variant keeps the interface with CG in the SGSN but requests the RNC to carry out the measurements on the number + size of packets (i.e. the RNC gives the content of the CDR but the CDR is sent by the SGSN). This approach does not solve the issue of LI, implies a secured protocol on Iu in order neither to loose nor to duplicate any CDR.
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Figure 1: architecture "without SGSN in user plane” (direct link between SRNC and CG/DF) 
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Figure 2: architecture "without SGSN in user plane” (SGSN in relay between SRNC and CG + sniffing function at the SGSN)

·  (Architecture “with limited SGSN in user plane”) the SGSN is kept in the user plane but with only sniffing functions for charging and interception. In this case almost the same performance than when there is no SGSN can be reached. See § 2.5 for more study on this architecture.
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Figure 3: architecture " with limited SGSN in user plane ”

· (Architecture “ with SGSN protocol conversion in user plane”) the SGSN has sniffing functions + header compression functions. This solution offers much lower performances
 for no real benefit because as mentioned in sect.2.1 the best place for header compression is the RNC. It is hence no more discussed.
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Figure 4: architecture "with SGSN protocol conversion in user plane"

2.4 architecture “without SGSN in user plane”

2.4.1 ("direct link between SRNC and CG/DF") variant

With this variant the SRNC sends directly to CG and DF the user plane events (charging counters on the number of transmitted packets, intercepted traffic). This architecture:

· Corresponds to a different split of functions on Iu between the IP domain (interception + charging done in the UTRAN) and the ISDN domain (interception + charging done in the CN). This different split of function may lead to complicated UTRAN behaviour .

· Means transmission of charging parameters + interception from SGSN control to RNC. It may not be wise to spread on many nodes (the DF, the SGSN and the RNC) the knowledge on the intercepted targets. Furthermore 

· Would imply some added work in the CG that would have to aggregate signalling information for charging received from SGSN control with user information for charging received from SRNC.

· Implies secured (IPsec for instance) links with the DF on every RNC in order to avoid that any unauthorized people to know that interception is currently active for a given target. This implies a lot of management (to manage the security association between the DF and each RNC on the network).

As a summary, this variant corresponds to a major architectural change with regard to GSM and to a major modification in the CG (which should be common between GSM/GPRS and UMTS because many operators will offer GSM:GPRS as well as UMTS service).

2.4.2 ("SGSN in relay between SRNC and CG + sniffing function at SGSN") variant

2.4.2.1 Charging

 This variant keeps the interface with CG in the SGSN but requests the RNC to carry out the measurements on the number + size of packets (i.e. the RNC gives the content of the CDR but the CDR is sent by the SGSN). This approach, implies a very robust (and heavy) protocol on Iu in order neither to loose nor to duplicate any CDR. Furthermore this protocol would have to send charging information in real time on Iu  in order to be able to provide hot billing, prepaid services, AoC,..

2.4.2.2 Interception (LI)

In this architecture, for LI, it is mandatory to have a sniffing function between the RNC and the GGSN. Packet forwarding policy has to force all traffic between GGSN and RNC to go through this sniffing function

It seems mostly desirable to be able to connect the RNC on the IP domain backbone in order for the RNC to benefit from this backbone. This allows RNC-RNC communication on IP, connection of the OMC (OAM) with the RNC through this backbone, optimisation of the RNC to CN transport through shared physical links (the traffic from many RNC being multiplexed in a cost-less way on the same physical media), … .

It is nevertheless difficult to force the traffic to go through the sniffing function as the network might select alternative routes (dynamic routing protocols of an IP backbone). Configuring the routing table in the network so that the traffic is forced through sniffing function is also a possible alternative. However it would be in practice impossible to manage an IP backbone of the size of the backbone of an UMTS operator with only static routes.

Then it is needed to have a point to point link on Iu between the RNC and the sniffing function. This looses the possibility of connecting the RNC on the IP backbone, and looks very much like the architecture "with limited SGSN on the user plane"

he way are handled with this variant is discussed in sect.

2.4.3 Common features of both variants

2.4.3.1 Charging

It can be argued that this architecture puts charging data generation (incrementation of the traffic counters used by the charging) in the node (SRNC) where the acknowledged mode with the UE is terminated and hence that this architecture seems to allow an easy generation of accurate charging counters. However, a simple mechanism (sending to the SGSN the number of  packet discarded by the SRNC in case of congestion, and the number of packets sent from source SRNC to target SRNC / 2G-SGSN in case of SRNC relocation / GSM <-> UMTS hand-over) allows to have accurate charging records generated at the 3G-SGSN.

2.4.3.2 Independence between Iu and Gn

A common drawback for all variants of architecture “without SGSN in user plane” is that Iu cannot be different from Gn even if in the future either interface had to evolve independently from the other. 

2.4.3.3 Signalling efficiency

With this architecture every SRNC relocation implies a dialog with all GGSN to which the UE is connected even though this SRNS relocation is only between 2 SRNC connected to the same SGSN. 

2.5 architecture “with limited SGSN in user plane”

In this architecture, a much better throughput than offered today with 2G SGSN  (or with architecture "with SGSN in the user plane") can be offered. The SGSN handling of packets implies a table look-up (with TID as an index), charging counter increment, and sending the GTP/IP packet (with a new IP address and some new values of GTP fields). The packet does not need to be copied or transformed in its structure.  The throughput offered by this architecture is in fact equivalent to the throughput of architecture “without SGSN in user plane” because the bottleneck in the system is not the SGSN (that has only few functions).

With this architecture

· Interception and charging on user plane events are put in the same equipment than Interception and charging on control plane events, allowing an easy correlation between both kind of events

· Interception and charging are entirely put in the node that has the interface with the service (interface with HLR, with SCE) or that has the interface with administration of the LI. No unnecessary relay of information is needed (no relay of charging record between RNC and CG through the SGSN)

· Iu could still be different from Gn if in the future either interface had to evolve independently from the other

· The RNC could be put on the same IP backbone than the SGSN and GGSN, allowing RNC to benefit from this backbone (direct RNC to RNC traffic on this backbone)

2.6 Comparison of the different architectures 

Common drawback for all variants of architecture “without SGSN in user plane” is that 

· Iu cannot be different from Gn even if in the future either interface had to evolve independently from the other. 

· Either there is a direct connection between the CG and the RNC (with a major architectural change with regard to GSM and with a major modification in the CG) or a new highly safe protocol has to be added on IU_PS control to be able to send in real-time (hot billing, prepaid,…) the charging counters from RNC to SGSN.  

· The RNC cannot be put on the IP backbone - Iu has to correspond to a point to point link

· A sniffing (LI) function is nevertheless needed between the RNC and the GGSN. This sniffing function has almost the same function as the SGSN in the architecture "with limited SGSN in the user plane".

As the architecture “with limited SGSN in user plane” does not offer significantly less throughput and solves the issues mentioned above, this architecture it is  proposed  for UMTS IP domain. See § 3.

3 Conclusion

· The standard shall support that the user data flows transported over the Iu reference point to/from the 'IP domain' shall be multiplexed on top of common layer 2 resources. 

· One or several AAL5/ATM Permanent VCs may be used as the common layer 2 resources between the UTRAN and the 'IP domain' of the CN. The reason for usage of several permanent AAL5/ATM VCs may e.g. be for load sharing and redundancy. It is also possible to use one switched VC per user flow (PDP context or radio access bearer).

· A tunnelling protocol is used on top of this common layer 2. This tunnelling protocol corresponds to an evolution of the user plane part of the GTP protocol used in GPRS put on top of UDP/IP.

· The user data plane in the UMTS network is made up of two tunnels: 

· a first IP/UDP/GTP tunnel between RNC and 3G SGSN on Iu

· a second IP/UDP/GTP tunnel between GGSN and 3G SGSN on Gn

This architecture: 

· Provides hierarchical mobility 

· Allows having the RNC directly connected on the IP domain backbone

· Ensures that all traffic is routed through 3G-SGSN that may perform functions such as charging and Lawful Interception.

· Would allow to have different protocols (or protocol version) on Gn and Iu if needed in the future

The protocol stack is shown in Figure 5.
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Figure 5: Protocol Architecture for IP domain user plane

4 Proposal

It is proposed that the section 3 of this Tdoc is included in a (new) chapter 7.2 "IP domain user plane " of 23.20 and that the content of sect 9.8.4 of 23.20 is deleted. It is also proposed to erase the two first bullets of section 9.8.3 of 23.20 (bullets of section 3 of this Tdoc that are without revision marks).

5 References

(1(
UMTS 23.20, version 1.6.0
� As an example, if RFC 2508 RTP/UDP/IP compression applies, as the timestamp is not transmitted on compressed link, the loss of a packet implies the loss of the time synchronisation between sender and receiver. Hence after a packet discard the RNC should send a full RTP/UDP/IP header avoiding this loss of synchronisation.


� The SGSN has to modify the packet structure (the SNDCP layer is present on Iu interface while it is absent on the Gn interface). This implies a lot of buffer manipulation that costs CPU and memory as opposed to the architecture "with limited SGSN in user plane".
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