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*CHANGES START*

8.3.1 Initial Context Setup

8.3.1.1 General

The purpose of the Initial Context Setup procedure is to establish the necessary overall initial UE Context including E-RAB context, the Security Key, Handover Restriction List, UE Radio capability and UE Security Capabilities etc. The procedure uses UE-associated signalling.

 <<<<<<<<<<<<<<<<<<<< Unmodified Text Omitted >>>>>>>>>>>>>>>>>>>>

If the *UE Radio Capability ID* IE is included in the INITIAL CONTEXT SETUP REQUEST message, the eNB shall, if supported, use it as defined in TS 23.401 [11].

The eNB shall report to the MME, in the INITIAL CONTEXT SETUP RESPONSE message, the successful establishment of the security procedures with the UE, and, the result for all the requested E-RABs in the following way:

- A list of E-RABs which are successfully established shall be included in the *E-RAB Setup List* IE

- A list of E-RABs which failed to be established shall be included in the *E-RAB Failed to Setup List* IE.

When the eNB reports the unsuccessful establishment of an E-RAB, the cause value should be precise enough to enable the MME to know the reason for the unsuccessful establishment, e.g., “Radio resources not available”, “Failure in the Radio Interface Procedure”.

After sending the INITIAL CONTEXT SETUP RESPONSE message, the procedure is terminated in the eNB.

If the *Time Reference Distribution Information* IE is included in the INITIAL CONTEXT SETUP REQUEST message, the eNB shall, if supported, store this information in the UE context and use it as defined in TS 23.401 [11].

 <<<<<<<<<<<<<<<<<<<< Unmodified Text Omitted >>>>>>>>>>>>>>>>>>>>

8.3.4 UE Context Modification

8.3.4.1 General

The purpose of the UE Context Modification procedure is to partly modify the established UE Context, e.g., with the Security Key or the Subscriber Profile ID for RAT/Frequency priority. The procedure uses UE-associated signalling.

 <<<<<<<<<<<<<<<<<<<< Unmodified Text Omitted >>>>>>>>>>>>>>>>>>>>

If the *NR UE Sidelink Aggregate Maximum Bit Rate* IE is included in the UE CONTEXT MODIFICATION REQUEST message, the eNB shall, if supported:

- replace the previously provided NR UE Sidelink Aggregate Maximum Bit Rate, if available in the UE context, with the received value;

- use the received value for the concerned UE’s sidelink communication in network scheduled mode for NR V2X services.

If the *PC5 QoS Parameters* IE is included in the UE CONTEXT MODIFICATION REQUEST message, the eNB shall, if supported, use it for the concerned UE’s NR sidelink communication as specified in TS 23.285 [49].

If the *Time Reference Distribution Information* IE is included in the UE CONTEXT MODIFICATION REQUEST message, the eNB shall, if supported, store this information in the UE context and use it as defined in TS 23.401 [11].

 <<<<<<<<<<<<<<<<<<<< Unmodified Text Omitted >>>>>>>>>>>>>>>>>>>>

8.4.2 Handover Resource Allocation

8.4.2.1 General

The purpose of the Handover Resource Allocation procedure is to reserve resources at the target eNB for the handover of a UE.

<<<<<<<<<<<<<<<<<<<< Unmodified Text Omitted >>>>>>>>>>>>>>>>>>>>

If the *Direct Forwarding Path Availability* IE is included in the *Source eNB to Target eNB Transparent Container* IE within the HANDOVER REQUEST message, the target eNB may use the information to assign tunnel endpoints in case of inter-system handover.

If the HANDOVER REQUEST message contains within the *Source eNB to Target eNB Transparent Container* IE the *Time Based Handover Information* IE, the target eNB may use this information to allocate necessary resources for the incoming handover.

If the *Time Reference Distribution Information* IE is included in the HANDOVER REQUEST message, the eNB shall, if supported, store this information in the UE context and use it as defined in TS 23.401 [11].

<<<<<<<<<<<<<<<<<<<< Unmodified Text Omitted >>>>>>>>>>>>>>>>>>>>

### 8.4.4 Path Switch Request

#### 8.4.4.1 General

The purpose of the Path Switch Request procedure is to establish a UE associated signalling connection to the EPC and, if applicable, to request the switch of a downlink GTP tunnel towards a new GTP tunnel endpoint.

<<<<<<<<<<<<<<<<<<<< Unmodified Text Omitted >>>>>>>>>>>>>>>>>>>>

For each E-RAB for which the *Security Indication* IE is included in the *E-RABs Switched in Downlink Item* IE of the PATH SWITCH REQUEST message, the MME shall, if supported, behave as specified in TS 33.401 [15] and may send back the *Security Indication* IE within the *E-RAB To Be Updated Item* IE of the PATH SWITCH REQUEST ACKNOWLEDGE message.

If the *Security Indication* IE is included within the *E-RAB To Be Updated Item* IE of the PATH SWITCH REQUEST ACKNOWLEDGE message, the eNB shall, if supported, behave as specified in TS 33.401 [15].

If the *Time Reference Distribution Information* IE is included in the PATH SWITCH REQUEST ACKNOWLEDGE message, the eNB shall, if supported, store this information in the UE context and use it as defined in TS 23.401 [11].

<<<<<<<<<<<<<<<<<<<< Unmodified Text Omitted >>>>>>>>>>>>>>>>>>>>

9.1.4.1 INITIAL CONTEXT SETUP REQUEST

This message is sent by the MME to request the setup of a UE context.

Direction: MME → eNB

| **IE/Group Name** | **Presence** | **Range** | **IE type and reference** | **Semantics description** | **Criticality** | **Assigned Criticality** |
| --- | --- | --- | --- | --- | --- | --- |
| Message Type | M |  | 9.2.1.1 |  | YES | reject |
| MME UE S1AP ID | M |  | 9.2.3.3 |  | YES | reject |
| eNB UE S1AP ID | M |  | 9.2.3.4 |  | YES | reject |
| <<<<<<<<<<<<<<<<<<<< Skip Unchanged >>>>>>>>>>>>>>>>>>>> |
| NR UE Sidelink Aggregate Maximum Bit Rate | O |  | 9.2.1.149 | This IE applies only if the UE is authorized for NR V2X services. | YES | ignore |
| PC5 QoS Parameters | O |  | 9.2.1.150 | This IE applies only if the UE is authorized for NR V2X services. | YES | ignore |
| UE Radio Capability ID | O |  | 9.2.1.153 |  | YES | reject |
| Time Reference Distribution Information | O |  | 9.2.1.X |  | YES | ignore |

<<<<<<<<<<<<<<<<<<<< Unmodified Text Omitted >>>>>>>>>>>>>>>>>>>>

9.1.4.8 UE CONTEXT MODIFICATION REQUEST

This message is sent by the MME to provide UE Context information changes to the eNB.

Direction: MME → eNB

| **IE/Group Name** | **Presence** | **Range** | **IE type and reference** | **Semantics description** | **Criticality** | **Assigned Criticality** |
| --- | --- | --- | --- | --- | --- | --- |
| Message Type | M |  | 9.2.1.1 |  | YES | reject |
| MME UE S1AP ID | M |  | 9.2.3.3 |  | YES | reject |
| eNB UE S1AP ID | M |  | 9.2.3.4 |  | YES | reject |
| <<<<<<<<<<<<<<<<<<<< Skip Unchanged >>>>>>>>>>>>>>>>>>>> |
| NR UE Sidelink Aggregate Maximum Bit Rate | O |  | 9.2.1.149 | This IE applies only if the UE is authorized for NR V2X services. | YES | ignore |
| PC5 QoS Parameters | O |  | 9.2.1.150 | This IE applies only if the UE is authorized for NR V2X services. | YES | ignore |
| UE Radio Capability ID | O |  | 9.2.1.153 |  | YES | reject |
| Time Reference Distribution Information | O |  | 9.2.1.X |  | YES | ignore |

<<<<<<<<<<<<<<<<<<<< Unmodified Text Omitted >>>>>>>>>>>>>>>>>>>>

#### 9.1.5.4 HANDOVER REQUEST

This message is sent by the MME to the target eNB to request the preparation of resources.

Direction: MME → eNB.

| IE/Group Name | Presence | Range | IE type and reference | Semantics description | Criticality | Assigned Criticality |
| --- | --- | --- | --- | --- | --- | --- |
| Message Type | M |  | 9.2.1.1 |  | YES | reject |
| MME UE S1AP ID | M |  | 9.2.3.3 |  | YES | reject |
| Handover Type | M |  | 9.2.1.13 |  | YES | reject |
| <<<<<<<<<<<<<<<<<<<< Skip Unchanged >>>>>>>>>>>>>>>>>>>> |
| NR UE Sidelink Aggregate Maximum Bit Rate | O |  | 9.2.1.149 | This IE applies only if the UE is authorized for NR V2X services. | YES | ignore |
| PC5 QoS Parameters | O |  | 9.2.1.150 | This IE applies only if the UE is authorized for NR V2X services. | YES | ignore |
| UE Radio Capability ID | O |  | 9.2.1.153 |  | YES | reject |
| Time Reference Distribution Information | O |  | 9.2.1.X |  | YES | ignore |

<<<<<<<<<<<<<<<<<<<< Unmodified Text Omitted >>>>>>>>>>>>>>>>>>>>

9.1.5.9 PATH SWITCH REQUEST ACKNOWLEDGE

This message is sent by the MME to inform the eNB that the path switch has been successfully completed in the EPC.

Direction: MME → eNB.

| **IE/Group Name** | **Presence** | **Range** | **IE type and reference** | **Semantics description** | **Criticality** | **Assigned Criticality** |
| --- | --- | --- | --- | --- | --- | --- |
| Message Type | M |  | 9.2.1.1 |  | YES | reject |
| MME UE S1AP ID | M |  | 9.2.3.3 |  | YES | ignore |
| <<<<<<<<<<<<<<<<<<<< Skip Unchanged >>>>>>>>>>>>>>>>>>>> |
| UE Radio Capability ID | O |  | 9.2.1.153 |  | YES | reject |
| UE Security Capabilities | O |  | 9.2.1.40 |  | YES | ignore |
| E-RAB To Be Updated List |  | 0..1 |  |  | YES | ignore |
| >E-RAB To Be Updated Item |  | 1 .. <maxnoofE-RABs> |  |  | EACH | ignore |
| >>E-RAB ID | M |  | 9.2.1.2 |  | - |  |
| >>Security Indication | O |  | 9.2.1.163 |  | - |  |
| Time Reference Distribution Information | O |  | 9.2.1.X |  | YES | ignore |

<<<<<<<<<<<<<<<<<<<< Unmodified Text Omitted >>>>>>>>>>>>>>>>>>>>

9.2.1.X Time Reference Distribution Information

This IE indicates the UE subscription for Time Reference Distribution information as specified in TS 23.401[11].

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **IE/Group Name** | **Presence** | **Range** | **IE type and reference** | **Semantics description** |
| Time Reference Distribution Indication | M |  | ENUMERATED (true, …) |  |

<<<<<<<<<<<<<<<<<<<< Unmodified Text Omitted >>>>>>>>>>>>>>>>>>>>

<<<<<<<<<<<<<<<<<<<< ASN.1 >>>>>>>>>>>>>>>>>>>>

9.3.2 Elementary Procedure Definitions

-- ASN1START

-- \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

--

-- Elementary Procedure definitions

--

-- \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

<<<<<<<<<<<<<<<<<<<< Unmodified Text Omitted >>>>>>>>>>>>>>>>>>>>

InitialContextSetupRequest ::= SEQUENCE {

 protocolIEs ProtocolIE-Container { {InitialContextSetupRequestIEs} },

 ...

}

InitialContextSetupRequestIEs S1AP-PROTOCOL-IES ::= {

 { ID id-MME-UE-S1AP-ID CRITICALITY reject TYPE MME-UE-S1AP-ID PRESENCE mandatory}|

 { ID id-eNB-UE-S1AP-ID CRITICALITY reject TYPE ENB-UE-S1AP-ID PRESENCE mandatory}|

 { ID id-uEaggregateMaximumBitrate CRITICALITY reject TYPE UEAggregateMaximumBitrate PRESENCE mandatory}|

 { ID id-E-RABToBeSetupListCtxtSUReq CRITICALITY reject TYPE E-RABToBeSetupListCtxtSUReq PRESENCE mandatory}|

 { ID id-UESecurityCapabilities CRITICALITY reject TYPE UESecurityCapabilities PRESENCE mandatory}|

 { ID id-SecurityKey CRITICALITY reject TYPE SecurityKey PRESENCE mandatory}|

 { ID id-TraceActivation CRITICALITY ignore TYPE TraceActivation PRESENCE optional}|

 { ID id-HandoverRestrictionList CRITICALITY ignore TYPE HandoverRestrictionList PRESENCE optional}|

 { ID id-UERadioCapability CRITICALITY ignore TYPE UERadioCapability PRESENCE optional}|

 { ID id-SubscriberProfileIDforRFP CRITICALITY ignore TYPE SubscriberProfileIDforRFP PRESENCE optional}|

 { ID id-CSFallbackIndicator CRITICALITY reject TYPE CSFallbackIndicator PRESENCE optional}|

 { ID id-SRVCCOperationPossible CRITICALITY ignore TYPE SRVCCOperationPossible PRESENCE optional}|

 { ID id-CSGMembershipStatus CRITICALITY ignore TYPE CSGMembershipStatus PRESENCE optional}|

 { ID id-RegisteredLAI CRITICALITY ignore TYPE LAI PRESENCE optional}|

 { ID id-GUMMEI-ID CRITICALITY ignore TYPE GUMMEI PRESENCE optional}|

 { ID id-MME-UE-S1AP-ID-2 CRITICALITY ignore TYPE MME-UE-S1AP-ID PRESENCE optional}|

 { ID id-ManagementBasedMDTAllowed CRITICALITY ignore TYPE ManagementBasedMDTAllowed PRESENCE optional}|

 { ID id-ManagementBasedMDTPLMNList CRITICALITY ignore TYPE MDTPLMNList PRESENCE optional}|

 { ID id-AdditionalCSFallbackIndicator CRITICALITY ignore TYPE AdditionalCSFallbackIndicator PRESENCE conditional}|

 -- The above IE shall be present if the CS Fallback Indicator IE is set to the value “CS Fallback High Priority”

 { ID id-Masked-IMEISV CRITICALITY ignore TYPE Masked-IMEISV PRESENCE optional}|

 { ID id-ExpectedUEBehaviour CRITICALITY ignore TYPE ExpectedUEBehaviour PRESENCE optional}|

 { ID id-ProSeAuthorized CRITICALITY ignore TYPE ProSeAuthorized PRESENCE optional}|

 { ID id-UEUserPlaneCIoTSupportIndicator CRITICALITY ignore TYPE UEUserPlaneCIoTSupportIndicator PRESENCE optional}|

 { ID id-V2XServicesAuthorized CRITICALITY ignore TYPE V2XServicesAuthorized PRESENCE optional}|

 { ID id-UESidelinkAggregateMaximumBitrate CRITICALITY ignore TYPE UESidelinkAggregateMaximumBitrate PRESENCE optional}|

 { ID id-EnhancedCoverageRestricted CRITICALITY ignore TYPE EnhancedCoverageRestricted PRESENCE optional}|

 { ID id-NRUESecurityCapabilities CRITICALITY ignore TYPE NRUESecurityCapabilities PRESENCE optional}|

 { ID id-CE-ModeBRestricted CRITICALITY ignore TYPE CE-ModeBRestricted PRESENCE optional}|

 { ID id-AerialUEsubscriptionInformation CRITICALITY ignore TYPE AerialUEsubscriptionInformation PRESENCE optional}|

 { ID id-PendingDataIndication CRITICALITY ignore TYPE PendingDataIndication PRESENCE optional}|

 { ID id-Subscription-Based-UE-DifferentiationInfo CRITICALITY ignore TYPE Subscription-Based-UE-DifferentiationInfo PRESENCE optional}|

 { ID id-AdditionalRRMPriorityIndex CRITICALITY ignore TYPE AdditionalRRMPriorityIndex PRESENCE optional }|

 { ID id-IAB-Authorized CRITICALITY ignore TYPE IAB-Authorized PRESENCE optional}|

 { ID id-NRV2XServicesAuthorized CRITICALITY ignore TYPE NRV2XServicesAuthorized PRESENCE optional }|

 { ID id-NRUESidelinkAggregateMaximumBitrate CRITICALITY ignore TYPE NRUESidelinkAggregateMaximumBitrate PRESENCE optional }|

 { ID id-PC5QoSParameters CRITICALITY ignore TYPE PC5QoSParameters PRESENCE optional }|

 { ID id-UERadioCapabilityID CRITICALITY reject TYPE UERadioCapabilityID PRESENCE optional},

 { ID id-TimeRefDistribution CRITICALITY ignore TYPE TimeRefDistribution PRESENCE optional},

 ...

}

<<<<<<<<<<<<<<<<<<<< Unmodified Text Omitted >>>>>>>>>>>>>>>>>>>>

UEContextModificationRequest ::= SEQUENCE {

 protocolIEs ProtocolIE-Container { { UEContextModificationRequestIEs} },

 ...

}

UEContextModificationRequestIEs S1AP-PROTOCOL-IES ::= {

 { ID id-MME-UE-S1AP-ID CRITICALITY reject TYPE MME-UE-S1AP-ID PRESENCE mandatory}|

 { ID id-eNB-UE-S1AP-ID CRITICALITY reject TYPE ENB-UE-S1AP-ID PRESENCE mandatory}|

 { ID id-SecurityKey CRITICALITY reject TYPE SecurityKey PRESENCE optional}|

 { ID id-SubscriberProfileIDforRFP CRITICALITY ignore TYPE SubscriberProfileIDforRFP PRESENCE optional}|

 { ID id-uEaggregateMaximumBitrate CRITICALITY ignore TYPE UEAggregateMaximumBitrate PRESENCE optional}|

 { ID id-CSFallbackIndicator CRITICALITY reject TYPE CSFallbackIndicator PRESENCE optional}|

 { ID id-UESecurityCapabilities CRITICALITY reject TYPE UESecurityCapabilities PRESENCE optional}|

 { ID id-CSGMembershipStatus CRITICALITY ignore TYPE CSGMembershipStatus PRESENCE optional}|

 { ID id-RegisteredLAI CRITICALITY ignore TYPE LAI PRESENCE optional}|

 { ID id-AdditionalCSFallbackIndicator CRITICALITY ignore TYPE AdditionalCSFallbackIndicator PRESENCE conditional}|

 -- The above IE shall be present if the CS Fallback Indicator IE is set to the value “CS Fallback High Priority”

 { ID id-ProSeAuthorized CRITICALITY ignore TYPE ProSeAuthorized PRESENCE optional}|

 { ID id-SRVCCOperationPossible CRITICALITY ignore TYPE SRVCCOperationPossible PRESENCE optional}|

 { ID id-SRVCCOperationNotPossible CRITICALITY ignore TYPE SRVCCOperationNotPossible PRESENCE optional}|

 { ID id-V2XServicesAuthorized CRITICALITY ignore TYPE V2XServicesAuthorized PRESENCE optional}|

 { ID id-UESidelinkAggregateMaximumBitrate CRITICALITY ignore TYPE UESidelinkAggregateMaximumBitrate PRESENCE optional}|

 { ID id-NRUESecurityCapabilities CRITICALITY ignore TYPE NRUESecurityCapabilities PRESENCE optional}|

 { ID id-AerialUEsubscriptionInformation CRITICALITY ignore TYPE AerialUEsubscriptionInformation PRESENCE optional}|

 { ID id-AdditionalRRMPriorityIndex CRITICALITY ignore TYPE AdditionalRRMPriorityIndex PRESENCE optional}|

 { ID id-IAB-Authorized CRITICALITY ignore TYPE IAB-Authorized PRESENCE optional}|

 { ID id-NRV2XServicesAuthorized CRITICALITY ignore TYPE NRV2XServicesAuthorized PRESENCE optional }|

 { ID id-NRUESidelinkAggregateMaximumBitrate CRITICALITY ignore TYPE NRUESidelinkAggregateMaximumBitrate PRESENCE optional }|

 { ID id-PC5QoSParameters CRITICALITY ignore TYPE PC5QoSParameters PRESENCE optional }|

 { ID id-UERadioCapabilityID CRITICALITY reject TYPE UERadioCapabilityID PRESENCE optional},

 { ID id-TimeRefDistribution CRITICALITY ignore TYPE TimeRefDistribution PRESENCE optional},

 ...

}

<<<<<<<<<<<<<<<<<<<< Unmodified Text Omitted >>>>>>>>>>>>>>>>>>>>

HandoverRequest ::= SEQUENCE {

 protocolIEs ProtocolIE-Container { {HandoverRequestIEs} },

 ...

}

HandoverRequestIEs S1AP-PROTOCOL-IES ::= {

 { ID id-MME-UE-S1AP-ID CRITICALITY reject TYPE MME-UE-S1AP-ID PRESENCE mandatory}|

 { ID id-HandoverType CRITICALITY reject TYPE HandoverType PRESENCE mandatory}|

 { ID id-Cause CRITICALITY ignore TYPE Cause PRESENCE mandatory}|

 { ID id-uEaggregateMaximumBitrate CRITICALITY reject TYPE UEAggregateMaximumBitrate PRESENCE mandatory}|

 { ID id-E-RABToBeSetupListHOReq CRITICALITY reject TYPE E-RABToBeSetupListHOReq PRESENCE mandatory}|

 { ID id-Source-ToTarget-TransparentContainer CRITICALITY reject TYPE Source-ToTarget-TransparentContainer PRESENCE mandatory}|

 { ID id-UESecurityCapabilities CRITICALITY reject TYPE UESecurityCapabilities PRESENCE mandatory}|

 { ID id-HandoverRestrictionList CRITICALITY ignore TYPE HandoverRestrictionList PRESENCE optional}|

 { ID id-TraceActivation CRITICALITY ignore TYPE TraceActivation PRESENCE optional}|

 { ID id-RequestType CRITICALITY ignore TYPE RequestType PRESENCE optional}|

 { ID id-SRVCCOperationPossible CRITICALITY ignore TYPE SRVCCOperationPossible PRESENCE optional}|

 { ID id-SecurityContext CRITICALITY reject TYPE SecurityContext PRESENCE mandatory}|

 { ID id-NASSecurityParameterstoE-UTRAN CRITICALITY reject TYPE NASSecurityParameterstoE-UTRAN PRESENCE conditional}|

 -- The above IE shall be present if the Handover Type IE is set to the value "UTRANtoLTE" or "GERANtoLTE"

 { ID id-CSG-Id CRITICALITY reject TYPE CSG-Id PRESENCE optional}|

 { ID id-CSGMembershipStatus CRITICALITY ignore TYPE CSGMembershipStatus PRESENCE optional}|

 { ID id-GUMMEI-ID CRITICALITY ignore TYPE GUMMEI PRESENCE optional}|

 { ID id-MME-UE-S1AP-ID-2 CRITICALITY ignore TYPE MME-UE-S1AP-ID PRESENCE optional}|

 { ID id-ManagementBasedMDTAllowed CRITICALITY ignore TYPE ManagementBasedMDTAllowed PRESENCE optional}|

 { ID id-ManagementBasedMDTPLMNList CRITICALITY ignore TYPE MDTPLMNList PRESENCE optional}|

 { ID id-Masked-IMEISV CRITICALITY ignore TYPE Masked-IMEISV PRESENCE optional}|

 { ID id-ExpectedUEBehaviour CRITICALITY ignore TYPE ExpectedUEBehaviour PRESENCE optional}|

 { ID id-ProSeAuthorized CRITICALITY ignore TYPE ProSeAuthorized PRESENCE optional}|

 { ID id-UEUserPlaneCIoTSupportIndicator CRITICALITY ignore TYPE UEUserPlaneCIoTSupportIndicator PRESENCE optional}|

 { ID id-V2XServicesAuthorized CRITICALITY ignore TYPE V2XServicesAuthorized PRESENCE optional}|

 { ID id-UESidelinkAggregateMaximumBitrate CRITICALITY ignore TYPE UESidelinkAggregateMaximumBitrate PRESENCE optional}|

 { ID id-EnhancedCoverageRestricted CRITICALITY ignore TYPE EnhancedCoverageRestricted PRESENCE optional}|

 { ID id-NRUESecurityCapabilities CRITICALITY ignore TYPE NRUESecurityCapabilities PRESENCE optional}|

 { ID id-CE-ModeBRestricted CRITICALITY ignore TYPE CE-ModeBRestricted PRESENCE optional}|

 { ID id-AerialUEsubscriptionInformation CRITICALITY ignore TYPE AerialUEsubscriptionInformation PRESENCE optional}|

 { ID id-PendingDataIndication CRITICALITY ignore TYPE PendingDataIndication PRESENCE optional}|

 { ID id-Subscription-Based-UE-DifferentiationInfo CRITICALITY ignore TYPE Subscription-Based-UE-DifferentiationInfo PRESENCE optional}|

 { ID id-AdditionalRRMPriorityIndex CRITICALITY ignore TYPE AdditionalRRMPriorityIndex PRESENCE optional }|

 { ID id-IAB-Authorized CRITICALITY reject TYPE IAB-Authorized PRESENCE optional}|

 { ID id-NRV2XServicesAuthorized CRITICALITY ignore TYPE NRV2XServicesAuthorized PRESENCE optional }|

 { ID id-NRUESidelinkAggregateMaximumBitrate CRITICALITY ignore TYPE NRUESidelinkAggregateMaximumBitrate PRESENCE optional }|

 { ID id-PC5QoSParameters CRITICALITY ignore TYPE PC5QoSParameters PRESENCE optional }|

 { ID id-UERadioCapabilityID CRITICALITY reject TYPE UERadioCapabilityID PRESENCE optional},

 { ID id-TimeRefDistribution CRITICALITY ignore TYPE TimeRefDistribution PRESENCE optional},

 ...

}

<<<<<<<<<<<<<<<<<<<< Unmodified Text Omitted >>>>>>>>>>>>>>>>>>>>

PathSwitchRequestAcknowledge ::= SEQUENCE {

 protocolIEs ProtocolIE-Container { { PathSwitchRequestAcknowledgeIEs} },

 ...

}

PathSwitchRequestAcknowledgeIEs S1AP-PROTOCOL-IES ::= {

 { ID id-MME-UE-S1AP-ID CRITICALITY ignore TYPE MME-UE-S1AP-ID PRESENCE mandatory}|

 { ID id-eNB-UE-S1AP-ID CRITICALITY ignore TYPE ENB-UE-S1AP-ID PRESENCE mandatory}|

 { ID id-uEaggregateMaximumBitrate CRITICALITY ignore TYPE UEAggregateMaximumBitrate PRESENCE optional}|

 { ID id-E-RABToBeSwitchedULList CRITICALITY ignore TYPE E-RABToBeSwitchedULList PRESENCE optional}|

 { ID id-E-RABToBeReleasedList CRITICALITY ignore TYPE E-RABList PRESENCE optional}|

 { ID id-SecurityContext CRITICALITY reject TYPE SecurityContext PRESENCE mandatory}|

 { ID id-CriticalityDiagnostics CRITICALITY ignore TYPE CriticalityDiagnostics PRESENCE optional}|

 { ID id-MME-UE-S1AP-ID-2 CRITICALITY ignore TYPE MME-UE-S1AP-ID PRESENCE optional}|

 { ID id-CSGMembershipStatus CRITICALITY ignore TYPE CSGMembershipStatus PRESENCE optional}|

 { ID id-ProSeAuthorized CRITICALITY ignore TYPE ProSeAuthorized PRESENCE optional}|

 { ID id-UEUserPlaneCIoTSupportIndicator CRITICALITY ignore TYPE UEUserPlaneCIoTSupportIndicator PRESENCE optional}|

 { ID id-V2XServicesAuthorized CRITICALITY ignore TYPE V2XServicesAuthorized PRESENCE optional}|

 { ID id-UESidelinkAggregateMaximumBitrate CRITICALITY ignore TYPE UESidelinkAggregateMaximumBitrate PRESENCE optional}|

 { ID id-EnhancedCoverageRestricted CRITICALITY ignore TYPE EnhancedCoverageRestricted PRESENCE optional}|

 { ID id-NRUESecurityCapabilities CRITICALITY ignore TYPE NRUESecurityCapabilities PRESENCE optional}|

 { ID id-CE-ModeBRestricted CRITICALITY ignore TYPE CE-ModeBRestricted PRESENCE optional}|

 { ID id-AerialUEsubscriptionInformation CRITICALITY ignore TYPE AerialUEsubscriptionInformation PRESENCE optional}|

 { ID id-PendingDataIndication CRITICALITY ignore TYPE PendingDataIndication PRESENCE optional}|

 { ID id-Subscription-Based-UE-DifferentiationInfo CRITICALITY ignore TYPE Subscription-Based-UE-DifferentiationInfo PRESENCE optional}|

 { ID id-HandoverRestrictionList CRITICALITY ignore TYPE HandoverRestrictionList PRESENCE optional}|

 { ID id-AdditionalRRMPriorityIndex CRITICALITY ignore TYPE AdditionalRRMPriorityIndex PRESENCE optional }|

 { ID id-NRV2XServicesAuthorized CRITICALITY ignore TYPE NRV2XServicesAuthorized PRESENCE optional }|

 { ID id-NRUESidelinkAggregateMaximumBitrate CRITICALITY ignore TYPE NRUESidelinkAggregateMaximumBitrate PRESENCE optional }|

 { ID id-PC5QoSParameters CRITICALITY ignore TYPE PC5QoSParameters PRESENCE optional }|

 { ID id-UERadioCapabilityID CRITICALITY reject TYPE UERadioCapabilityID PRESENCE optional}|

 { ID id-UESecurityCapabilities CRITICALITY ignore TYPE UESecurityCapabilities PRESENCE optional}|

 { ID id-E-RABToBeUpdatedList CRITICALITY ignore TYPE E-RABToBeUpdatedList PRESENCE optional},

 { ID id-TimeRefDistribution CRITICALITY ignore TYPE TimeRefDistribution PRESENCE optional},

 ...

}

<<<<<<<<<<<<<<<<<<<< Unmodified Text Omitted >>>>>>>>>>>>>>>>>>>>

9.3.4 Information Element Definitions

-- ASN1START

-- \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

--

-- Information Element Definitions

--

-- \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

S1AP-IEs {

itu-t (0) identified-organization (4) etsi (0) mobileDomain (0)

eps-Access (21) modules (3) s1ap (1) version1 (1) s1ap-IEs (2) }

DEFINITIONS AUTOMATIC TAGS ::=

BEGIN

IMPORTS

 id-E-RABInformationListItem,

 id-E-RABItem,

 id-GUMMEIType,

 id-Bearers-SubjectToStatusTransfer-Item,

 id-Time-Synchronisation-Info,

 id-x2TNLConfigurationInfo,

<<<<<<<<<<<<<<<<<<<< Unmodified Text Omitted >>>>>>>>>>>>>>>>>>>>

 id-TimeBasedHandoverInformation,

 id-Bearers-SubjectToDLDiscarding-Item,

 id-Bearers-SubjectToDLDiscardingList,

 id-TimeRefDistribution,

 maxnoofCSGs,

 maxnoofE-RABs,

 maxnoofErrors,

<<<<<<<<<<<<<<<<<<<< Unmodified Text Omitted >>>>>>>>>>>>>>>>>>>>

TimeRefDistribution ::= ENUMERATED {

 true,

 ...

}

<<<<<<<<<<<<<<<<<<<< Unmodified Text Omitted >>>>>>>>>>>>>>>>>>>>

9.3.6 Constant Definitions

-- ASN1START

-- \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

--

-- Constant definitions

--

-- \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

<<<<<<<<<<<<<<<<<<<< Unmodified Text Omitted >>>>>>>>>>>>>>>>>>>>

id-TimeBasedHandoverInformation ProtocolIE-ID ::= 350

id-Bearers-SubjectToDLDiscarding-Item ProtocolIE-ID ::= 351

id-Bearers-SubjectToDLDiscardingList ProtocolIE-ID ::= 352

id-TimeRefDistribution ProtocolIE-ID ::= XXX

*CHANGES END*