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1 Introduction

Summary of offline disc
CB: # NTN2_LocationVerification
- Any RAN3 impact based on the updated WID?
- Reply LS on latency impact of network verified UE location?
- Capture agreements and provide TPs if agreeable
(Moderator - HW)

Summary of offline disc
For the first round discussion, please provide your comments before 2:00 AM, UTC, 21st April, Friday.

2 For the Chairman’s Notes

To be agreed:

WA: If UE location verification is decided and initiated by 5GC, no services can be provided to the NTN UE until its location has been verified at initial network attach. In addition, many other services, e.g, mobility, should also not be provided to the NTN UE until its location has been verified
Send a LS to SA2 to clarify the understanding of RAN3. Take the draft LS Out attached in [2] as a baseline.
WA: Ephemeris information, and the association between the satellite and TRP related to NTN should be configured to the LMF via OAM
To be continue:

3 Discussion

3.1 Verification procedure be run independently from other services

In the last meeting, RAN3 received an LS in [1]. where, SA2 stated that the location verification is started after an initiating NAS procedure has been completed and it would then run in parallel with any other UE related activity. However, in [2], it has observed that at initial network attach by the UE,  no services can be provided to the NTN UE until its location has been verified by the AMF. Furthermore, in [3], two issues were raised for allowing the verification procedure to be run in parallel with the some services; which are UE may be engaged in illegal activities and UE may escape the verification. Therefore, it is proposed to advice the decision of SA2.

Q1-1: Do you acknowledge that no services can be provided to the NTN UE until its location has been verified at initial network attach?

Q1-2: Do you acknowledge that many other services if not all, e.g, mobility, etc, should also not be provided to the NTN UE until its location has been verified?
	Company
	Yes/No
	Comment

	Huawei
	Yes to Both
	Please see the analysis in [2] and [3], if we allow location verification to be done in parallel with any other UE related activities, there can be huge security risks.  

We also do assume that after the first attach, the UE is in good location and no immediate action is required by RAN e.g. cross border check etc …. 

	Nokia
	N/A 
	The questions are not related to RAN3. The verification is performed by the CN and initiated by the CN. It is up to CN (and SA2) to decide the answers for these questions. CN definitely know the UE’s state (e.g. registered or not). It is CN decide when initiate the verification. Please focus on RAN3 related issues.

	Ericsson
	Yes to both
	If operator policies require UE location verification by the network, as mentioned in [2] it is not possible for the network to provision any services to the UE before its location is known in a trusted way. Otherwise, it’s not even possible for the CN to e.g. properly route an emergency call. Once the location has been verified and services are running, it should be possible to run a subsequent verification in parallel with ongoing services.

	CATT
	Yes, but
	Actually, there should be a pre-condition for the questions above, i.e. if UE location verification is decided and initiated by 5GC, e.g. during the initial registration, the service should not be provided before the verification is finished.


	China Telecom
	Yes to both
	Considering safety and regulatory issues, it is necessary to first verify the location of UE during its initial registration process before providing services.

	TCL 
	Yes to both 
	According to WI requirements of supporting regulatory services it is necessary to verify UE location before service access.

	Qualcomm
	See Comments
	This is a SA2 issue as the verification is performed by CN. RAN3 has agreed that location verification is transparent to RAN. The actions upon failed location verification is also decided by CN. 

Please raise this in SA2

	Samsung
	Depends on SA2
	It is hard to acknowledge such issue within RAN3 scope, and these questions should be discussed by SA2 if SA2 finds it necessary.

Of course RAN3 could make observations and check with SA2 since there could be potential RAN3 impact.

	NEC
	Yes to both
	We agree with the analysis in [2] and [3], and we believe that if the UE location is under verification, some services should be suspended until the location verification success.

	ZTE
	Yes, but
	The UE location verification shall be done before other services. While, this issue should be checked by SA2, since there is no RAN3 impact on the UE location verification by CN.

	Thales
	Yes to both
	As mentioned by others companies above, it is not possible to provide any service from the CN before UE location verification by the NW. Otherwise, it should be regulatory and security risks.

	Deutsche Telekom
	Yes, but …
	From security/regulatory perspective the UE location verification is needed for service provisioning.
Observations made by companies in RAN3 should be discussed in or with SA2.


	Moderator’s Summary  :

Most companies agree that if UE location verification is decided and initiated by 5GC, no services can be provided to the NTN UE until its location has been verified at initial network attach. Also, many other services if not all, e.g, mobility, etc, should also not be provided to the NTN UE until its location has been verified. In the meanwhile, some companies think this issue is in the scope of SA2 but not RAN3. The moderator thinks we should clarify our understanding and feedback to SA2, and of course the final decision is up to SA2.
WA: If UE location verification is decided and initiated by 5GC, no services can be provided to the NTN UE until its location has been verified at initial network attach. In addition, many other services, e.g, mobility, should also not be provided to the NTN UE until its location has been verified


Q2: Do you agree to send a LS to SA2 and RAN2 to clarify RAN3’s understanding e.g. LS in [2]?
	Company
	Yes/No
	Comment

	Huawei
	Yes
	The LS attached in [2] can be a starting point. RAN should be aware if “UE location is secured or not” after the first attach.   

	Nokia
	No
	As commented in Q1, these are in SA2 scope, and SA2 know it. There is no impact to RAN3. 

	Ericsson
	Yes
	

	CATT
	Yes
	Whether to perform verification and whether to provide services to UE are up to SA2. However, we could provide our views in the LS reply.

	China Telecom
	Yes
	

	TCL
	Yes
	

	Qualcomm
	No
	Companies interested in this topic can raise this in SA2. This is not in RAN3 scope,

	Samsung
	Yes
	We can check with SA2 on RAN3’s understanding, and then to determine whether there’s RAN3 impact.

	NEC
	Yes
	

	ZTE
	Yes
	

	Thales
	Yes
	

	Deutsche Telekom
	Yes
	


	Moderator’s Summary  :

10 companies think we should send a LS to SA2 to check the understanding of RAN3, two companies think this should be raised by SA2. Since RAN3 received LS from SA2, and has some understandings that need SA2 to clarify, it seems there is no harm to send a LS to SA2. Of course, the final decision is pending to SA2.
Send a LS to SA2 to clarify the understanding of RAN3. Take the draft LS Out attached in [2] as a baseline.


3.2 OAM requirements for UE location verification

In [4], the positioning architecture aspects to support the UE location verification has been discussed, and it has been observed that in NTN the TRP information e.g. NR PCR, NCGI, ARFCN, Geographical Coordinates may change with time. As a result, it has been proposed that the ephemeris information of the satellites as well as the association between the satellite and TRP should be configured to LMF via OAM.

Q3: Do you agree the following:

· Ephemeris information related to NTN should be configured to the LMF via OAM 

· Association between the satellite and TRP should be configured to LMF via OAM
	Company
	Yes/No
	Comment

	Huawei
	Yes
	Both are correct 

	Nokia
	No
	Please remember LMF is a CN node, rather a RAN node. Why does RAN3 need to discuss how to configure a CN node (LMF)?

	Ericsson
	Yes
	

	CATT
	Yes
	Yes, the LMF is a CN node. But if we consider the 3GPP positioning methods for UE location verification, whether and how to provide satellite (TRP) related information to the LMF is the key issue to be resolved. To avoid the excessive impact to NRPPa, the most straightforward way is to configure LMF with ephemeris information, and also the relationship between TRP and satellite. With that, the legacy Positioning procedures could be greatly reused.

	China Telecom
	Yes
	

	TCL
	Yes, but 
	Agree ephemeris information and association between the satellite and TRP is needed for UE verification, but it is a bit early to agree on how it should be configured (same view with Nokia)

	Qualcomm
	No
	SA2 can decide how to configure the LMF with the necessary details. 

Also, there are some mandatory IEs in TRP info from RAN to LMF, which is are static for TN cells but not for NTN cells like geographical coordinates. RAN3 should discuss how TRP information would be sent to LMF from RAN for NTN cells. 

	Samsung
	Ok
	At least we can make a working assumption on this before the final confirmation from SA5.

	NEC
	Yes
	

	ZTE
	Yes
	Share the view with Samsung.

	Thales
	Yes
	In the current LCS architecture, the LMF is in charge to location verification through NRPPa and LPP protocols. It was also discussed in RAN1 and RAN2 of assistances data needed to perform location verification, and TRP and ephemeris are part of it. Thus both should be configured to the LMF via OAM

	Deutsche Telekom
	Yes, but …
	In principle, we agree with the statements, but as Nokia stated the LMF is a CN node and therefore this should be discussed between SA2 and SA5.


	Moderator’s Summary  :

Most companies agree the understanding, and two companies think it is SA2’s work. Therefore, a WA can be made:
WA: Ephemeris information, and the association between the satellite and TRP related to NTN should be configured to the LMF via OAM


Please answer the following two questions

Q4: Do you agree to endorse as BL CR the CR to TS 38.305 provided in [5]
	Company
	Yes/No
	Comment

	Huawei
	Yes
	Both are correct 

	Nokia
	No
	Please refer to comments on Q3. LMF is a CN node, which is not in RAN3 scope. 

	Ericsson
	Yes
	

	CATT
	Yes
	See the comments in Q3.

	China Telecom
	Yes
	

	TCL
	No
	same view with Nokia

	Qualcomm
	NO
	Please see our response to Q3

	Samsung
	Not yet
	It is safer to firstly check with SA5.

	NEC
	Yes
	

	ZTE
	No
	

	Deutsche Telekom
	Not yet
	The additional text on LMF has to be checked with SA2 and SA5 first.


	Moderator’s Summary  :

No consensus.


Q5: Two options are given in [6], trying to capture the understanding in Q5. Do you agree with the TP to 38.300 in [6], which option do you prefer?
	Company
	Yes/No
	Comment

	Huawei
	Yes, Option 1
	

	Nokia
	No
	Please refer to comments on Q3. LMF is a CN node, which is not in RAN3 scope. 

	Ericsson
	Yes, both options are feasible
	

	CATT
	Yes, both options are fine
	See the comments in Q3.

	China Telecom
	Yes
	Slightly prefer Option 1.

	TCL
	No
	

	Qualcomm
	No
	Please see our response to Q3

	Samsung
	Not yet
	It is safer to firstly check with SA5.

	NEC
	Yes,  both options are fine
	

	ZTE
	No
	

	Deutsche Telekom
	Not yet
	See feedback to Q3.


	Moderator’s Summary  :

No consensus.


Q6: Do you agree to send a LS to SA5, as drafted in [7], to clarify the requirement from OAM?
	Company
	Yes/No
	Comment

	Huawei
	Yes
	

	Nokia
	No
	Please refer to comments on Q3. LMF is a CN node, which is not in RAN3 scope. 

	Ericsson
	Yes
	Proposal for minor rewording: instead of “This information is provided on a regular basis or upon demand…”, which might cause confusion w.r.t. e.g. periodicity or signaling aspects etc., a simpler wording could be “This information is kept updated.”, or something like that. Or maybe remove that specific sentence altogether.

	CATT
	Yes
	As been explained in the Q3, this is the OAM requirements identified by RAN3, we should notify SA5 our decision/understanding, and ask them for further work.
So, the LS is essential.

	China Telecom
	Yes
	

	TCL
	No
	

	Qualcomm
	No
	Please see our response to Q3

	Samsung
	Ok
	See our answer in Q3.

	NEC
	Yes
	

	ZTE
	Yes
	

	Deutsche Telekom
	Yes, but …
	According to feedback to earlier questions we may have SA2 in “To” and adapt the text accordingly. 


	Moderator’s Summary  :

8 companies prefer a LS out, 3 companies disagree. For this case, it makes more sense that RAN3 first reach a consensus on the requirement, and then notify SA5 about our requirement.
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