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1. Introduction
This paper gives the editorial changes of PINAPP.
In section 8.4.2.2.4-1, the arrow of step 3 is the wrong direction. 
In Table 8.4.2.2.1, due to there is no interaction with 5GS, so the figure should be modified. And the PIN server checks whether the PINE to be PEMC or not.
And the Credential provisioning procedure depends on the SA3 output, and add a note here in the section. 

In the section 8.5.7.2.1, move the sentence: “If the PIN element has already had a communication connection with the PEMC, which managements of a PIN, the PIN element can receive the PIN ID, PIN description information and IP address of PEMC and decides whether to join the PIN.” after the step 3, because this is the action of PIN client.  

And for the PIN server discovery, the DNS related procedure is also able to applied. 
2. Reason for Change
Introduce the editorial changes of PINAPP. 
3. Conclusions

N/A
4. Proposal

It is proposed to agree the following changes to 3GPP TS 23.542 V0.2.0
* * * Start of Change 1 * * *
8.4.2.2.1
PINE registration directly to PIN server
Figure 8.4.2.2.1-1 illustrates PIN creation procedure based on request/response model.
Pre-conditions:

1.
The PINE has been pre-configured or has discovered the address (e.g. IP address, FQDN, URI) of the PIN server;

2.
The UE Identifier is available;

3.
The PINE has been authorized to communicate with the PIN server;
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Figure 8.4.2.2.2-1: PINE registration directly to PIN server
1.
The PINE (including PINE/PEMC/PEGC) sends a PINE Registration Request to the PIN server. The request includes the security credentials of the PINE received during authorization procedure and also the request may include the GPSI, MAC address, vendor name, device description, PINE Address. 
If the PEMC trigger the request, this registration request carries the PIN ID of the PIN for which it is intending to register as PEMC and the PIN element may indicate whether it is to be assigned with primary or secondary PEMC role.
2.
The PIN server checks whether the UE identified by the GPSI has subscribed to be a PEMC. Also, the PIN server can check the whether the UE identified by the GPSI has subscribed to be a PEMC itself. If subscribed, it checks the PIN profile whether the requesting PIN element can be assigned with primary or secondary role and authorize the PIN element accordingly. In case if the PIN has already been created, the requesting PIN element is assigned with the secondary PEMC role irrespective of the role requested by the PIN element. 

3.
The PIN server responds to the PINE with PINE Registration Response with allocated PIN client ID in successful response. 
If the registration procedure fails, the PIN server should give the failure response to indicates that indicates the cause of registration request failure.
* * * Start of Change 2 * * *
8.4.2.3.2
PINE Registration request
Table 8.4.2.3.2-1 describes information elements in the PINE Registration request from the PINE (including PEMC, PEGC, PINEs) to the PIN server. 

Table 8.4.2.3.2-1: PINE Registration request
	Information element
	Status
	Description

	UE Identifier
	M
	The identifier of the hosting UE (i.e. GPSI or identity token) of PINE/PEMC/PEGC

	Security credentials
	M
	Security credentials resulting from a successful authorization for the PIN service.

	MAC address
	O
	MAC address of the requested PINEs. 

	Vendor name 
	O
	The vendor name of the PINE

	Device description
	O
	Give the description of the device. 

	PINE Address
	O
	The IP address of PINE, if available. 


* * * Start of Change 4 * * *
8.5.6
Credential Provision

NOTE: The credential provision procedure depends on the feedback from SA3


* * * Start of Change 5 * * *
8.5.7.2.1
Procedures of PIN discovery based on PEMC

Pre-conditions:

1.
The UE Identifier or PIN client Identifier is available;

2.
The PIN client has been authorized to communicate with the PEMC;

3.
The UE or PIN client has already received the role of PEMC from PIN server;
4.
The PIN element has already had an application layer connection with a PEMC which manages a PIN.
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Figure 8.5.7.2.1-1: Procedures of PIN discovery based on PEMC

1. 
The PIN client sends the PIN discovery request to PEMC. The PIN discovery request includes the security credentials of the UE or PIN client and may include the UE identifier such as GPSI if available, PIN client ID, UE location, Security credentials, the service that PINE wants to consume and PIN client profile(s) information

2.
The PEMC performs an authorization check to verify whether PINE is allowed to perform the operation. 

3.
The PEMC sends the PIN discovery response to PIN element including the configuration information of the PIN(s), which are offering the services requested by the PINE in the PIN discovery request. The configuration information includes PIN ID, PIN description (Human-readable description of the PIN, for example, the company name, location or the type of service), services that each PIN can provide and the PEMC IP address. 

The PIN client receives the configuration information and decides whether to join in the PIN.
If the PIN element has already had a communication connection with the PEMC, which managements of a PIN, the PIN element can receive the PIN ID, PIN description information and IP address of PEMC and decides whether to join the PIN. 
* * * Start of Change 6 * * *
8.3.2.1
Static PIN server discovery

The aim of PIN server discovery procedure is to receive one or more endpoint information (e.g. URI(s), FQDN(s), IP address(es)) of PIN server. And the PEMC, PEGC, PIN elements are all able to receive the PIN server endpoint information. 

The PIN server can be discovered by the following method: 

-
pre-configured in the PIN elements or PIN clients;

-
configured by the user; 

-
derived from HPLMN identifier for non-roaming scenario or from VPLMN identifier for roaming scenario.

-
DNS query for PIN server.
* * * End of Change * * *
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