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1. Introduction
This contribution proposes a solution for key issue “Migration without interconnection” and describes how an MC service user can be enabled to migrate to a MC partner system, where there is no interconnection between the primary and the partner MC systems. 
2. Reason for Change
As stated in 3GPP TS 23.280, clause 5.2.9.1, “MC service interconnection needs to be provided between MC systems that wish to provide migration of their MC service users.”, there may be scenarios, where an MC service user may need to migrate to a MC partner system, where there is no interconnection (e.g. tactical networks, MC systems without interconnection due to regulatory constraints). Stage 1 requirements, as listed in 3GPP TS 22.280, clause 6.17.2 do not explicitly require interconnection as a prerequisite for migration. 
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-90 version 1.1.0.
* * * First Change * * * *
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* * * Next Change * * * *

7
Solutions

7.X
Solution on migration without interconnection between two MC systems
7.X.1
General

This solution addresses key issue X described in clause 5.X on enabling an authorized MC service user to migrate to another MC system, where there is no interconnection between the primary and the partner MC systems. 
As stated in 3GPP TS 23.280 [5], clause 5.2.9.1, “MC service interconnection needs to be provided between MC systems that wish to provide migration of their MC service users.”. However, there are scenarios where an MC service user may need to migrate to an MC partner system (e.g. tactical networks, MC systems without interconnection due to regulatory constraint), where there is no interconnection between the MC systems. 
7.X.2
Solution description
Pre-conditions

-
The MC service user wishes to migrate to a partner MC system, even if there is no interconnetion to the primary MC system.
-
The primary and partner Identity Management Server have been provisioned with signing certificates using an out of band mechanism, as specified in 3GPP TS 33.180 [X], clause 5.1.4.2.

-
MC service user authentication and authorization has taken place in the primary MC system, which has supplied necessary credentials to the MC service client to permit service authorization to take place in the partner system.
-
The MC service client has been configured with an MC service user profile, by the primary MC system, that contains the necessary parameters needed for connectivity with the partner MC system, including authorization for migration.
-
The partner MC system has been provisioned with a user profile for the migrating MC service user.
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Figure 7.X.2-1
Service authorization for migration to partner MC system

1.
The MC service UE migrates to the partner MC system by using the available access information and credentials provided by the primary MC system and after establishing the local PLMN connectivity.
2.
The partner MC system performs an authorization check to verify that the MC service user is permitted to migrate, using the inter-domain MC user service authorization procedures, as specified in 3GPP TS 33.180 [X].
7.X.3
Solution evaluation
The solution describes how an MC service user can migrate to another MC system, where there is no interconnection between the primary and partner MC systems. 
The solution is applicable for all MC services and uses present security mechanisms, as described in 3GPP TS 33.180[X], clause 5.1.4.
* * * End of Change * * * *
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