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[4]	3GPP TS 23.501: "System Architecture for the 5G System".
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5.2.a Authentication procedure related measurements

5.2.a.1	Number of authentication requests
a)	This measurement provides the number of authentication requests.
b)	SI
c)	AMF sends a NAS message Authentication -Request to the UE (see clause 6.1.3.2 in TS 33.501 [X]) to UE. 
d)	A single integer value
e)	AMF.AuthReq
f)	AMFFunction
g)	Valid for packet switching
h)	5GS

5.2.a.2	Number of failed authentications due to parameter error
a)	This measurement provides the number of UE sends the authentication failure message to AMF when detects error authentication parameter contained in the authentication request. 
b)	SI
[bookmark: _GoBack]c)	AMF receives a NAS message Authentication Response (see clause 6.1.3.2 in TS 33.501 [X]) sent by UE, indicating UE authentication failure. The measurement is optionally split into subcounters with a CAUSE value indicating the reason for failure. The CAUSE value may be 20, 21, 26.
d)	A single integer value
e)	AMF.AuthFail
AMF.AuthFail.20
AMF.AuthFail.21
AMF.AuthFail.26
f)	AMFFunction
g)	Valid for packet switching
h)	5GS

5.2.a.3	Number of authentication rejection
a)	This measurement provides the number of authentication rejection.
b)	SI
c)	AMF sends a NAS message Authentication Reject to the UE (see clause 6.1.3.2 in TS 33.501 [X]) to UE. 
d)	A single integer value
e)	AMF.AuthReject
f)	AMFFunction
g)	Valid for packet switching
h)	5GS
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