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1
Opening of the Meeting (9:00 on Monday)

2
Approval of Agenda and Meeting Objectives

3
IPR and Anti-Trust Law Reminder

4
Work Areas

4.1 Security aspects of 5G System - Phase 1 (5GS_Ph1-SEC) (Rel-15)
4.1.1 Key hierarchy

4.1.2 Key derivation 

4.1.3 Mobility

4.1.4 AS security

4.1.5 NAS security

4.1.6 Security context

4.1.4 Visibility and Configurability

4.1.5 Primary authentication 
4.1.9 Secondary authentication 

4.1.10 Interworking

4.1.11 non-3GPP access

4.1.12 NDS

4.1.13 Service based architecture

4.1.13.1 Interconnect (SEPP related)

4.1.13.2 Other
4.1.14 Privacy

4.1.15 Incoming and outgoing LSes
4.1.16 Others
4.2 Security Assurance Specification for 5G (SCAS_5G) (Rel-16)
4.2.1 NR Node B (gNB) (TS 33.511)

4.2.2 Access and Mobility Management Function (TS 33.512)

4.2.3 User Plane Function (UPF) (TS 33.513)

4.2.4 Unified Data Management (UDM) (TS 33.514)

4.2.5 Session Management Function (SMF) (TS 33.515)
5
Studies

5.1 Security aspects of single radio voice continuity from 5G to UTRAN (FS_5G_UTRAN_SEC) (Rel-16)

5.2 Study on evolution of Cellular IoT security for the 5G System (FS_CIoT_sec_5G) (Rel-16)
5.3 Study on the security of the Wireless and Wireline Convergence for the 5G system architecture (FS_5WWC_SEC) (Rel-16)
5.4 Study on Security Aspects of PARLOS (FS_PARLOS_Sec) (Rel-16)
5.5 Study on authentication and key management for applications based on 3GPP credential in 5G IoT (FS_AKMA) 
(Rel-16)
5.6 Study on Security Aspects of the 5G Service Based Architecture (FS_SBA-Sec) (Rel-16)

5.7 Study on Long Term Key Update Procedures (FS_LTKUP) (Rel-16)

5.8 Study on Supporting 256-bit Algorithms for 5G (FS_256-Algorithms) (Rel-16)
6
Any Other Business

7
Close (Friday 16:00)
Meeting Objectives:

· Completion of Rel-15 items
· Rel-16 work and study items
Draft Schedule of the Meeting:

Monday

· Agenda items 1 – 3
· 4.1
Security aspects of 5G System - Phase 1 (5GS_Ph1-SEC) (Rel-15)
Tuesday
· 4.1
Security aspects of 5G System - Phase 1 (5GS_Ph1-SEC) (Rel-15)
· 4.2
Security Assurance Specification for 5G (SCAS_5G) (Rel-16)
· 5.1
Security aspects of single radio voice continuity from 5G to UTRAN (FS_5G_UTRAN_SEC) (Rel-16)
Wednesday
· Handling of revised and outgoing documents

· 4.2
Security Assurance Specification for 5G (SCAS_5G) (Rel-16)
· 5.2
Study on evolution of Cellular IoT security for the 5G System (FS_CIoT_sec_5G) (Rel-16)
· 5.3
Study on the security of the Wireless and Wireline Convergence for the 5G system architecture (FS_5WWC_SEC) (Rel-16)
· 5.4
Study on Security Aspects of PARLOS (FS_PARLOS_Sec) (Rel-16)
Thursday

· Handling of revised and outgoing documents

· 5.5
Study on authentication and key management for applications based on 3GPP credential in 5G IoT (FS_AKMA) 
(Rel-16)
· 5.6
Study on Security Aspects of the 5G Service Based Architecture (FS_SBA-Sec) (Rel-16)
· 5.7
Study on Long Term Key Update Procedures (FS_LTKUP) (Rel-16)
Friday
· Handling of revised and outgoing documents
· 5.8
Study on Supporting 256-bit Algorithms for 5G (FS_256-Algorithms) (Rel-16)
· Agenda items 6 – 7
Additional break-out sessions may be arranged.
