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1
Decision/action requested

SA3 is kindly asked to approve the proposed conclusion for key issue #16 of TR 33.847.
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3
Rationale

Based on the evaluation of solution #26 in TR 33.847 [1], this pCR proposes to make a conclusion on privacy protection of PDU session-related parameters in case of a L2 U2N relay for key issues #16 in TR 33.847 [1].
4
Detailed proposal

*************** Start of the Change ****************

7.16
Key Issue #16: Privacy protection of PDU session-related parameters for relaying

With a L2 UE-to-Network relay between the Remote UE and the network, no new security vulnerabilities related to KI #16 is identified, hence no new solution is needed. The existing mechanism in TS 23.501 [15] is capable to meet the security requirements of KI #16 and no normative work is needed. 
Editor’s Note: the conclusion for the case of a L3 U2N relay between the Remote UE and the network is FFS.
*************** End of the Change ****************
