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1	Overall description
SA3 thanks SA1 for their LS on support of PWS over SNPN. 
Question to SA1: SA3 would like to ask SA1 whether it is acceptable to have the same security level for PWS over SNPNs as for PWS over PLMNs.
Background information: For PLMN, SA3 concluded in clause 10 of TR 33.969 to not continue with the normative specification of PWS security. Without security solution, UEs act on warning messages regardless of their source and without being able to verify their authenticity.
2	Actions
To SA1 
ACTION: 	SA3 respectfully asks SA1 to answer the question above

3	Dates of next TSG SA WG 3 meetings
SA3#105-e	8 - 12 November 2021	Electronic meeting
SA3#106	7-11 February	TBD

