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Foreword

This clause is always the second unnumbered clause.

To be drafted by the ETSI secretariat.

� AUTONUMLGL �	Scope

This ETS provides the description of the Subnetwork Dependent Convergence Protocol (SNDCP) for the General Packet Radio Service (GPRS).

The overall description provides the following information:

-	The services offered to higher-layer functions.

-	The services expected from the layer below.

-	The distribution of required functions into functional groups.

-	Definition of the capabilities of each functional group.

-	Service primitives for each functional group, including a detailed description of what services and information flows are to be provided.

GSM 04.65 is applicable to GPRS Mobile Station (MS) and Serving GPRS Support Node (SGSN).



� AUTONUMLGL �	Normative references

This ETS incorporates by dated and undated reference, provisions from other publications. These normative references are cited at the appropriate places in the text and the publications are listed hereafter. For dated references, subsequent amendments to or revisions of any of these publications apply to this ETS only when incorporated in it by amendment or revision. For undated references, the latest edition of the publication referred to applies.

[1]	GSM 02.60: “Digital cellular telecommunication system; Stage 1 Service  Description of the General Packet Radio Service (GPRS)”.

[2]	GSM 03.60: “Digital cellular telecommunication system; Stage 2 Service Description of the General Packet Radio Service (GPRS)”.

[3]	GSM 04.64: “Digital cellular telecommunication system; Mobile Station - Serving GPRS Support Node (MS-SGSN) Logical Link Control (LLC) Layer Specification”.

(4(	RFC-1144, V. Jacobson: “Compressing TCP/IP Headers for Low-Speed Serial Links”

(5(	ITU-T, Recommendation V.42 bis: “Data compression procedures for data circuit- terminating equipment (DCE) using error correcting procedures”



� AUTONUMLGL �	Definitions and Abbreviations

� AUTONUMLGL �	Definitions

For the purposes of this document the following definitions apply:

Segment offset		Indicates the offset from the beginning of the N-PDU.

N-PDU number		Centrally assigned number for PTM-M service.



Refer to GSM 02.60 [1] for further GPRS definitions.

� AUTONUMLGL �	Abbreviations

For the purposes of this document the following abbreviations apply.

IP	Internet Protocol 

LLC	Logical Link Control

NSAPI 	Network Layer Service Access Point Identity

PDP	Packet Data Protocol e.g., IP or X.25

PDU	Protocol Data Unit

PTM 	Point to Multipoint

PTM-M	Point to Multipoint – Multicast

PTM-G	Point to Multipoint – Group Call

PTP 	Point to Point

QoS 	Quality of service

SDU	Service Data Unit

SGSN	Serving GPRS Support Node

SNDCP	Subnetwork Dependent Convergence Protocol

TCP	Transmission Control Protocol

TLLI	Temporary Logical Link Identifier

COMP	Compression type identifier (for both header and data compression).

M	More bit (0 = last segment of N-PDU).

pri	Priority tag.

X	Extension bit.

� AUTONUMLGL �	General

This document describes the functionalit
y
 of the GPRS SNDCP. The overall GPRS logical architecture is defined in GSM 03.60 (2(.

Network layer protocols are intended to be capable of operating over services derived from a wide variety of subnetworks and data links. GPRS  supports several network layer protocols providing protocol transparency for the users of the service. Introduction of new network layer protocols to be transferred over GPRS shall be possible without any changes to GPRS. Therefore, all functions related to transfer of Network layer Protocol Data Units (N-PDUs) shall be carried out in a transparent way by the GPRS network entities. This is one of the requirements for GPRS SNDCP.

Another requirement for the SNDCP is to provide functions that help to improve channel efficiency. This requirement is fulfilled by means of compression techniques. 
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Figure � SEQ Figure \* ARABIC �
1
�: GPRS protocol stack

The set of protocol entities above SNDCP consists of commonly used networking protocols. They all use the same SNDCP entity, which then performs multiplexing of data coming from different sources to be sent across 
LLC 
(figure 2). Since the adaptation of different network layer protocols to SNDCP is implementation dependent, it is not defined in this document.
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Figure � SEQ Figure \* ARABIC �
2
�: Multiplexing of different protocols

The following GPRS identities 
are needed:

-	NSAPI identifies the end-user PDP type and PDP address that the MS is using
.
 


-	TLLI identifies logical link connection
.




� AUTONUMLGL �	Service Primitives and Functions

� AUTONUMLGL �	Service Primitives

Mapping of various protocols to the SNDCP operation is defined with respect to an abstract underlying service. The underlying service consists of the following primitives:

-	SN-DATA.{Request, Indication}

-	SN-UNITDATA.{Request, Indication}

The SN-DATA primitive is used for acknowledged data transfer. The 
successful 
reception of data shall be confirmed by the LLC layer. The SN-DATA primitive conveys the source and destination subnetwork point of attachment addresses (NSAPI + TLLI), a subnetwork quality-of-service parameter, and user data.

The SN-UNITDATA primitive is used for unacknowledged data transfer. The receipt of data is not confirmed by the SNDCP or lower layers. The SN-UNITDATA primitive conveys the source and destination subnetwork point of attachment addresses (NSAPI + TLLI), a subnetwork quality-of-service parameter, and user data.


� AUTONUMLGL �	Service Functions

SNDCP shall perform the following functions (see figure 3):

-	Multiplexing of N-PDUs 
from one or several network layer entities onto a
n
 
appropriate 
LLC connection.
 Maximum length of N-PDU is 1600 octets minus the length of the protocol control information for 
SNDCP, LLC, and BSSGP.


-	Mapping of SN-DATA primitives received from the network layer into corresponding LL-DATA primitives to be passed to the LLC layer. SN-DATA can be used for PTP and PTM-G services.

-	Mapping of SN-UNITDATA primitives received from the network layer into corresponding LL-UNITDATA primitives to be passed to the LLC layer. SN-UNITDATA can be used for PTP, PTM-G, and PTM-M services.

-	Storing a N-PDU until transmission of the entire N-PDU is confirmed by the LLC layer. The buffering applies to acknowledged data transfer only, and is performed in the upper part of SNDC before any other operations. 


-	Management of the delivery sequence according to the priority of SN-DATA and SN-UNITDATA primitives.

-	Compression and recovery of redundant protocol control information (e.g., TCP/IP header). The compression method is specific to the particular network layer or transport layer protocols in use.

-	Compression and recovery of redundant user data. Data compression is performed independently for each QoS class, and may be performed independently for each network layer. Compression parameters are negotiated between the MS and the SGSN. If several PDP contexts are using same QoS class, the same 
or 
other 
compression can be used.

-	Segmentation and reassembly. The output of the compressor functions is segmented to a defined maximum length of LLC frames in order to achieve more efficient use of airlink resources. These procedures are independent of the particular network layer protocol in use. 
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Figure � SEQ Figure \* ARABIC �
3
�: SNDCP model



� AUTONUMLGL �	Services Expected from LLC

The following services are provided by the LLC layer below SNDCP. LLC layer functionality is described in GSM 04.64 [3].

-	Acknowledged and unacknowledged data transfer. 

-	Point-to-point and point-to-multipoint data transfer.

-	In-order delivery of SN-PDUs per QoS class (i.e. SN-PDUs with the same priority shall appear at the receiving end in the same order as transmitted). This is required only for acknowledged service.

-	Priority-based transfer of SN-PDUs (4 priority levels).

-	Support for variable length SN-PDUs.

-	Ciphering and deciphering of SN-PDUs to provide user data confidentiality.



-	Negotiation of 
compression algorithms and parameters used in SNDCP.




� AUTONUMLGL �	Model of operation

� AUTONUMLGL �	Acknowledged data transfer service

The acknowledged data link service may be used for PTP and PTM-G. 

In the transmission direction, the SN-DATA primitive shall be processed in the following order:

-	a N-PDU is transmitted in order of the message priority;

-	a compressor function removes redundant protocol control (header) information;

-	a compressor function removes redundancy in user data information;

-	a segmenting function generates one or more segments.

In the receive direction segments are reassembled and decompressed, respectively.



SN-DATA primitive is processed and passed to 
the 
LLC layer only when logical link on LLC layer exist and data transmission is allowed. If logical link is tempora
rily suspended, N-PDUs are stored in SNDC layer.


� AUTONUMLGL �	Unacknowledged data transfer service

The unacknowledged data link service may be used for PTP, PTM-M, and PTM-G. 

For information transfer over the unacknowledged data link service, the functions at SNDCP layer are limited. Header 
compression 
is 
not supported, because 
it 
require
s
 reliable transmission media. In the transmission direction, a SN-UNITDATA primitive shall be processed in the following order:

-	a N-PDU is transmitted in order of the message priority;



- 	a compressor function removes redundancy in user data information;
-	a segmenting function generates one or more segments.

In the receive direction segments are reassembled
 and decompressed, respectively
.



� AUTONUMLGL � 	Protocol Functions

� AUTONUMLGL �	Network layer entity identification

SNDCP allows a single data link connection to be shared by multiple network layers. Sharing a single LLC connection requires that different network layer protocols can be identified. The NSAPI field 
shall be used for this purpose, 
identifying a specific 
PDP type and PDP address pair that the MS is using.  NSAPI values are allocated dynamically
 at PDP Context Activation
. The allocation of the NSAPIs can be e.g., following:

-	IP: 	133.12.75.111		=> NSAPI = 0

-	IP: 	133.12.75.222		=> NSAPI = 1 

� AUTONUMLGL �	N-PDU priority

Message priority management at the SNDCP level shall be done before any other operations. Each priority has its own queue that is mapped to the corresponding queue in LLC. By doing so, for instance, a long file transfer N-PDU can be quickly bypassed by any other 
N-PDU 
that has a higher priority. Four priority levels are supported, number 0 representing the highest priority. 
P
riority information 
in not included into 
SN-PDU
 header, but SNDCP 
gets 
the priority information 
from
 LLC layer
. 
A priority for each PDP context shall be negotiated in Activate PDP Context procedure 
or
 Inter-SGSN Rout
e
ing 
Area 
Update procedure, if necessary.

At the receiver end
,
 
a queuing mechanism 
is applied 
accordingly. 



�
 AUTONUMLGL 
�
	
N-PDU buffering



N-PDU
s
 
are 
buffered 
on SNDC layer 
in order to avoid data losses and duplicated transmission 
of N-PDUs 
in Inter-SGSN Rout
e
ing Area Update
 case
.
 
The buffering applies to acknowledged data transfer only. 
When logical link 
on LLC layer 
exist
s
 and data transmission is allowed, N-PDU is processed
 and passed to the LLC layer. 
When successful transmission of all SN-PDUs belonging to 
the N-PDU
 is confirmed by LLC
, 
N-PDU
 can be removed from 
buffer
. In 
Inter-SGSN RA update 
case
, 
N-PDUs which had not been entirely and successfully transmitted to the MS are forwarded to the new SGSN
 by old SGSN
.
 
Link resets on 
LLC 
have to 
be 
inform
ed to the 
SNDC layer.


� AUTONUMLGL �	Protocol header compression

Header compression attempts to remove redundant protocol header information of transmitted N-PDUs between source and destination addresses. The used compression method is specific for each network layer protocol type. TCP/IP (IPv4) header compression is introduced in this standard. (Header compression for TCP/IP (IPv6) is FFS(. 

Multiple types of header compression are supported. Negotiation of supported algorithms and parameters is carried out between MS and SGSN at LLC layer by using XID messages.

� AUTONUMLGL �	TCP/IP header compression

RFC 1144 (4( defines an encoding method and protocol for compressing the standard 40-octet TCP/IP (IPv4) protocol header down to 3 octets at minimum. The standard TCP/IP header comprises 20 octets of IP part and 20 octets of TCP part. The idea is to replace the IP header with a one octet connection number, and the TCP header with delta information (only differences are sent).

The protocol requires that the underlying service should be able to distinguish three types of IP frames. The frame type information is conveyed in the HCOMP field of the SNDCP header. The coding is as follows (in case algorithm negotiation is used, the values may be different):

Table � SEQ Table \* ARABIC �
1
�: Coding of TCP/IP header compression levels

HCOMP�N-PDU type�Level of compression�� 001�IP�no compression (any protocol over IP)�� 010�Uncompressed TCP/IP�- connection number instead of IP address

- TCP header not compressed�� 011�Compressed TCP/IP�- connection number instead of IP address

- TCP header compressed (delta header)��

When compression is used, a TCP/IP header is replaced with a compressed header of length varying from 3 to 16 octets. Octet one carries a change mask that identifies which of the consequent fields have changed per-packet. A mask bit is set if the associated field is changed and present in the header. The corresponding bit is clear if there are no changes, and the delta field is absent. 
Push bit (P) is used to force the TCP
 immediately send data without buffering and 
to provide data immediately to the application layer 
in 
the 
receiving end 
The unmodified TCP checksum field
 is always included in the compressed header. The format of the header is 
described in Figure 4.



Figure 
�
 SEQ Figure \* ARABIC 
�
4
�
: Compressed header format

Bit�8�7�6�5�4�3�2�1��Oct 1�0�C�I�P�S�A�W�U��2�Connection Number (C)��3�TCP Checksum��4���..�Urgent Pointer (U)��..�delta (Window) (W)���delta (Ack) (A)���delta (Sequence) (S)��N�delta (IP ID) (I)��

The connection information table in each connection entity shall be initialized upon occurrence of LL_ESTABLISH and LL_RELEASE primitives.

� AUTONUMLGL �	Data compression

Data compression in GPRS shall primarily be done according to the ITU-T V.42
 
bis standard (5(
,
 
but o
ther 
compression methods 
can also be used
 
. 
Data compression 
apply both SN-DATA and SN-UNITDATA primitives.


� AUTONUMLGL �	Support of multiple compression types


Each SNDCP entity may be equipped with the ability to handle several compression types.  The negotiation of the supported algorithms and parameters needs to be done prior to data transfer, and it is done between the MS and the SGSN at LLC layer by using XID messages. The MS sends a list of algorithms that it can support. The SGSN responds by picking up those algorithms on the list, which it accepts, and then returns a list of the permitted algorithms back to the MS. The format of the negotiation message is similar for both directions,
 see Figure 5.
:


Figure 
�
 SEQ Figure \* ARABIC 
�
5
�
: Negotiation message of supported compression types

Octet�Contents��1�Message type (list of supported algorithms)��2�algorithm number�parameter length���algorithm specific parameter��..�...��..�algorithm number�parameter length��..�algorithm specific parameter��n�...��

Any permitted compression algorithm can be switched on during data transfer period. The selected compression type is identified with DCOMP parameter, which is carried in SN-Data 
and SN-UNITDATA 
PDUs (see clause 9).

� AUTONUMLGL �	Management of V.42 bis data compression

According to the 
V.42
 
bis
 
specification
 
(
5
(
, the use of data compression function and associated parameters shall be negotiated at initial connection establishment. The negotiated parameters, P0, P1 and P2 shall be transferred between MS and SGSN. V.42 bis parameters can be presented as a string of four octets. The use of compression is informed in the parameter field of the algorithm negotiation frame
, see Table 2
 
:


Table 
�
 SEQ Table \* ARABIC 
�
4
�
 V.42 bis data compression parameters

Name�Length�Format�Range (decimal)��Compression�4 octets�xxxx xxP0P0�0-3����P1 upper octet

P1 lower octet�512-65535����P2 octet�6-250��

P0	V.42 bis compression request

00	compress neither direction

01	compress initiator-to-responder direction only

10	compress responder-to-initiator direction only

11	compress both directions

P1	V.42 bis number of codewords

Maximum number of codewords in the compressor dictionary. Range of possible values is 512-65535. 
Value 2048 
is used 
as a 
default 
value for GSM circuit switched data transfer. Suitable values for GPRS use are FFS.

P2	V.42 bis maximum string length

Maximum number of characters in an uncompressed data string that is accepted to be encoded. Range of possible values is 6-250. GSM circuit switched data transfer uses value 20. Suitable value for GPRS is FFS.
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Figure 
�
 SEQ Figure \* ARABIC 
�
6
�
: V.42 bis data compression function

The service interface of the V.42 
bis data compression function is modelled as a set of abstract service primitives (figure 
6
). The control function at each end of data transfer shall issue a C-INIT.request primitive to the data compression function after a successful negotiation of compression parameters and after completion of LL-ESTABLISH procedures.

To encode data, the SNDCP control function shall issue a C-DATA.request primitive to the data compression function, indicating the data to be encoded. The encoder indicates with C-TRANSFER.indication that the compressed data is ready to be delivered.

At the receiver end the encoded data block is delivered to the decoder unit using C-TRANSFER.request. After this the decoder indicates by C-DATA.indication that the decoded data block is ready to be moved further.

The C-FLUSH.request primitive shall be used to preserve boundaries between network protocol data blocks (N-PDUs). The control function shall issue a C-FLUSH.request immediately after encoding of each N-PDU. 

The C-ERROR.indication primitive informs the control function that an error has been detected by the decoder. The error situation is recovered by re-establishing the data link connection.

� AUTONUMLGL �	Segmentation and reassembly

Any N-PDU shall be segmented if it is longer than the maximum LLC frame size (the maximum LLC frame length is a negotiable parameter). After transmission, the segments are then reassembled back to the original N-PDU format. The segmentation and reassembly procedures act differently depending on whether the underlying data link service is of acknowledged or unacknowledged mode.

� AUTONUMLGL �	Segmentation in acknowledged mode

The originator shall map a N-PDU into an ordered sequence of one or more segments. The More bit (M) is used to identify the last segment (1 = more segments to come, 0 = last segment). This procedure is illustrated in figure 3.

� AUTONUMLGL �	Segmentation in unacknowledged mode

Segmentation of unacknowledged N-PDUs by using plain More bit to indicate N-PDU boundaries is not enough since the underlying data link service is unreliable. Some of the segments can get lost during transmission (which cannot be detected by any means). On the receiver side this means that incomplete N-PDUs can be received and forwarded to the upper layers.

To avoid the described problem and to ensure correct reassembly of the segments in the receiving entity, a N-PDU number and Segment offset shall be transmitted with each N-PDU segment. In case of a delivery error, it is unnecessary to forward an incomplete message, so it can be ignored. The More bit is used to indicate N-PDU boundaries in the same way as was done in acknowledged transmission mode. See figure 3 for illustration. 

The Segment offset indicates the offset from the beginning of the N-PDU. The use of Segment offset rather than Segment number is necessary to prevent  an erroneous N-PDU being received during a cell change when the N-PDU is segmented with different maximum LLC frame size in the two cells (that may belong to different SGSNs). The offset is measured in units of 128 octets, which is assumed to be the smallest maximum LLC frame size to be used. As the maximum N-PDU size is 1600 octets, 4 bits are sufficient for the offset.

The N-PDU number field may range from 3 bits (locally assigned by the SNDCP entity) to 18 bits (centrally assigned, used for PTM-M).

The received segments belonging to the same N-PDU are buffered, and a timer (T ( 15 sec) shall be started after arrival of first segment. If timer elapses before all segments were received, the N-PDU shall be ignored.



� AUTONUMLGL �	SN-PDU formats

All SN-PDUs contain an integral number of octets, and each PDU comprises a header part and a data part. 
An SN-PDU contains data only from one N-PDU. 
The PDU formats are different depending on the obtained service. An acknowledged mode frame is called SN-Data PDU, while unacknowledged frame is called SN-Unitdata PDU.


Figure 
�
 SEQ Figure \* ARABIC 
�
7
�
: SN-Data PDU format


Bit�8�7�6�5�4�3�2�1��
Oct 1�M�
X
�
X
�
X
�
NSAPI��
2�DCOMP�HCOMP
�
�
...�Data segment��
N���



Figure 
�
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8
�
: SN-Unitdata PDU format 

Bit�8�7�6�5�4�3�2�1��
Oct 1�M�
X
�
X
�
X
�
NSAPI��
2�
DCOMP�
Segment offset
�
�
3�N-PDU number�E��4�N-PDU number (continued)��...�Data segment��N���

More bit (M): 

	0  		Last segment of a N-PDU

	1 		Not last segment


Spare bit (X):



	0,1		
(
FFS
(



NSAPI: values 0 through 15

	0-15	dynamically allocated (see subclause 8.1)

Data compression coding (DCOMP): values 0 through 15,

	0		No compression

other	List of fixed or negotiated algorithms (e.g., V.42 bis, pkzip, fax, MPEG), (FFS(

Header compression coding (HCOMP): values 0 through 7,

	0		No compression

other 	List of fixed or negotiated algorithms (e.g., TCP/IP, IPv6), (FFS(


Segment offset:
 



bits 1-4 	Segment offset
 from the beginning of the N-PDU in units of 128 octets



N-PDU number:
 
 



7 or 15 bits



Extension bit for N-PDU number (E):

	0  		Next octet is used for data

	1 		Next octet is used for N-PDU number extension
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