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A.y	Summary and capabilities of the illustrative architecture reference model for management and orchestration

ML Training Function (MLTRF)
The ML Training Function (MLTRF) provides capabilities for initial training and re-training of machine learning models. It manages the collection and preparation of training data, executes training processes, validates trained models, and may coordinate joint training of multiple ML models when required. It produces training performance reports and enables authorised consumers to configure training thresholds, select training data sources, and manage the training lifecycle.
Capabilities:
- Initial training and re-training of ML models.
- Training data collection and preparation.
- Model validation.
- Model joint training.
- Training performance reporting.
- Training threshold configuration.
(Reference: TS 28.105 [66]).

ML Testing Function (MLTEF)
The ML Testing Function (MLTEF) is responsible for evaluating the performance of trained ML models using independent testing datasets. It provides capabilities for selecting and applying performance indicators, comparing results against requirements, and enabling re-training if test results do not meet expectations. The function allows authorised consumers to request model testing and receive detailed test reports.
Capabilities:
- Model testing.
- Performance indicator selection and reporting.
- Model joint testing.
- Re-training triggering.
- Test report delivery.
(Reference: TS 28.105 [66]).

ML Emulation Function (MLEMF)
The ML Emulation Function (MLEMF) provides the capability to emulate AI/ML inference processes in a controlled environment before deployment to the live network or system. It enables the evaluation of ML model inference performance under representative conditions and ensures that models meet operational performance targets without adverse effects on other network functions.
Capabilities:
- Inference emulation in test environments.
- Performance evaluation under lifelike conditions.
- Verification of non-impact on live systems.
- Inference emulation report delivery.
(Reference: TS 28.105 [66]).

Management Data Analytics Function (MDAF)
The Management Data Analytics Function (MDAF) enables the processing and analysis of management, service, and network data to generate actionable analytics output. It supports diverse analytics capabilities such as performance assessment, prediction, anomaly detection, and root cause analysis across network domains (RAN, CN, and cross-domain). MDAF may utilize AI/ML inference for specific analytics types and interact with various data sources including PM/KPIs, QoE, alarms, traces, configuration, and external inputs (e.g. NWDAF, LMF, AFs). It offers its output via the Management Data Analytics Service (MDAS), allowing authorised consumers to request, control, and retrieve analytics reports. MDAF also enables service assurance, mobility optimisation, fault prediction, energy saving, and cross-domain orchestration by providing analytics tailored to use case-specific data inputs.
Capabilities:
- Cross-domain analytics processing.
- AI/ML inference for analytics.
- Performance prediction and anomaly detection.
- Integration with PM/KPI, trace, QoE, and external data.
- Use case-specific analytics support (e.g., assurance, energy saving).
(Reference: TS 28.104 [57]).

Intent Handling Function (IHF)
The Intent Handling Function (IHF) enables high-level management of network and service behaviours by allowing authorised consumers to express desired outcomes intents without detailing how to achieve them. It translates these intents into concrete/executable actions, policies, and configurations, and manages their fulfilment using rule-based logic, closed-loop automation, or AI/ML mechanisms. IHF supports negotiation, feasibility checks, conflict resolution, and reporting throughout the intent lifecycle. It simplifies operations by abstracting complexity and supports a wide range of use cases, including service provisioning, assurance, energy saving, and end-to-end optimisation.
IHF can interact with other functions, including Closed Control Loop Functions (CCLF), to fulfil intents that require continuous assurance or dynamic adaptation. 
Capabilities:
- Intent expression and processing.
- Policy and configuration translation.
- Closed-loop and AI/ML-based fulfilment.
- Negotiation and feasibility checks.
- Conflict detection and resolution.
- Intent lifecycle reporting and monitoring.
- Use case support: assurance, energy efficiency, etc.
(Reference: TS 28.312 [46]).

5.1b.x6	UE Data Handling Function (UDHF)
The UE Data Handling Function (UDHF) enables detailed per-UE data collection across the 5G system. Its capabilities include mechanisms for trace, MDT, QoE, and UE-level measurements. Together, they support fine-grained performance monitoring, troubleshooting, and analytics at the individual UE level, complementing traditional aggregated performance data.
UDHF supports the collection of trace data, MDT measurements, RLF and RRC failure reports, QoE information, and 5GC UE-level measurements. Data collection can be triggered on-demand or through management-based or signalling-based activation procedures. It enables authorised consumers to configure collection policies, manage activation and deactivation, and retrieve per-UE metrics such as delay, throughput, packet loss, and QoE indicators across both RAN and 5GC domains.
Capabilities:
- Per-UE trace and measurement collection.
- RLF/RRC failure report capture.
- QoE and 5GC measurement support.
- On-demand and policy-triggered collection.
- Per-UE KPI retrieval and analysis.
(References: TS 32.422 [44], TS 28.405 [49], TS 28.558 [x1]).

5.1b.x7	Performance Management Function (PMF)
The Performance Management Function (PMF) enables the collection, control, and reporting of performance measurements across 5G networks, including network slice instances (NSIs), network slice subnet instances (NSSIs), and network functions (NFs). PMF supports both file-based and streaming-based reporting of performance data and allows authorized consumers to create, query, and terminate measurement jobs. It includes services for threshold monitoring and KPI job control, enabling proactive performance assurance and analytics. PMF supports multi-tenant scenarios by enabling performance data collection per S-NSSAI, facilitating Network Slice as a Service (NSaaS). It interacts with various management services and data sources to provide timely and granular performance insights for assurance, optimization, and SLA compliance.
Capabilities:
- Performance measurement job control.
- File/stream-based data reporting.
- KPI threshold monitoring.
- Support for per-S-NSSAI collection.
- SLA compliance and assurance enablement.
(Reference: TS 28.550 [42]).

5.1b.x8	Fault Management Function (FMF)
The Fault Management Function (FMF) enables the detection, reporting, and management of faults across 5G network resources. These capabilities described in 3GPP TS 28.111 and conceptually framed in TS 28.530 enable the representation of faults, errors, and failures as alarms, facilitating timely awareness and resolution by operators or automated systems.
FMF provides mechanisms for generating, notifying, acknowledging, clearing, and correlating alarms. It supports both automatically and manually cleared alarms, alarm list reliability tracking, and alarm correlation to root causes. Alarms are modelled using a standardized structure and can be filtered, retrieved, and annotated by authorized consumers. Notifications are delivered via a service-based interface, supporting real-time and historical fault visibility.
Capabilities:
- Fault/alarm generation and clearance.
- Alarm correlation and root cause indication.
- Alarm annotation and filtering.
- Alarm acknowledgement. 
- Real-time and historical alarm visibility.
- Multi-domain and multi-generation applicability.
(References: TS 28.111 [68], TS 28.530 [3]).

5.1b.x9	Data Management Function (DMF)
The Data Management Function (DMF) provides the management capabilities for the lifecycle of management data across network and management domains. As defined in TS 28.537, DMF facilitates the production, coordination, discovery, storage, delivery secure destruction of data at end-of-life of both 3GPP-specified and external management data, ensuring that authorized consumers can access the information they need for assurance, optimization, and automation.
Capabilities:
- Request- and subscription-based data production.
- Time-/condition-based reporting.
- Discovery of available data and metadata.
- Support for 3GPP and external data types.
- Coordination across multiple consumers.
- Storage for reuse (e.g., ML training).
(Reference: TS 28.537 [39], TS 28.622 [32], TS 28.623 [54]).

5.1b.x10			Provisioning Function (PRF)
The Provisioning Function (PRF) provides the capabilities required to instantiate, configure, modify, and retire managed entities within the 5G network, including network slice instances (NSIs), network slice subnet instances (NSSIs), network functions (NFs), and sub-networks. As specified in TS 28.531, PRF supports the full lifecycle of provisioning operations, from feasibility checks and resource reservation to activation and deactivation, across both physical and virtualized infrastructure.
Capabilities:
[bookmark: _Hlk204352000]- Lifecycle management (instantiation, configuration, and termination) of NSIs, NSSIs, NFs.
- Support for feasibility checks and resource reservation.
- Activation/deactivation of managed entities including physical and virtualised network functions.
- Slice template customization (standard/private).
- Coordination with NFV MANO and transport orchestration.
- Priority-based and location-aware provisioning.
- Support for IAB-node specific configuration.
(Reference: TS 28.531 [8]).
5.1b.x11			Network Digital Twin Function (NDTF)
The Network Digital Twin Function (NDTF) provides management capabilities to create and operate virtual replicas of a mobile network or part of it, capturing its attributes, behaviour, and interactions to support management and orchestration. The NDTF enables simulation and/or emulation of network scenarios to evaluate configurations, predict outcomes, verify automation functions, and generate synthetic data without impacting the live network. It interacts with other t functions such as MDAF, AIML Functions, and the Intent Handling Function, and may coordinate with other NDTF instances to enhance simulation fidelity. The NDTF exposes its capabilities through the NDT Management Service (NDT MnS), allowing authorized consumers to configure, control, and retrieve simulation or emulation results.
Capabilities:
- Control and life cycle management of NDT instances including creation, configuration, execution, synchronization, and termination.
- Support for network automation by evaluating high-risk operations, failure scenarios, and issue inducement such as signalling storms and coverage problems.
- Support for verification of network scenarios, configurations, events, and automation-function configurations, providing reports on simulation or emulation outcomes.
- Support for data generation by producing synthetic network data, ML training datasets, and user experience data under simulated conditions.
- Advanced capabilities enabling collaboration between multiple NDT instances, coordinated simulations, and enhanced situational awareness through information exchange.
- Applicability across RAN, Core, and cross-domain management contexts to support both domain-specific and cross-domain use cases.
(Reference: TS 28.561 [x2]).
5.1b.x12			Closed Control Loop Function (CCLF)
The Closed Control Loop Function (CCLF) provides management capabilities to monitor, analyze, decide, and execute control actions over managed entities, aiming to achieve defined goals autonomously. CCLF supports the dynamic composition, coordination, performance monitoring, conflict management, and escalation of closed control loops across various network contexts. The function enables interactions with other t functions and services, leveraging historical data, triggers, and feedback mechanisms to optimize loop behaviour.

CCLF exposes its capabilities through standardized management services, allowing authorized MnS consumers to configure, control, and retrieve information related to closed control loops. It supports both open-box and closed-box CCL realizations, enabling flexible composition from discrete  functions or services.

Capabilities: 
- Instantiate or compose CCLs dynamically from templates or components.

- Utilize historical CCL profiles to configure and optimize new loops.

- Evaluate and monitor the performance of CCLs, including feedback on executed actions and impact assessment.

- Apply CCLs for fault management and network performance problem recovery.

- Instantiate or execute CCLs based on specified conditions.

- Detect, confirm, and resolve conflicts among goals, scopes, actions, and metrics of CCLs.

- Escalate decision-making to higher-level entities under predefined conditions.

- Coordinate CCL operations with other functions to ensure consistent actions and avoid conflicts.

(Reference: TS 28.567 [x3]).
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