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Comments
This contribution proposes general text for clause 7.1 for protocols that are not expected to be updated by other SDOs to use PQC.

* * * First Change * * * *
[bookmark: _Toc145061444][bookmark: _Toc145061647][bookmark: _Toc145074666][bookmark: _Toc145074908][bookmark: _Toc145075112][bookmark: _Toc187324511]7.1	Threats
Most of security protocols used in 3GPP systems are specified in other standards development organizations (SDOs). In case that these protocols are not updated to use PQC in other SDOs, the 3GPP system may be vulnerable to attacks based on quantum computation. The clause 7.2 contains all of these protocols identified and potential solutions to address the issues. 


* * * End of Changes * * * *

