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\*\*\*\*\*\*\*\*\*\*\*\*Start of Change\*\*\*\*\*\*\*\*\*\*\*\*

## 5.8 CAG ID verification

The NR Femto GW shall verify that all UE associated messages from a Femto cell can be mapped to a specific CAG ID and that this CAG ID is allowed for the identity of the originating Femto. In the absence of a NR Femto GW, the AMF shall perform this CAG ID verification.

One NR Femto can host multiple Femto cells. Cells may belong to PNI-NPN. Hence, the CAGID verification shall be applied to all the CAG IDs mapping to all the Femto cells. The existing CAG concept defined for PNI-NPN in TS 23.501 [2] clause 5.30.3 shall be re-used for Femto access control.

NOTE 1: The CAG ID being verified may be explicitly present in the message as an information element or may be mapped by other means.

NOTE 2: The above requirement implies that the network has to ensure that all UE-associated messages from Femto are subject to the above verification, even if a (rogue) message from a compromised Femto would not indicate to originate from a NR Femto.

\*\*\*\*\*\*\*\*\*\*\*\*End of Change\*\*\*\*\*\*\*\*\*\*\*\*