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Abstract of the contribution: This pCR proposes to add a new solution for the Key issue #6, Configuration Parameter Provisioning of Sensing Entities.

1. Discussion

The key issue#5 is how to study how parameter provisioning of Sensing Entities is performed.
In particular, this Key Issue will study:

-
How and what parameters need to be exchanged between the Sensing Entities and the Core Network.

This paper provides a new solution to address the key issue#6.
2. Proposal

It is proposed to accept the change to 23.700-14 v020.

>>>> Start of Change <<<<
6.0
Mapping of Solutions to Key Issues
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>>>> Next Change <<<<
6.X
Solution #X: Parameters provisioning to sensing entity with parameter from AF and SF.
6.X.0
High-level solution principles
This solution uses the architecture defined in the clause 6.3 and further includes:

-
Gateway Sensing Function (GSF). 
-
Direct connection between Sensing entity (i.e. RAN) and Sensing Function (SF).

The solution is based on following principles:

-
AF invokes a sensing service request to a NEF/GSF. And GSF sends the sensing request to SF. This request carries the AF sensing requirement.
-
The Sensing Function sends the sensing request to sensing entity (i.e. RAN) with the session configuration, sensing data transport information. 
-
The configuration parameters include two part: from AF, locally created by SF.
-
The Sensing entity establish the connection with Sensing Function.
-
The Sensing entity sends the sensing data to Sensing function. The Sensing Function generates the sensing result.

6.X.1
Description
This solution gives a general sensing architecture on top of solution#3.

The functionality of the Gateway Sensing Function (GSF) includes:

-
SF discovery and selection. 
-
Sensing service authorization.
-
Sensing Result exposure.
-
Sensing request Routing, charging. 
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Figure 6.x.1-1: High level Sensing Architecture
NOTE 1:
If the Control and Processing Split is applied, the Ncx-1 interface is further split to Nsx-1 (for SF-C) and Nsx-2 (for SF-U).

The AF request the sensing service to GSF, and GSF sends the request to SF. The sensing request may contain the following sensing service requirement:

· Sensing service type, e.g. object detection.
· Sensing object type, e.g. UAV.
NOTE 1:
In this release, only UAV case is supported by RAN.

· Target Sensing service area. It is the area where the sensing will be performed. It can be geographical area.
· Sensing report condition. E.g. one time report, periodical report, or detection report.
· Sensing time condition, i.e. the time windows for the sensing service.

· Sensing service Qos, e.g. accuracy
· Sensing data required and consumer address information to receive the sensing data.

NOTE 2:
NEF discovers and sends the sensing service request to GSF. The GSF discover the Sensing Function and sensing the sensing request SF. This part is addressed by solution for the key issue#3
SF determines the sensing entity (i.e. RAN) and sends the sensing request with the configuration parameters. 
The parameters includes two parts:

· Service parameters from AF, e.g. Sensing object type, Target Sensing service area, Sensing service Qos
· Parameters configured by SF, e.g. RCS (Radar Cross Section) range list, object velocity range.
NOTE 3:
The Sensing object type assumes that the RAN needs this parameter to determine the metrics, measurements, and relevant measurement quantization for different object types.
NOTE 4:
The 2nd part of parameters is created by SF to describe the sensing target object characteristics. The parameters sent to RAN will keep alignment with the design of the RAN WG.
The data connection is used for sensing data transport. The Sensing Function send the connection address information to Sensing entity.

· If Control and Processing Split is applied, the SF-C request the SF-U to allocate the U- data connection address information to receive the sensing information.

· If GTP-U like protocol is used for data connection, the SF-U return the SF-U address, and TEID.

· The Sensing entity establish the connection with SF using the SF address information. If GTP-U like protocol is used for the data connection, this is no needed.

The sensing entity creates the sensing data according to the parameters provisioned by SF, and sends to SF.

6.X.2
Procedures
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Figure 6.x.2-1: parameters provisioning
1.
The sensing service consumer (e.g. AF) sends a sensing service request NEF/GSF. For untrusted AF, the request is sent to GSF via the NEF. For the trusted AF, the request can be sent directly. The sensing service request may include Sensing service type, target Sensing service area, Sensing report condition, Sensing time condition, Sensing service Qos, and Sensing data required and consumer address information to receive the sensing data.
2.
The GSF send the sensing request to sensing function.
2a.
The GSF selects the sensing function.

NOTE 1:
How the GSF selects the SF, and SF selects the sensing entity (i.e. RAN) are described in the sol# for KI#3.
2b. [optional] If Control and Processing Split is applied and connection is used for the sensing data, the SF-C request the SF-U to allocate the connection address information to receive the sensing data. If GTP-U like protocol is used for data connection, the SF-U return the SF-U address, and TEID..

3.
The SF send the sensing request to sensing entity with the configuration parameters. The parameters includes two parts:

· Service parameters from AF, e.g. Sensing service type, Sensing area, Sensing service Qos
· Parameters created by SF to describe the sensing target object characteristics, e.g. RCS (Radar Cross Section) range list, object velocity range.
NOTE 2:
The parameters sent to RAN will keep alignment with the design of the RAN WG.
4.
The sensing entity sends the response to SF.
5.
The sensing entity performs the sensing measurement.
5a.
The Sensing Entity establishes the connection with SF(-U) to transmit the sensing data. If GTP-U like protocol is used for the data connection, this step is no needed..

6.
The sensing entity sends the sensing data to SF. If Control and Processing Split is applied, the sensing data is sent to SF-U. If Control and Processing Split is not applied, the sensing data is sent to SF.
NOTE 3:
 What content of the sensing data should be coordinated with RAN WG.
7.
[optional] If Control and Processing Split is applied , the SF-U determines the sensing result and sends sensing result to SF-C..

6.X.3
Impacts on Services, Entities and Interfaces
Editor's note:
This clause captures impacts on existing services, entities and interfaces.

Sensing Function (SF):

-
Support to provide data connection information to Sensing Entity.

-
Providing sensing parameters to sensing entity
-
Support to receive sensing data from the Sensing Entity via data connection.

-
Generates the sensing result.

Sensing Entity (RAN):

-
Receiving the sensing parameters from SF

-
Support to establish connection with the Sensing Function according to the connection information received from Sensing Function.

-
Support to transfer sensing data to the Sensing Function via connection.

Gateway Sensing Function:

-
SF discovery and selection. 
-
Sensing service authorization.
-
Sensing Result exposure.
-
Sensing request Routing, charging. 

>>>> End of Change <<<<
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