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*FIRST CHANGE*

# 2 References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

- References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

- For a specific reference, subsequent revisions do not apply.

- For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document *in the same Release as the present document*.

[1] 3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2] 3GPP TS 23.369: “Architecture support for Ambient power-enabled Internet of Things”.

[3] 3GPP TS 38.300: “NR; NR and NG-RAN Overall description; Stage-2”.

[4] 3GPP TS 22.369 “Service requirements for Ambient power-enabled IoT”.

[5] 3GPP TS 33.501 “Security architecture and procedures for 5G System”.

[6] 3GPP TS 38.391: "Ambient IoT Medium Access Control Protocol specification".

[X] 3GPP TS 33.369: "Security aspects of Ambient IoT service".

*NEXT CHANGE*

### 6.2.2 Inventory Procedure

Figure 6.2.2-1 describes the inventory procedure.

The procedure focuses on the messages and parameters used for the communication between AIOTF and NG-RAN regardless of the path to access NG-RAN, see clause 4.2.2.1. The handling of the different communication paths is described in clause 6.2.4.



Figure 6.2.2-1: Inventory Procedure

1. The AF invokes Nnef\_AIoT\_Inventory(AF ID, [External Target Area information], [information about the target AIoT Device(s)], [Approximate number of AIoT Devices], [time interval]) service operation request to the NEF.

 Information about the target AIoT Device(s) may include Filtering Information, as described in clause 5.8, or include complete AIoT Device Identifier(s).

 The approximate number of AIoT Devices, if provided, is used to determine the number of AIoT Devices expected to respond to this inventory service operation, which is sent by AIOTF to the NG-RAN in the assistance information for NG-RAN in step 7 for proper radio resource allocation.

 The time interval, if provided, is described in clause 5.9.

2. The NEF may further authorize the AF request as specified in clause 5.6.

 The NEF determines the Target Area information from the External Target Area information, and selects one or multiple AIOTF(s) to handle the request as specified in clause 5.3.1. The Target Area information is specified in clause 5.3.

3. The NEF invokes the Naiotf\_AIoT\_Inventory(AF ID, [Target Area information], [information about the target AIoT Device(s)], [Approximate number of AIoT Devices], [time interval]) service operation towards to the selected AIOTF(s).

4. The AIOTF receives the AIoT service operation request and checks the parameters included in the request. The AIOTF may perform authorization as specified in clause 5.6. If the AIoT service operation request cannot be processed, the AIOTF rejects the AIoT service operation request with an appropriate cause code, and step 7 onwards are skipped.

 The AIOTF generates a Correlation ID corresponding to this AF service operation request.

 The AIoT Identification Information to be provided to NG-RAN can include Filtering Information, as defined in clause 5.8, or a single AIoT Device Identifier.

 AIOTF performs Reader Selection, see clause 5.3.3.

 The AIOTF may also use the last serving Reader to assist with determining which Readers to use for an AFs request targeting for a specific AIoT Device.

 The AIOTF determines assistance information as described in clause 5.4, taking into account the parameters provided in the service request.

5. AIOTF sends the AIoT Inventory Service Response to the NEF containing the accept or reject result for the AIoT Inventory service operation request based on step 4.

6. NEF sends the AIoT service operation response to the AF, containing the accept or reject result for the AIoT Inventory service operation request as specified in clause 8.3.

NOTE 1: The authentication procedure for the AIoT Devices as specified in clause 5.2 of TS 33.369 [X] is integrated in the following steps.

7. The AIOTF sends the Inventory Request message including the Correlation ID, the AIoT Identification Information to be included in the paging message, and assistance information to the selected NG-RAN as specified in TS 38.413 [10].

8. The NG-RAN sends an Inventory Response to the AIOTF with the Correlation ID indicating that the Inventory Request is received successfully and will perform the service operation accordingly as specified in TS 38.413 [10].

9. Upon reception of the Inventory Request message from the AIOTF, the RAN Reader(s) will execute the inventory operation as specified in TS 38.300 [5] and TS 38.391 [11]. The RAN Reader(s) broadcast the paging message that includes the AIoT Identification Information.

 The AIoT Device determines whether it matches the AIoT Identification Information, as described in clause 5.8.

 If an AIoT device matches the AIoT Identification Information in the paging message, the AIoT Device responds to the paging message and sends an AIOT NAS message that includes its AIoT identity.

Editor's note: Whether and how the Device ID is concealed or encrypted will be determined and aligned with SA WG3.

10. NG-RAN sends one or more Inventory Report messages to the AIOTF including the Correlation ID, Reader ID and the AIOT NAS message(s) from the AIoT Device(s) as specified in TS 38.413 [10]. The NG-RAN may aggregate multiple Inventory Report messages based on the assistance information before reporting the response to the AIOTF as described in clause 5.9. The AIOTF stores the mapping between the Reader ID and AIoT Device ID(s).

NOTE 2: When to erase the stored mapping between the Reader ID and AIoT device ID(s) is up to implementation and local configuration.

11. The AIOTF validates the results, using local stored device information or device profile data retrieved from the ADM. The AIOTF may aggregate the results.

12. Optionally, if the NG-RAN detects that no more AIoT Devices will respond to the inventory procedure, the NG-RAN informs the AIOTF that the procedure is complete and the last inventory result. After the procedure has completed NG-RAN will not send any further Inventory Reports for this requested Inventory.

Editor's note: The details about completion of the procedure need to be aligned with RAN.

13. The AIOTF reports the progress of the AIoT inventory request to the NEF by sending the Naiotf\_AIoT\_Notify message including a list of AIoT Device Permanent Identifier (s). The AIOTF may send multiple reports. The AIOTF in the final Naiotf\_AIoT\_Notify message indicates it is the last report for this operation. If multiple AIOTFs are involved in the procedure, the NEF may receive the AIoT\_Notify from multiple AIOTFs.

14. When receiving the Naiotf\_AIoT\_Notify message from AIOTF, the NEF informs the AF of the outcome of the AIoT\_Inventory request by sending the Nnef\_AIoT\_Notify message(s) including the AIoT Device Permanent Identifier(s). The NEF in the final Nnef\_AIoT\_Notify message indicates that it is the last report for this operation.

*NEXT CHANGE*

### 6.2.3 Command Procedure

Figure 6.2.3-1 depicts the command procedure.

The procedure focuses on the messages and parameters used for the communication between AIOTF and NG-RAN regardless of the path to access NG-RAN, see clause 4.2.2.1. The handling of the different communication paths is described in clause 6.2.4.



Figure 6.2.3-1: Command Procedure

1. The AF sends the Nnef\_AIoT\_Command (in case of untrusted AF) Request (AF ID, Command Type, information about the target AIoT Device(s), [External Target Area information],  [Approximate number of AIoT Devices], [Approximate D2R message size], [Command type specific parameters]) message to NEF.

 Information about the target AIoT Device(s) may include Filtering Information, as described in clause 5.8, or include complete AIoT Device Identifier(s).

 The External Target Area information is specified in clause 5.3.

 The approximate number of AIoT Devices (see clause 5.4), if provided, is used to indicate the number of AIoT Devices expected to respond to this command service operation, which is sent by AIOTF to the NG-RAN in the assistance information as specified in clause 5.4.

 Command Type provides the operation to be performed and the Command type specific parameters provides the required parameters for the operation. The service operations are described in clause 5.2.2.

2. The NEF selects the AIOTF(s) as described in clause 5.3.1. If no AIOTF can be selected, the NEF rejects the AIoT Command request with an appropriate cause code and step 6 is performed before ending the procedure.

3. The NEF sends Naiotf\_AIoT\_Command Request message (AF ID, Command Type, information about the target AIoT Device(s), [Target area information], [Approximate number of AIoT Devices], [Approximate D2R message size], [Command type specific parameters]) message to the selected AIOTF.

4. The AIOTF receives the AIoT command operation request and checks the parameters included in the request. The AIOTF performs NG- RAN and optionally RAN Reader selection as specified in clause 5.3.3. If no NG-RAN or RAN Reader can be selected, the AIOTF rejects the AIoT Command request with an appropriate cause code.

 The AIOTF generates a Correlation ID corresponding to this AF service operation request, and is used for the AIOTF to correlate the service operation responses to the request.

 The AIOTF determines assistance information as described in clause 5.4.

 The AIOTF performs AF authorization for AIoT command operation as described in clause 5.6.

 The AIOTF performs AMF selection as described in clause 5.3.4.

5. AIOTF sends the Naiotf\_AIoT\_Command Response message (accept or reject, [cause code]) to the NEF.

6. NEF sends the Nnef\_AIoT\_Command Response message (accept or reject, [cause code]) to the AF. If the response was a reject the procedure stops here.

7. Step 7 to step12 of procedure for Inventory specified in clause 6.2.2 are performed with the following clarifications:

- In step 7, the AIOTF also includes follow on command indication in the Inventory Request message to inform the NG-RAN command delivery occurs after the inventory.

- In step 10, the NG-RAN also includes the RAN AIoT Device NGAP ID for each AIoT Device in the Inventory Report as specified in TS 38.413 [10].

- In step 11, the AIOTF validates the results as specified in TS 33.369 [9], and determines whether the command should be sent to an AIoT Device, e.g., by checking the Target AIoT device information. The AIOTF updates the corresponding AIoT device context in the AIOTF to include the RAN AIoT Device NGAP ID.

If none of successful Inventory response is received, Step 8 -11 is not performed and the AIOTF sends a failure report to the NEF in step 12.

8. For each successful Inventory response received, the AIOTF sends Command Request message (Correlation ID, [Reader ID], NAS Command Request, [Approximate D2R message size], RAN AIoT Device NGAP ID for each AIoT Device) to the NG-RAN directly or as a NGAP AIoT information via an AMF as specified in clause 6.2.4. The NAS Command Request message includes the AIoT data. The Correlation ID is as the same as the Correlation ID generated in step 4. The RAN AIoT Device NGAP ID for each AIoT Device is used by the NG-RAN to determine the AIoT device context in NG-RAN as specified in TS 38.413 [10].

 The AIOTF uses the Command Type and Command type specific parameters received in Step 3 to determine the NAS Command Request to send to the AIoT Device, as described in clause 5.2.2.

 The protection of the NAS Command Request message is specified in clause 5.3 of TS 33.369 [X].

NOTE: Command Request(s) can be sent to NG-RAN when inventory procedure is ongoing.

9. The NG-RAN sends the AS R2D message (NAS Command Request) to the AIoT Device as defined in TS 38.391 [11].

10. The AIoT Device sends the AS D2R message (NAS Command Response) to the NG-RAN as defined in TS 38.391 [11]. The NAS Command Response message may include the AIoT data.

 The protection of the NAS Command Response message is specified in clause 5.3 of TS 33.369 [X].

11. The NG-RAN responds with a Command Response message (Correlation ID, Reader ID, NAS Command Response, RAN AIoT Device NGAP ID) to the AIOTF directly or as a NGAP AIoT information via an AMF as specified in clause 6.2.4. The AIOTF determines the AIoT device context by the RAN AIoT Device NGAP ID received.

12. The AIOTF reports the result of the AIoT Command request to the NEF by sending the Naiotf\_AIoT\_Command Notify message (a list of AIoT Device(s) response information (AIoT Device ID(s), AIoT data), AF ID, [Last Report Indication]).

13. The NEF informs the AF of the result of the AIoT\_Command request by sending the Nnef\_AIoT\_Command Notify message (a list of AIoT Device(s) response information (AIoT Device ID(s), AIoT data), AF ID, [Last Report Indication]).

*END OF CHANGES*