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Impacts 

	Affects:
	UICC apps
	ME
	AN
	CN
	Others (specify)

	Yes
	
	X
	
	X
	

	No
	X
	
	X
	
	

	Don't know
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Classification of the Work Item and linked work items

2.1
Primary classification

This work item is a …

	
	Feature

	
	Building Block

	
	Work Task

	X
	Study Item


2.2
Parent Work Item 
	Parent Work / Study Items 

	Acronym
	Working Group
	Unique ID
	Title (as in 3GPP Work Plan)

	
	
	
	


2.3
Other related Work Items and dependencies
	Other related Work Items (if any)

	Unique ID
	Title
	Nature of relationship

	1050044
	AIML_App
	Application enablement for AI/ML services


Dependency on non-3GPP (draft) specification: N/A
3
Justification
In Rel-19 SA6 specified the application enablement for the AI/ML services in TS 23.482 [1]. In Rel-20 SA6 TR 23.700-83 [5] extends the AIMLE service support for diverse scenarios. The functional architecture enhancements for the AIML enablement service are based on the generic functional model specified in clause 6.2 of 3GPP TS 23.434 [2] (i.e., related to SEAL). 
Currently the SEAL security aspects specified in TS 33.434 [3] will be reused as baseline for AIMLE security. The study aims to identify whether there is a need to enhance the existing authorization aspect to achieve granular level access control for the specified service [4]. 
[1]
3GPP TS 23.482, ‘Functional architecture and information flows for AIML Enablement Service’, Release-19.

[2]
3GPP TS 23.434, ‘Service Enabler Architecture Layer for Verticals (SEAL); Functional architecture and information flows’, Release-19. 

[3]
3GPP TS 33.434, ‘Security aspects of Service Enabler Architecture Layer (SEAL) for verticals’, Release 18.
[4]
3GPP S3-251208, ‘Discussion on AIML Enablement Service Security’.
[5]
3GPP TR 23.700-83, ‘Study on application layer support for AI/ML services Phase 2’.
4
Objective
The objective of the study includes:
Work Task (WT1) -  AIMLE service authorization.
· Identify and Study the authentication and authorization aspects for AIMLE services specified in TS 23.434 [2]. 
· Study the solutions to address the identified scenarios to support AIMLE service security.
NOTE 1: For the WT1 existing SEAL security aspects need to be taken into account as SEAL architecture is used as baseline for the AIMLE architecture.  
As the AIMLE phase 2 study progress in SA6 [5], related progress can be taken into account when stable conclusion in SA6 is available if any security aspects need to be considered additionally for this security study.
TU estimates and dependencies

	TU Estimate

(Study)
	TU Estimate

(Normative)
	RAN Dependency

(Yes/No/Maybe) 
	SA2/SA6 Dependency

(Yes/No/Maybe)

	WT1: 3 TUs

	WT1: 1 TU

	No
	Only SA6-Yes

	NOTE: 1 TU is considered as 1.5 hours


Total TU estimates for the study phase: 3 TUs 

Total TU estimates for the normative phase: 1 TU

Total TU Estimates: 4 TUs
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Expected Output and Time scale
	New specifications {One line per specification. Create/delete lines as needed}

	Type 
	TS/TR number
	Title
	For info 
at TSG# 
	For approval at TSG#
	Rapporteur

	Internal TR
	TBD
	New SID on AIMLE Service Security   
	TSG SA#110 (December 2026)
	TSG SA#111 (March 2026)
	


	Impacted existing TS/TR {One line per specification. Create/delete lines as needed}

	TS/TR No.
	Description of change 
	Target completion plenary#
	Remarks

	
	
	
	


6
Work item Rapporteur(s)

7
Work item leadership

SA3

8
Aspects that involve other WGs

The following aspects may involve interactions with other WGs during the study:

SA6 (if any related to the AIMLE service architecture)

9
Supporting Individual Members
	Supporting IM name

	Lenovo

	Motorola Mobility

	Xiaomi

	China Mobile

	ZTE

	TNO

	KPN

	Interdigital

	China Telecom

	Philips

	IIT Bombay
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