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Additional discussion(if needed):

Proposed changes:
*** 1st Change ***
D.1
General
The IP domain ID has been introduced to identify different IP address domains for IPv4 addresses out of the same private address range. However, the "ipDomain" attribute may indicate the public IP address (the UE public IP address allocated by the NAT) or the public address-related identifier (i.e., the public address associated unique identifiers which can be configured based on the operator's policy) in different scenarios. The present Annex shows one of the example use cases related to the IP domain ID.

NOTE:
Refer to 3GPP TS 29.213 [30] for the case of EPC.
*** 2nd Change ***
D.2
NEF use case on IP domain translation from public IPv4 address to public address-related identifier

The following procedures apply to the case when the N5 interface is used between the NEF and the PCF and the N33 interface is used between the NEF and the AF, with the figure D.2-1 illustrate the procedures of NEF use case on IP domain translation from public IPv4 address to public address-related identifier.
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Figure D.2-1: NEF translate public IPv4 address to public address-related identifier in IP domain in N5 interface
When the AF applies network service (e.g. step 1 of clause 5.2.2.2.2.1) in the consumer scenario, the GPSI/MSISDN of the UE may not be available. IP domain may be used when private IPv4 addresses has been reused across different NATs.

1.
The SMF invokes the Npcf_SMPolicyControl_Create service operation to PCF with the UE private IPv4 address within the "ipv4Address" attribute assigned by the network (e.g., the SMF, the UPF, the Radius server, the static IP address subscribed in the UDM, etc.), the DNN within "dnn" attribute and Network Slice within "snssais" attribute and the public address-related identifiers (i.e., the public address associated unique identifiers which can be configured based on the operator's policy) within the "ipDomain" attribute. The PCF delivers policy rule information to the SMF.


2.
The PCF establishes session policy association for UE and create a resource for the session.


The PCF registers the PDU session binding information in the BSF by invoking the Nbsf_Management_Register_Create service operation. The BSF saves the binding information (private IPv4 address within "ipv4Addr" attribute, public address-related identifiers which can be associated to the IP domain information within the "ipDomain" attribute, the DNN within the "dnn" attribute and the Network Slice within the "snssais" attribute).

3.
The AF invokes the AsSessionWithQoS API for the required QoS based on the application and service requirement, with UE private IPv4 address in the "ueIpv4Addr" attribute and optionally UE public IPv4 address within the "ipDomain" attribute, also optionally DNN within "dnn" attribute and Slice within "snssai" attribute.

NOTE 1:
The UE public IPv4 address can refer to the IPv4 address assigned to the UE by the NAT after the NAT performs the public IPv4 address mapping to the private IPv4 address translation.

NOTE 2:
How the AF get the UE private IPv4 address is out of scope of 3GPP in current release.
4.
If the UE public IPv4 address is received with the "ipDomain" attribute, the NEF may based on the operator's policy to translate the UE public IPv4 address into the local configured public address-related identifiers and queries the NRF to find the BSF that serves the UE with UE private IPv4 address within the "ue-ipv4-address" attribute, public address-related identifiers within the "ip-domain" attribute, DNN within "dnn" attribute and Slice within "snssais" attribute with the default value for consumer network.

5.
The NEF discovers the user's serving PCF by invoking the Nbsf_Management_Discovery request service operation querying the BSF with UE private IP within "ipv4Addr" attribute, public address-related identifiers within the "ipDomain" attribute, DNN within "dnn" attribute and Slice within "snssais" attribute.

6.
The NEF invokes the Npcf_PolicyAuthorization_Create service operation to requests policy from the PCF with UE private IPv4 address within the "ipv4Addr" attribute, public address-related identifiers within the "ipDomain" attribute, DNN within"dnn" attribute and Slice within "snssais" attribute. 

7.
The PCF binds the request to the session, and then update the policy to the current unique session and deliver the policy to the SMF by invoking the Npcf_SMPolicyControl_UpdateNotify service operation.

The following procedures apply to the case when the Rx interface is used between the NEF and PCF and the N33 interface is used between the NEF and the AF, with the figure D.2-2 illustrate the procedures of NEF use case on IP domain translation from public IPv4 address to public address-related identifier.
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Figure D.2-2: NEF translate public IPv4 address to public address-related identifier in IP domain in Rx interface
When the AF server applies network service (e.g. step 1 of clause 5.2.2.2.2.1) in the consumer scenario, the GPSI/MSISDN of the UE may not be available. IP domain may be used when private IPv4 addresses has been reused across different NATs.

1.
The SMF invokes the Npcf_SMPolicyControl_Create service operation to the PCF with the UE private IPv4 address within the "ipv4Address" attribute assigned by the network (e.g., the SMF, the UPF, the Radius server, the static IP address subscribed in the UDM, etc.), the DNN within "dnn" attribute and Network Slice within "snssais" attribute and the public address-related identifiers (i.e., the public address associated unique identifiers which can be configured based on the operator's policy) within the "ipDomain" attribute. The PCF delivers policy rule information to the SMF.

2.
The PCF establishes session policy association for UE and create a resource for the session.


The PCF registers the PDU session binding information in the BSF by invoking the Nbsf_Management_Register_Create service operation. The BSF saves the binding information (private IPv4 address within "ipv4Addr" attribute, public address-related identifiers which can be associated to the IP domain information within the "ipDomain" attribute, the DNN within the "dnn" attribute and the Network Slice within the "snssais" attribute).)

3.
The AF invokes the AsSessionWithQoS API for the required QoS based on the application and service requirement, with UE private IPv4 address in the "ueIpv4Addr" attribute and optionally UE public IPv4 address within the "ipDomain" attribute, also optionally DNN within "dnn" attribute. The NEF may derive the Network Slice within the "snssai" attribute by local configuration or the operator's policy.

4.
If the UE public IPv4 address is received with the "ipDomain" attribute, the NEF may based on the operator's policy to translate the UE public IPv4 address into public address-related identifiers and address the PCF via the DRA or based on local configuration.5.
The NEF uses the AAR command for the required QoS based on the application and service requirement, with UE private IPv4 address in the "Framed-IP-Address" AVP and UE address-related identifiers within the "IP-Domain-Id" AVP.

6.-
The PCF binds the request to the session, and then update the policy to the current unique session and deliver the policy to the SMF by invoking the Npcf_SMPolicyControl_UpdateNotify service operation.


*** End of Changes ***
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