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1. Rapporteur calls plan before SA5#146 
Topics:
· FS_eIDMS_MN (5521), FS_NETSLICE_IDMS
· FS_FSEV 

· FS_ANL, FS_ANLEVA

· FS_KQI, FS_DCSA

· FS_NSCE (5163)
· FS_AIML_MGMT (postponed tdocs)
· RANSC

· Potential F2f topics

· Async

· FS_eSBMAe: how the MnS producer advertise which IOCs are supported.
All the draft for discussion please upload to https://www.3gpp.org/ftp/Email_Discussions/SA5/OAM%20rapporteur%20calls/Rapporteur%20call%20%23145e  
2. Schedule for rapporteur calls:
	Rapporteur calls
	Date Time
	Potential Topics

	#145e.1(8 Sep)
	13:00 ~15:00 UTC
	1. 
2. event data for ML training (S5-225041) (Stephen)
NEC:what specifal is the metrics? Compared with existing metrics. Need justification for the new aggregator. The event is same as measurements? 
SA5 VC: what’s the definition of event? Relation with FSEV discussed event? 
N: plan to select some events and standardize the event , for example event types “HW upgrade event”. 

HW: 28.532 provision service has notifyevent notification specified. What’s the relation with notifyevent? So far notifyevent didn’t specify eventtype, whether you would like to reuse/extend notifyevent?
CATT: which service will send event? How is it related with training service? 

3. AIML capabilities deployment scenarios (S5-225389) (Shi xiaoli)
N: what is cross-domain/ domain? Clarify the purpose to add this information? SBMA will not talk about management capability, only focus on the interaction between consumer and producer. Clarify “AI/ML Management capability is located in 3GPP cross domain layer”. 
S: similar concern as Nokia. Depolyment scenairio 2: AI/ML management capability in both cross domain and domain layer, whether the capaiblity will differ when they deployed in different layer? AIML model deplyed in cross domain or domain layer will be same. It’s not clear how MDAS will change if the functions deployed in different layers. 
If AIML has serveral attributes defined, AIML deployed cross- domain layer/domain layer, will the attributes differ? Will the deployment of model differ? 
NEC: has the same dillema as Nokia. Agree with Samsung we need use case to support the scenario. 3GPP domain layer is not clear. What management split between cross domain and domain? 
4. Quick check comments for latest WoP (S5-226xyz) (Zou Lan)
SA5 VC: latest WOP will be uploaded to https://www.3gpp.org/ftp/Email_Discussions/SA5/SA5 OAM WoP folder.

SA5 chair: FS_NETSLICE_IDMS target date needs to be updated.

remove plan for #147 from (eNETSLICE_PRO) , (eNETSLICE_PRO) plan to finalize in #146. 

NEC: when will agenda for #146 be readay?

SA5 Chair: target for draft agenda latest by 19 Sep, depends on the content of WoP. Request all rapporteurs to provide inputs as soon as possible. 
SA5 Chair will send email to exploder for the calender of meeting plan, Both #146 and #147 are confirmed to be f2f meeting. #148 will be emeeting. 

	#145e.2(22 Sep)
	13:00 ~15:00 UTC
	1. RANSC (45min) (Yaxi Hu)
E: LTE uses ARCF, 5G is changed to RANSC. 
4.3 needs to define what is RANSC data.
4.1 align the name self-configuration management/SC/ relation with RANSC data handling. Not start from capability, focus first on terminology.
4.3 do not use attributes names, some of attributes are not defined. 

N: what is RANSC data? Relation with existing provisioning data? 
N: just need to define 1~2 IOCs to control and monitor the SC process, why need so many description? 

4.2 Need rewording on “The MnS producer in the context of RANSC management is the MnF….”.
4.3 “The RAN NE initial radio configuration data will be provided to RAN NE by MnS producer during self-configuration processes.” Why uses MnS Producer? It should be MnS Consumer. “coordination between several cells”.
HW: this sentence is trying to address the concern raised during email discussion in #145e.
E: should not use producer/consumer to describe the RANSC concepts in 4.3. E has no problem to use ARCF. 
HW: suggest to use 3GPP management system instead of producer/consumer. 
4.1  overview

4.2 RANSC data

4.3 self-configuration

4.4 RANSC management capability

4.4.1 RANSC data handling capability

4.4.2 Self-configuraiton control and monitor capability
N: do we need to talk about capability as this will not be standardized? 
E: share concern as N on the RANSC data handling capability should be optional operation.
CMCC: We are not going to define capability of MnF or box ,just capability of the interface between MnS consumer and MnS producer

We are not going to standardize the RANSC data
2. Async (45min) (Balazs, Joey, Deepanshu, Olaf)
S5-22xx03 Rel-18 CR TS28.622 Add abstract Requirements class to support asynchronous operations

I: What’s the relation with other IOCs for this new Requirements IOC?

N: The inheritance should be from Top, actually, an error in the contribution

E: The basics of this solution were already discussed in the last meeting, but more details are left to consider. We are very much aligned so this is a good solution in the right direction, but we have more details to define.

E: What happens when the producer has accepted the Requirements creation request? Is there a duplication of requirements between the network slice IOC with the service profile requirements?

N: Strictly speaking we don’t need the slice IOC anymore. It should refer to the Requirements to avoid this duplication, but the drawback is that it would not be BC, or copying the info. We need to continue debating this. There are also other possible solutions. But breaking BC is bad, we should avoid this if possible.

S: Similar questions as E about t he relation between service profile and this new IOC. In eECM the requirements are in EAS requirements.

N: By introducing the new IOC, we have a generic class describing how the async operations work, the adm aspects of what is needed for async ops. It is a generic process that drives something, not only requirements (so the name can be discussed).

S: What is preventing us from adding e.g. new states to the slice profile IOC?

N: Nothing. We can have the adm. stuff in one place, and then the subclasses become “small”. It is to harmonise the different approaches that we have.

S: I have some sympathy with this, but this would make monumental changes to 28.531. E.g. delete all allocate operations.

N: This is not mandatory and I would like to keep this discussion separate, if we should keep two mechanisms for the same thing.

S: If we don’t discuss this now, we have to discuss it again when we discuss 28.531.

N: Do we want to drop the allocate operation? We have this question in any case, we should separate it.

S: So this proposal doesn’t lead to deleting the allocate op.?

N: No. At least it is not mandatory. I would like to keep the BC.

S: Let’s move forward then.

H: Agree with S that maybe we should reuse the slice profile. I also see you move away from the job concept to sth like an intent based solution. Why not do that fully?

N: We already discussed it before and we said we don’t want to do that.

S: We should not mix it with intent. If we go by the literal meaning of intent, everything becomes intent. We should follow the definition of the intent model.

H: We can’t have multiple ways of creating a network slice.

H: N's intention is to have a separate solution for lifecycle requirements, maybe you can consider to reuse the intent mgmt solution.

H: It seems that from a consumer point of view, the consumer would need to know which concrete IOC names to create, so it becomes a bit more complex. How to avoid that the wrong IOCs are created?

N: The consumer needs to know what to do already today, to create a network slice or allocate NSI etc. The next question: Do we plan to do this for all objects? It is generic, so it could be applied to everything, but does it make sense?

Stop.
3. FS_eSBMAe (S5-225178rev2) (20min) (Deepanshu)
S: attribute is defined in IOC as optional, when MOI is created, the attribute is not present in MOI.
N: need to clarify the issue on notification description in TS 32.532 on “modificationList”. 
E: Need to differentiate the discussion regarding model level  and instance level. 
HW: Assume there is an IOC with attribute A,B(type is array)，C (can be absent), D （optional） defined. And an instance of this IOC is created with Attibute A=1； Attribute B=2. Attribute C=NULL Op#1: add value for C (C=3)； Op#2 add additional value for attribute B（B=2,4）; Op#3 add Attriubte D=5 ; Op#4 Add attribute E=6
NEC: OP#2 does it mean attribute name is listed but the value not supported by the IOC, right?
S: clarify the meaning of support qualifier of “optional” 
Discussion: Op1: attribute is supported in IOC but it has no value in MOI, 
Op2: attribute is not supported in IOC and absent in MOI.
Op3: attribute support qualifier is optional in the IOC and is absent in MOI.
Op4: attribute support qualifier can be optional in standard, but developer decides whether attribute is supported or not in vendors’ implementation. 
4. AI/ML trustworthiness (S5-225037/S5-225038/S5-225039) (30min) (Stephen) 
Not addressed due to lack of time. 

	#145e.3(13 Oct)
	13:00 ~15:00 UTC
	1. FS_eSBMAe(45min)  (Olaf)
13 Oct call:

TD Add a new key issue to Add mechanism to advertise supported NRM

Presented by N/Sri

E: Interesting problem and the work has value, but the IETF Netconf-Yang library has such a basic set of support that we will continue using that.

E: Similar to the access control, we need to solve this for OpenAPI, but there is already a solution for Netconf-Yang, so maybe we could apply this to OpenAPI where there is not yet a solution.

N: Here we have a situation similar to access control. Do we need the common stage 2 or not? That is a q to be answered. If we shall have a common stage 2, the Yang solution should be mapped to the Yang world, no question. But for REST we go directly to where we want to go.

E: We don’t want to remodel in stage 2 sth that already exists in Yang. In the context of capability discovery… it needs to be very clear for access control what is required but also for existing mechanisms that nothing new is required. 

N: So we need to figure out some common stage 2 model that can be mapped to REST and Netconf-Yang as well. But we may even have a model that is only mapped to REST and not to Yang, if it’s not necessary.

E: Exactly. The OpenAPI solution will need this, but not the Yang solution.

H: This is about advertising MnS producer’s capabilities, but are you also planning to adv. MnS components, e.g. which operations are supported?

N: In the provisioning capabilities we also have CRUD ops. Some may or may not be supported. Different patch formats or attribute selections may be supported. It needs to be addressed but not as part of this Key Issue, otherwise it becomes too big.

H: If these capabilities can discover which IOCs are supported, will we also be able to discover which measurements or KPIs are supported?

N: For that we already have a solution. There is an attribute showing the supported measurements etc. This KI is about the NRM.

H: This adv. is sth that can be used in the operations phase, when the consumer is running, right?

N: Yes.

H: Would’'t there be another way to achieve this? There could be a file showing all capab. that are supported. This could be used when onboarding the producer (to be installed). Has this been considered?

N: What info is supported is described, iin some format. Then the consumer needs to get this info. How he gets this… we have 2 issues – how do we describe what is supported and how to get this description. I think you are talking about the latter, right?

H: Yes.

N: The vendor could describe this in the product documentation. In the operator deployment there could be many vendors to be supported. The question is when you integrate multiple producers, how does the consumer know (learn) what is currently supported at run time?

H: In R17 we defined the mgmt service to discover mgmt service capabilities, can’t we use and extend that or do we need to define a new mechanism for the NRM? There is e.g. a scope attribute showing which IOCs are supported. We could enhance this attribute/mechanism.

N: We need to describe in machine readable form what NRM capab. are supported (e.g. optional attributes). How detailed we do this, needs to be answered. The other question is how the consumer gets this info. So far we are not really proposing how to do that. If we want all this detailed info, or just a slim set of info like a registry, still needs to be discussed. we don’t have a strong opinion yet.

H: OK but you need to compare the new mechanism proposed with the existing one for discovery, and what is the problem with the existing one.

N: Not sure what you mean by the existing mechanism. What we discussed here is not possible with the existing mechanism. Do you agree to the problem statement and that a solution for this is required?

H: We support the proposed additional info, but for how to discover that, there we should reuse the existing mechanism.

H: I’m really worried that we invent everything from the start again. The solution called a self describing API is publishing schema to be supported exists since 10 years. We don’t need anything beyond that.

N: We don’t propose any solution yet. Just some issues that need a solution. One potential solution is to use some Yang schema describing the data store. If you analyse this carefully, we are not sure that everything you want to express can be expressed with existing solutions.

H: We don’t have to fix every single problem. For many of the problems you described here there exists a solution. We can’t throw out a solution just because it doesn’t support all your problems.

N: We need to distinguish between the problem/requirement statements and the solutions.

E: The example where the IOC violates the max cardinality, that’s vendor specific but not standard compliant. So you can use this mechanism to advertise such a support, but it doesn’t make it standard compliant.

E: Maybe doing this directly on stage 3 would be more honest. The solutions would probably be specific to the SS.

Stop.
2. FS_eANL & FS_ANLEVA (45min) (Cao Xi)
13 Oct call:

S5-22xxxx-Discussion on way forward for FS_eANL & FS_ANLEVA
E: On slide 4: Look at item 2 “Study the potential solutions for generic MnS”. Ericsson is very concerned about where this study is going. Look at 28.100 clause 7.2.5. Solutions for level 2 and 3 in this DP are the same and they are not new, and they exist here in 7.2.5, nothing has changed. We would like to see a solution in WoP#2 that is advancing the interoperability in our specifications. E.g. something new in operations or notifications or NRM attributes. Why should we duplicate requirements?

CMCC: I think we have a long debate about this issue and we already clarified it in the previous discussion. The purpose of ANL is to classify the autonomous capability but not focus on solutions, especially for low level ANL. We already have some existing NRM service that can support the lower levels. But it doesn’t mean that all vendors support all capabilities. So for ANL std we can introduce existing solutions, and std gap, especially for higher levels which the standard doesn’t support already. For level 4 and 5 the main req. is about intent and MDAS, which means that the higher levels need new features to work on in SA5.

E: What the requirements in ANL have done, is to say that we can use low level attributes etc. Does it say anything about the system being autonomous or not? Couldn’t that also be done automatically with a system without any manual intervention at all?

CMCC: It depends on the detailed use cases. First, if the attributes can support the evaluated UC, then we can use ANL methodology to define for each level what kind of mgmt tasks and autonomy capability can be done by existing attributes.

E: I don’t see anything that progresses the standard by this, and it also contradicts what is done in 28.100. If CMCC wants to ask this info from the vendors, that is OK but I don’t see what that has to do with the standards.

N: SA5 does not standardize internal business logic of management functions, but interfaces only. Even if an interface operates at lowest-level parameters, still the management function can act fully autonomously.
CMCC: We have discussed a lot about solutions for the requirements, that’s why we proposed the 2nd topic for way fwd, how to enable ANL mgmt, which means we need some cap. to exchange the information of ANL to support the requirements from the operator.

H: For the interface, to support such capability, you still need to define some information defined. That is what we have defined in Rel-17 mgmt service req. in 28.100, and also provided the link between these reqs. and the existing solutions.

H: The relation between the interface and the autonomous capability, if the consumer gives the intent to the system, how the system can fulfil the intent without any autonomous capability?

E: The question above – look at traffic. It is totally autonomous and has been so for 100 years. The way that these levels are described doesn’t say anything about how much manual intervention is needed. If you want to see how much manual intervention is needed for a function (e.g. setting up a connection), this WI/SI has chosen the wrong approach.

H: But for this you also need the mgmt system to configure some feature.

E: So does a fully autonomous system mean that no information from outside is needed to the system at all?

Stop.
3. FS_eIDMS_MN: Intent Reporting (updates to S5-225521) (30min) (Mark)
Move to #145e.4
4. AI/ML trustworthiness (S5-225037/S5-225038/S5-225039) (30min) (Stephen) 
S5-xxxxxx pCR 28.908 Terminology on AIML trustworthiness
13 Oct call: No comments received in the call.
S5-xxxxx1 pCR 28.908 Add use case and potential solution on AIML training trustworthiness
13 Oct call:

E: clarify explainability capabilities, do we need to expliain how Mltrainning is done in SA5?  Who is consumer/producer?
N: this is not to disclose the algorithm, but provide high level explanation. Consumer is the operator, and producer provides the model. 
HW: the potential requirements correspond to the 7 requirements from EU?
N: so far the enviomental is not covered, will come up with contribution later. 
NEC: data trustworthiness pre-processing techniques – what are these techniques and are they in the scope of the management.
N: processing data is implementation. 
NEC: Has this now been finalised by the EU commission, my information is that this is still under discussion by the sub-committees of the European Parliament. My understanding final version in Q1 or Q2 of 2023. the use cases bring new terms that are not familiar to everyone.please consider explaining in the future. the applicability of the trustworthiness depend on the specific use case. Clarify on the criteria?
N: no fix criteria, but it depends on society demands etc. 
NEC: do you think that some elements of this regulation fall into SA3 domain?
N: some of security aspects may related to SA3. 
S5-xxxxx2 pCR 28.908 Add use case and potential solution on AIML data trustworthiness
13 Oct. Call: Move to #145e.4
S5-xxxxx3 pCR 28.908 Add use case and potential solution on AIML trustworthiness indicators
13 Oct. Call: Move to #145e.4

	#145e.4(27 Oct)
	13:00 ~15:00 UTC
	1. Pilot test for Forge to become the main source of code (Sean/Balazs)
Oct.27 conf call:

        Short summary of the pilot procedures (Initially created by Balazs) (from email to leaders)
1. Before 146 meeting 

a. Small number of CR are selected for pilot (two YAML CR from above list, Balazs to provide the YANG CR)

2. When preparing the CR, in the CR cover page: 

a. Provide a link to a Forge Merge request, specifying the last commit 

b. Highlight in red in other comments section: 

              “This Pilot CR documents stage 3 changes only in Forge. If its content is endorsed, at the end of the SA5 meeting, it will be transformed into a full CR containing stage 3 changes in Word format. This full CR will be sent to SA.”
3. Uploading CR to portal as usual (for approval or endorsement)

4. During 146 meeting: 

a. Do at least one update to the CR during the meeting (meaning generating at least one revision)

b. Comments can be added to Forge directly (for the exact line with tools provided by Forge)

5. When the CR is accepted by SA5 in closing plenary, 

a. Chair is to allocate a new tDoc

b. the author is to add the stage 3 content back the change mark in word (make it a regular CR)

c. submitted for email approval as final official check

d. If not objection, MCC use the new tDoc as final version and send to SA for approval

6. After 146 meeting 

a. Gather learnings and comments from the team and Mirko stating how easy/difficult it was to handle the CR.

Continued discussion based on draft ‘S5-226100 TS28.104 Rel-17 MDAReport stage3 OpenAPI schema refactoring’ and showing a Forge view of the link in this pilot CR:

N/ Sean presented the latest status and thanked Balazs for providing the original proposal for this pilot, in Yang.

E. Even if we have emails where we could send comments, the inline comments we can insert in GitLab are really useful. But how should the author be aware that there is a new comment inserted in the Gitlab?

N: It should be raised during the meeting, if a f2f meeting, and an email to the author if it’s an emeeting.

E: Also note that Forge can automatically generate change marked CRs.

E: On comments in Forge, what is the author expected to do with the comments, do they need to be acknowledged?

N: Very valid question. This is quite normal when we have e-meetings with comments on the exploder. The commenter and author can negotiate it, and agree to approve the changed proposed or not.

E: OK, but how will we know if a comment has been addressed? And how to know if the final support status is agreeable given all comments and updates, like we show in the “support to tdocs” column in the e-meeting thread comments?

N: The author can change the code directly, and everyone can see the change.

Chair: I think it would be good if the author updates the comment to indicate if a comment has been agreed and addressed. But this should be much less complex for stage 3 CRs compared to stage 2 CRs, which have most of the complex discussions. Stage 3 should mainly be a straight-forward mapping of the agreed stage 2 updates. Also, in f2f meetings the “support column” is replaced by the closing plenary on Friday where we go through all tdocs and ask Y/N for support of each of them.

H: How to give comments in the f2f meeting? Do I need to give comments in Forge only or also give t he comment in the meeting?

N: This is why we have the pilot. We can try out different means to give the comments.

Chair: I think it’s good to at least mention if there is a comment in Forge.

E: There is a “resolve thread” button in Forge – should we use that?

N: I am a bit reluctant to use that detail. But I am open to use different ways to collect comments.

E: Can the leaders send an email to everyone informing about exactly which CRs to SA5#146 are Pilot CRs?

Chair: Yes, I will do that if Sean and Balazs send the list to me first.

Stop.
2.  FS_eIDMS_MN: Intent Reporting (updates to S5-225521) (30min) (Mark) 
Oct.27 conf call: E proposed to discuss the 6 questions listed in the tdoc. 
Does above mean requirements should be updated/added in Rel-18?  E.g. to support differing report content, and differing reporting intervals?  (if yes, see proposed REQs in 4.5.1 below)
N: agree with the first three new added requirements. 

Req4: what is predicted values? Why combine the current value and predicted values together in the same report. Suggest to keep them separate. 
HW: agree with req1&2

Req3: clarify multiple report for same intent. Why we need implement multiple intentreport instances for one intent?

E: allow different monitoring frequency for the same intent to generate different intentreport. 

HW: this can be satisifed with different subscription.

E: reword req3. Question on whether the context should also be notified?
N: agree the context should also be needed together with the current values. 
HW: agree with this as requirement, but which solution to chose to be discussed. 

E: agree with context to be reported together in the report. Will update req3. 
3. AI/ML trustworthiness (S5-225037/S5-225038/S5-225039) (40min) (Stephen) 

S5-xxxxx2 pCR 28.908 Add use case and potential solution on AIML data trustworthiness
NEC: It may happen that the data itself is poor in terms of quality, do you still consider this as trustworthiness and still apply the same measures.   

what would be the criteria to choose or decide whether pre-processing is conducted on the data before or after training/testing/deployment. 

You have given a couple of example of the pre-processing to for example adding “means values” or adding noise to prevent data poisoning  - do you plan to define complete list of tasks/measures for the pre-processing.  

Can you explain how the pre-processing applies to inference data

Can you confirm that “reporting characteristics” in the third requirement mean the frequency/file based/streaming/notification etc.
N: yes. The bullet 3 provides description. This tdoc is provide pre-process before training. 

N: not plan for next meeting for the complete list task/measures for the pre-processing.

N: confirm the understanding for “reporting characteristics”.

VC: clarify the term AIML data and indicator.
S5-xxxxx3 pCR 28.908 Add use case and potential solution on AIML trustworthiness indicators
 NEC: What is the difference between model and data trustworthiness, in other words do you plan different set of indicators and measures for the ML model versus the data (i.e., training, validation, testing, etc. imputed
N: yes, nokia plan to provide tdocs for next meeting.

CMCC: whether only the 3 proposed indicator aspects could cover all aspects of AIML trustworthy?

N: the 3 indicators could cover 6 of 7 EU reqs. 

CMCC: we think there may need more incidators to be studied in the future.

E: first need to agree on model could be categorized instead of discuss metrics?  If there are other group defined fairness metrics, what SA5 should do with such metrics? 

N: we need to first agree on what kind of metric reqs are valid for SA5.
4. 


