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1
Decision/action requested

This contribution proposes to add conclusion to KI #2.1 in TR 33.866
2
References
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3
Rationale
KI#2.1 describes what kind of cyber-attacks can be detected by NWDAF. In order to mitigate the identified cyber-attacks, the data/parameters collected by NWDAF need to be studied. Currently, ony solution#2 is about Cyber-attacks detection (DDoS). 
In TS 23.288, the analysis is just for DDoS attack to external AF. However, DDoS attack may occur to internal NF, e.g. RAN and AMF. It should also be investigated.
 It’s proposed to add conclusion to KI #2.1.
4
Detailed proposal

It is proposed to approve the following changes in TR 33.866.

***
START OF  CHANGE
***

7.1
Conclusions on Key Issue #2.1
It’s recommended to use solution #2 as the basis of the normative work for DDoS attack detection by NWDAF, especially in DDoS attack occur to internal NF(e.g. RAN and AMF). 
***
END OF CHANGE
***


