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1
Decision/action requested

Acceptance of conclusions in Solution #9 of TR33.850.
2
Detailed proposal

***
BEGIN OF 1st CHANGE
***

6.9.3
Evaluation
This solution addresses Key issue #3 to manage, distribute, and update the keys required to protect the MBS traffic in the context of transport layer solution #1.
This solution can be applied to service layer solutions, e.g., Solution #2 uses it.

This solution describes a default and a communication optimized approach. 
The communication optimized approach allows updating the group key used to protect the MBS traffic in a group with N devices with around root square of N (SQRT(N)) unicast messages in contrast with the default approach that requires N unicast messages. This means that for the same key update signaling overhead, the communication optimized approach allows supporting MBS groups a quadratic factor larger compared with the default approach without increasing the computational or communication overhead to protect/transmit the MBS traffic. 
Using M>1 transport keys and including the hash of the group key makes the communication optimized solution more resilient.
Editor’s Note: Further evaluation is FFS.
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