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Comments
In the currently approved text for Security area #3 of TR 33.801-01 it is stated that the area includes "access agnostic authentication and authorization between the UE and the 6GS". It is not clear what the term "access agnostic" refers to. 
There may be a perception that the authentication procedures in 5G are "access agnostic" in the sense that AUSF is not aware of the access used by the UE. This is true when it comes to 3GPP and trusted/untrusted non-3GPP access, where the AUSF is not aware of the access being used since the AMF manages this. However, it is not true that AUSF is always unaware of the access type or even device type. In 5G, AUSF needs to be able to differentiate between the above-mentioned cases and cases like authentication for NSWO or authentication of legacy Residential Gateways (RGs). In the former case the AUSF provides MSK instead of KAUSF and in the second case the AUSF does not authenticate the RG at all. There were even more special cases introduced in 5G e.g. two variants of AUN3 devices where AUSF also needs to be aware and handle the authentication differently depending on the use case. 
Although it would be a good idea to align the procedures in 6G so that we get fewer corner cases to handle for AUSF, some part(s) of the 6GS will still need to be access aware.
With reference to the above, using the term "access agnostic" is ambiguous, and unintentionally conclusive. While we can assume that we need authentication for non-3GPP access, we cannot yet assume that the authentication must be access agnostic. This document hence proposes to remove the term "access agnostic" from the Security area description. Authentication over any type of access is anyway implicitly included by the phrase "between the UE and the 6GS".



* * * First Change * * * *
[bookmark: _Toc212013916]5.3	Security area #3: Subscription Authentication and Authorization
[bookmark: _Toc212013917]5.3.1	Introduction 
This security area includes the following security aspects related to access-agnostic authentication and authorization between the UE and the 6GS:
-Authentication, key agreement and authorization between the UE and the 6GS.
Editor’s Note: Examples are FFS
Editor’s Note: Other types of authentication is FFS
-Re-authentication between the UE and the 6GS in different conditions of mobility.
-Subscriber identifier privacy.
-Long term credentials storage and processing
Editor’s Note: Other aspects are FFS
Editor’s Note: clarification of authorization aspects are FFS

[bookmark: _Toc212013918]5.3.2	Security assumptions
Editor's Note: This clause will document security assumptions related to each security area. 
[bookmark: _Toc212013919]5.3.3	Key issues
Editor’s note: This clause will contain the key issues that need to be addressed by SA3 on each security area. The exact contents are FFS. 
[bookmark: _Toc212013920]5.3.3.y	Key issue #3.y: <key issue name>
Editor's Note: Key issues within the security area are not in any particular order but they are added incrementally (y = 1, 2, 3…) when new key issue is identified. 'x' refers to the security area. 
[bookmark: _Toc212013921]5.3.3.y.1	Key issue details
[bookmark: _Toc212013922]5.3.3.y.2	Security threats 
[bookmark: _Toc212013923]5.3.3.y.3	Potential security requirements
[bookmark: _Toc212013924]5.3.3.y.4	Interim agreements
Editor's note:	This clause will include the principles that are agreed as work progresses for the specific KI#x.y. This may be populated directly or e.g. also when a topic in Area #x gets resolved and a principle is agreed. Where there is consensus, interim agreements pertaining to this key issue (e.g. solution principles descriptions, not specific solutions) should be documented in this clause as soon as possible during the study.

* * * End of Changes * * * *

