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Comments
This contribution proposes a new security area for TR 33.801-01.
During 5G work, several SA2-led studies treated user consent management from an architectural and functional perspective; however, these efforts did not produce a unified, security-centric user consent framework applicable system-wide. SA2 and related contributions have noted potential enhancements but have not consolidated the security requirements, enforcement points or revocation semantics into a common framework. 
As part of 6G study, SA2 is currently discussing to study new domains, such as AI/ML (including model training and analytics), sensing (ISAC and environmental data) and a data framework, which will create additional consent requirements. 
Additionally, SA6 initiate the Application user consent study (FS_APCOT) as part of 5GAdv. This highlights the need of an application user consent to access the user resources. This will not address the security of such framework.
Due to the many security implications of this topic, the study and definition of a common 6G user consent framework, when needed, should be handled by SA3. This ensures the framework is developed with security by default mindset. 

* * * First Change * * * *
[bookmark: _Toc209957928]4	Security areas and high level security requirements
[bookmark: _Toc209957929]4.1	Security areas  
Editor's Note: This clause further clarifies the scope of the study by listing the security areas that SA3 is working on. 
This document includes the following security areas: 
1) User Consent security area would be responsible to study current procedure, identify limitations and define the security enhancement required to support Users Consent for 6G use cases.

[bookmark: _Toc209957930]4.2	Potential high level security requirements  
Editor's Note: This clause will document high-level requirements that guide the study. 

* * * Next Change * * * *
[bookmark: _Toc448754534][bookmark: _Toc209957931]5	Key issues and solutions 
[bookmark: _Toc448754535][bookmark: _Toc209957932]5.x	Security area #x: User Consent
[bookmark: _Toc448754536][bookmark: _Toc209957933]5.x.1	Introduction 
Editor's Note: Detailed description of the security area 
SA3 will study the security and privacy aspect of User Consent based on requirements from different working groups and different SA3 security areas:
· Study the security and privacy aspects of SA6 defined framework as part of APCOT study
· Identify limitations of current core network solution of SA2/SA3 in 5G to support new 6G use cases
NOTE: if new security limitations are identified, to ensure overall consistency SA3 will ensure that a common user consent framework addresses both current and new security requirements and the corresponding solutions. 
Editor’s Note: Other aspects are for FFS.


* * * End of Changes * * * *

