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\* \* \* Next Change \* \* \* \*

## 6.X Authorization procedure in a nested API invocation

Editor’s Note: This clause will include authorization procedure for nested API invocation cases.

The nested API invocation scenario is a scenario where an API invocation towards a first API exposing function (AEF-1) triggers that API exposing function to request an API invocation towards a second API exposing function (AEF-2), which is in the same API provider domain as the first API exposing function. The authorization of API invocation triggered towards second API exposing function shall use token exchange procedure as specified in IETF RFC 8693 [xx], where the access token of the API invoker to be used towards AEF-1 is used as the subject token as per the IETF RFC 8693 [xx]. AEF-1 before triggering API invocation towards AEF-2, invokes the token exchange request towards the CCF by sending the subject token to receive a new access token. AEF-1 uses the received new access token towards AEF-2 for nested API invocation. This is depicted in figure 6.X-1.



Figure 6.X-1: Authorization for nested API invocation

1. API invoker -1 invokes the AEF-1 service by using the access token obtained from the CCF/Authorization Function.

2. Based on the service API invocation request, API exposing function 1 verifies the access token and decides to invoke another service API exposed by API exposing function 2.

3. The API exposing function 1 sends token exchange request message to CCF, to get a token to invoke the service API in API exposing function 2. The CCF validates the request from API exposing function 1. The CCF validates whether the requesting API exposing function 1 is allowed for accessing service API of API exposing function 2. Also, the CCF validates the access token in the request message that is provided by the API invoker to AEF-1. After successful validation, the CCF responds to API exposing function 1 with token exchange response message that includes a new access token to allow API exposing function 1 to invoke the service API on API exposing function 2.

Editor’s Note: The content of the newly issued token is FFS.

Editor’s Note: The parameters in the token exchange request and response is FFS.

Editor’s Note: How the CCF validates whether the requesting API exposing function 1 is allowed for delegated authorization to access service API of API exposing function 2 is FFS.

4. API exposing function 1, shall send a service API invocation request to API exposing function 2 with the authorization information i.e., access token received in step 7.

5. The API exposing function 1 receives the service API invocation response resulting from the service API invocation once API exposing function 2 has checked whether the API invoker is authorized to invoke that service API based on the received token.

6. The API invoker receives the service API invocation response resulting from the service API invocation.

\* \* \* End of the Changes \* \* \* \*